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Please read the following before getting started: Powered by Milestone

Thank you for purchasing this JVC product.
Before operating this unit, please read the instructions
carefully to ensure the best possible performance.

For Customer Use:
Enter below the Serial No. which is located on the

body.

Retain this information for future reference.
Model No. VR-X3200U/VR-X1600U
Serial No.

LST1260-001B
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Read all of these instructions.

Save these instructions for later use.

All warnings on the product and in the operating instructions should be adhered to.

Unplug this appliance system from the wall outlet before cleaning. Do not use liquid cleaners or aerosol

cleaners. Use a damp cloth for cleaning.

Do not use attachments not recommended by the appliance manufacturer as they may cause hazards.

Do not use this appliance near water - for example, near a bathtub, washbowl, kitchen sink, or laundry tub, in a

wet basement, or near a swimming pool, etc.

Do not place this appliance on an unstable cart, stand, or table. The appliance may PORTABLE CART WARNING

fall, causing serious injury to a child or adult, and serious damage to the appliance. (symbol provided by RETAC)

Use only with a cart or stand recommended by the manufacturer, or sold with the appliance.

Wall or shelf mounting should follow the manufacturer’s instructions, and should use

a mounting kit approved by the manufacturer. P

An appliance and cart combination should be moved with care. Quick stops, excessive

force, and uneven surfaces may cause the appliance and cart combination to overturn.

Slots and openings in the cabinet and the back or bottom are provided for ventilation, and VA=

to insure reliable operation of the appliance and to protect it from overheating, these S3125A

openings must not be blocked or covered. The openings should never be blocked by placing the appliance on

a bed, sofa, rug, or other similar surface. This appliance should never be placed near or over a radiator or heat

register. This appliance should not be placed in a built-in installation such as a bookcase unless proper

ventilation is provided.

This appliance should be operated only from the type of power source indicated on the marking label. If you

are not sure of the type of power supplied to your home, consult your dealer or local power company. For

appliance designed to operate from battery power, refer to the operating instructions.

This appliance system is equipped with a 3-wire grounding type plug (a plug having a third (grounding pin).

This plug will only fit into a grounding-type power outlet. This is a safety feature. If you are unable to insert the

plug into the outlet, contact your electrician to replace your obsolete outlet. Do not defeat the safety purpose of

the grounding plug.

For added protection for this product during a lightning storm, or when it is left unattended and unused for long

periods of time, unplug it from the wall outlet and disconnect the antenna or cable system. This will prevent

damage to the product due to lightning and power-line surges.

Do not allow anything to rest on the power cord. Do not locate this appliance where the cord will be abused by

persons walking on it.

Follow all warnings and instructions marked on the appliance.

Do not overload wall outlets and extension cords as this can result in fire or electric shock.

Never push objects of any kind into this appliance through cabinet slots as they may touch dangerous voltage

points or short out parts that could result in a fire or electric shock. Never spill liquid of any kind on the

appliance.

Do not attempt to service this appliance yourself as opening or removing covers may expose you to dangerous

voltage or other hazards. Refer all servicing to qualified service personnel.

Unplug this appliance from the wall outlet and refer servicing to qualified service personnel under the following

conditions:

a. When the power cord or plug is damaged or frayed.

b. If liquid has been spilled into the appliance.

c. If the appliance has been exposed to rain or water.

d. If the appliance does not operate normally by following the operating instructions. Adjust only those controls
that are covered by the operating instructions as improper adjustment of other controls may result in
damage and will often require extensive work by a qualified technician to restore the appliance to normal
operation.

e. If the appliance has been dropped or the cabinet has been damaged.

f. When the appliance exhibits a distinct change in performance - this indicates a need for service.

When replacement parts are required, be sure the service technician has used replacement parts specified by

the manufacturer that have the same characteristics as the original part. Unauthorized substitutions may result

in fire, electric shock, or other hazards.

Upon completion of any service or repairs to this appliance, ask the service technician to perform routine safety

checks to determine that the appliance is in safe operating condition.




SAFETY PRECAUTIONS (for USA)

RISK OF ELECTRIC I
SHOCK DO NOT OPEN .

RISQUE D’ELECTROCU- |
TION NE PAS OUVRIR °

CAUTION: TO REDUCE THE RISK OF ELECTRIC SHOCK,
DO NOT REMOVE COVER (OR BACK).
NO USER-SERVICEABLE PARTS INSIDE.
REFER SERVICING TO QUALIFIED SERVICE PERSONNEL

The lightning flash with arrowhead symbol, within an
equilateral triangle, is intended to alert the user to
the presence of uninsulated “dangerous voltage”
within the product’s enclosure that may be of
sufficient magnitude to constitute a risk of electric

shock to persons.

The exclamation point within an equilateral triangle is
intended to alert the user to the presence of
important operating and maintenance (servicing)
instructions in the literature accompanying the

appliance.

ATTENTION: POUR EVITER TOUT RISQUE D’ELECTROCUTION
NE PAS OUVRIR LE BOITER.
AUCUNE PIECE INTERIEURE N'EST
A REGLER PAR L'UTILISATEUR.
SE REFERER A UN AGENT QUALIFIE EN CAS DE PROBLEME.

WARNING:

TO REDUCE THE RISK OF FIRE OR ELECTRIC
SHOCK, DO NOT EXPOSE THIS APPLIANCE TO
RAIN OR MOISTURE.

CAUTION:

Please use this unit in an appropriate power source.
To prevent electric shocks and fire hazards, DO NOT
use any other power source.

ATTENTION:

Le symbole de I'éclair a lintérieur d'un triangle
équilatéral est destiné a alerter I'utilisateur sur la
présence d'une “tension dangereuse” non isolée
dans le boitier du produit. Cette tension est
suffisante  pour provoquer [I'électrocution de
personnes.

Le point d’exclamation a lintérieur d’'un ftriangle
équilatéral est destiné a alerter l'utilisateur sur la
présence d’opérations d’entretien importantes au
sujet desquelles des renseignements se trouvent
dans le manuel d’instructions.

* Ces symboles ne sont utilisés qu’aux Etats-Unis.

NOTE:

The rating plate (serial number plate) is on the rear of the unit.

AVERTISSEMENT:

POUR EVITER LES RISQUES D’INCENDIE OU
D’ELECTROCUTION, NE PAS EXPOSER
L’APPAREIL A L’'HUMIDITE OU A LA PLUIE.

Veuillez employer cette unité dans une source d'énergie
appropriée.

Afin d’éviter tout resque d’incendie ou d’électrocution, ne pas
utiliser d’autres sources d’alimentation électrique.

INFORMATION:

This equipment has been tested and found to comply with the limits
for a Class A digital device, pursuant to Part 15 of the FCC Rules.
These limits are designed to provide reasonable protection against
harmful interference when the equipment is operated in a
commercial environment.

This equipment generates, uses, and can radiate radio frequency
energy and, if not installed and used in accordance with the
instruction manual, may cause harmful interference to radio
communications.

Operation of this equipment in a residential area is likely to cause
harmful interference in which case the user will be required to correct
the interference at his own expense.

CAUTION:

CHANGES OR MODIFICATIONS NOT APPROVED BY JVC COULD
VOID USER’S AUTHORITY TO OPERATE THE EQUIPMENT.

REMARQUE:

La plaque d’identification (numéro de série) se trouve sur le panneau
arriere de I'appareil.

CAUTION:

RED color indications on the operation panel are provided but they
are not safety related, RED color indications :

(1) For Recording Indicator

(2) For Alarm Indicator

(3) For Warning Indicator

THIS DEVICE COMPLIES WITH PART 15 OF THE FCC RULES.
OPERATION IS SUBJECT TO THE FOLLOWING TWO
CONDITIONS: (1) THIS DEVICE MAY NOT CAUSE HARMFUL
INTERFERENCE, AND (2) THIS DEVICE MUST ACCEPT ANY
INTERFERENCE RECEIVED, INCLUDING INTERFERENCE THAT
MAY CAUSE UNDESIRED OPERATION.




SAFETY PRECAUTIONS

IMPORTANT (In the United Kingdom)
Mains Supply
WARNING - THIS APPARATUS
MUST BE EARTHED

The wires in this mains lead are coloured in accordance
with the following code;

GREEN-and-YELLOW : EARTH

BLUE : NEUTRAL

BROWN : LIVE

As the colours of the wires in the mains lead of this
apparatus may not correspond with the coloured
markings identifying the terminals in your plug, proceed
as follows.

The wire which is coloured GREEN-AND-YELLOW must
be connected to the terminal in the plug which is marked
with the letter E or by the safety earth symbol or coloured
GREEN or GREEN-AND-YELLOW.

The wire which is coloured BLUE must be connected to
the terminal which is marked with the letter N or which is
coloured BLACK. The wire which is coloured BROWN
must be connected to the terminal which is marked with
the letter L or coloured RED.

POWER SYSTEM
Connection to the mains supply

Please use this unit in an appropriate power source.

WARNING:

TO REDUCE THE RISK OF FIRE OR ELECTRIC
SHOCK, DO NOT EXPOSE THIS APPLIANCE TO RAIN
OR MOISTURE.

CAUTION

To prevent electric shock, do not open the cabinet. No
user serviceable parts inside. Refer servicing to qualified
service personnel.

Note:
The rating plate and the safety caution are on the rear
and top of the unit.

Caution for AC Power Cord

FOR YOUR SAFETY PLEASE READ THE FOLLOWING TEXT CAREFULLY.
Appropriate AC Power Cord must be used in each local area.

FOR CONTINENTAL EUROPE, ETC.
Not to be used in the U.K.

FOR U.K. ONLY
If the plug supplied is not suitable for your socket outlet,
it should be cut off and appropriate one fitted.




CAUTION

® Use the rack that meets the following requirements:
e must be equipped with overcurrent protection

PRECAUTIONS WHEN MOUNTING RACK

® Do not install the VR-X1600U/VR-X3200U to the rack in places where ambient temperature becomes 40°C or more.
® When rack mounting, keep the internal temperature of rack assembly 40°C or less.

® When using rack mount, keep the clearance between the rack and the rear of unit 150mm or more.

e When installing this unit or the like to the rack, refer to the consumption current value of the nameplate of each
device so that the current capacity (including rated capacity of power supply wire) of the rack is not exceeded.

* must be equipped with protective earthing conductor power plug and socket

remains stable.
The following guidelines are provided to ensure your safety:

of the rack.

CAUTION

To prevent bodily injury when mounting or servicing this unit in a rack, you must take special precautions to ensure that the system
This unit should be mounted at the bottom of the rack if it is the only unit in the rack.
When mounting this unit in a partially filled rack, load the rack from the bottom to the top with the heaviest component at the bottom

If the rack is provided with stabilizing devices, install the stabilizers before mounting or servicing the unit in the rack.

Before you mount this device in a rack, make sure that the rack is secure and in no danger of tipping over.

WARNING

It should be noted that it may be unlawful to re-record
pre-recorded tapes, records, or discs without the consent
of the owner of copyright in the sound or video recording,
broadcast, or cable programme and in any literary,
dramatic, musical or artistic work embodied therein.

WARNING

This is a Class A product. In a domestic environment this
product may cause radio interference in which case the
user may be required to take adequate measures.

CAUTION

RED colour indications on the operation panel are
provided but they are not safety related, RED colour
indications :

(1) For Recording Indicator

(2) For Alarm Indicator

(3) For Warning Indicator

WARNING

For PLUGGABLE EQUIPMENT, the socket outlet shall
be installed near the equipment and shall be easily
accessible.

WARNING

It may be unlawful to record or playback copyright
material without the consent of the copyright owner.

CAUTION

(1) Please do not detach the front cover.
(2) Please put it when the front cover comes off.




SAFETY PRECAUTIONS

nformation for Users on Disposal of Old Eqguipment

[European Union]

This symbol indicates that the electrical and electronic equipment should not be disposed as general
household waste at its end-of-life. Instead, the product should be handed over to the applicable collection
point for the recycling of electrical and electronic equipment for proper treatment, recovery and recycling in
accordance with your national legislation.

By disposing of this product correctly, you will help to conserve natural resources and will help prevent

I potential negative effects on the environment and human health which could otherwise be caused by
Attention: inappropriate waste handling of this product. For more information about collection point and recycling of this
This symbol is product, please contact your local municipal office, your household waste disposal service or the shop where
only valid in the you purchased the product.

European Penalties may be applicable for incorrect disposal of this waste, in accordance with national legislation.
Union. (Business users)
If you wish to dispose of this product, please visit our web page http://www.jvc.eu to obtain information about
the take-back of the product.
[Other Countries outside the European Union]
If you wish to dispose of this product, please do so in accordance with applicable national legislation or other
rules in your country for the treatment of old electrical and electronic equipment.
Dear Customer, INFORMATION (FOR CANADA)
This apparatus is in conformance with the valid European RENSEIGNEMENT (POUR CANADA)

directives and standards regarding electromagnetic

o . This Class A digital t lies with Canadian ICES-003.
compatibility and electrical safety. s ~1ass 7 ClgTe apparalus compries wih “anadian

European representatives of Cet appareil num rique de la Class A est conforme & la norme NMB-003
. . du Canada.
JVC KENWOOD Corporation is:

JVC Technical Services Europe GmbH
Postfach 10 05 04

61145 Friedberg WARNING (FOR EUROPE):
Germany This is a Class A product. In a domestic environment this product may

cause radio interference in which case the user may be required to take
adequate measures.




Precautions
Please note the following when using the VR-X1600U and VR-X3200U in Europe.

1. Ensure that the protective earthing terminal of the product is connected to the indoor protective grounding.
2. Please use a wire that meets the following requirements when connecting the protective earthing terminal of the product to the

indoor protective grounding.
® The color of the wire should be green with yellow stripe.

e The cross-sectional area of the conductor should be 0.8230 mm? (18AWG or equivalent).

3. The wire connected to the protective earthing terminal must not come out easily.
4. Do not use the protective earthing terminal of the product as a signal ground terminal.
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Getting Started

Precautions for Proper Use
of this Product

Locations of Storage and Use
@ Do not place this product in the following locations.

Doing so may cause this product to malfunction or break

down.

® Hot or cold places beyond the allowable operating
temperature range (5°C to 40°C)

® Humid places beyond the allowable operating humidity
range (30%RH to 80%RH)(no condensation)

® Places that emit a strong magnetic field, such as near
transformers and motors

® Places near devices that emit radio waves, such as
transceivers and mobile phones

® Places with considerable dust and sand

® Places with strong vibrations

® Places where water droplets may be formed, such as
by a window sides

® Places with considerable vapor and oil, such as
kitchens

® Places that emit radiation, X-rays, and corrosive gases

@ Using this unit and the cable that is connected to it near
places where strong radio waves or magnetic fields are
emitted (such as near radios, TVs, transformers, and
monitors) may cause noise in the video images or color
changes.

Handling Precautions
@ Do not stack the devices on one another during use

Heat and noise from the devices may cause the unit to
malfunction or break down, and lead to fire.

@® Do not block the ventilation holes

Doing so may cause heat to be trapped inside the unit and
result in fire. Do not use this unit by laying it down
sideways, upside down, or at an angle.

@ Do not place objects on this unit

Placing heavy objects, such as TV monitors, or objects
that are bigger in size on this unit may cause it to lose
balance and drop or fall, resulting in injuries.

@ Do not stand or sit on this unit

Doing so may cause this unit to fall or break down, and
result in injuries. Keep it out of the reach of young
children.

@ Do not place objects with water (e.g., vases, flower pots,
cups, cosmetic products, and chemicals) on this unit
Water may enter this unit through the ventilation holes and
result in fire or electric shock.

@ Do not insert objects into this unit
Metallic or other flammable objects that enter this unit

from the ventilation holes may result in fire or electric
shock.

@® Remove all connected cords before moving

Turn off the power and remove the power plug before
moving this unit. Failure to do so may cause damage to
the cords, and result in fire or electric shock.

2

Precautions for Handling Power
Cords

@ Do not use the supplied cords on devices other than this
unit.

@ Do not place heavy objects on the power cord, or place it
under this unit.

Doing so may cause damage to the cords, and result in
fire or electric shock.

@ Do not use cords other than those supplied with this unit

Use only power cords supplied together with this unit.
Using cords with different withstanding voltage
specifications or damaged cords may result in fire or
electric shock.

@ Do not remove the power plug during recording or
playback, or when the HDD is being accessed.

Maintenance

@ Turn off the power before performing maintenance of this
unit.

@ Wipe this unit using a soft cloth. Wiping using thinner or
benzene may cause the surface to melt or fog. When the
surface is extremely dirty, wipe using a cloth that is dipped
into a neutral detergent diluted with water, followed by
wiping with a dry cloth.

Energy Conservation

@ Turn off the power of the system for safety reasons and to
save energy if this unit is not to be used for a long time.

Copyright

@ Use of video or audio sound recorded using this unit for
commercial purposes or playing them for public viewing or
listening may be an infringement of the copyrights of their
respective authors under the copyright law.

@ These video (audio) recordings shall be restricted to
personal only uses, and their use without prior consent of
the copyright holder is strictly prohibited under the
copyright law.

® All contents of this manual are the copyright of JVC
KENWOOD Corporation. No part of this manual may
be reproduced or copied without prior permission of
JVC KENWOOD Corporation.

® Names of other companies’ products referred to in this
manual are generally trademarks or registered
trademarks of the companies.In this manual, marks
such as ™, ®, and © are omitted.

® Milestone and XProtect Enterprise are registered

trademarks of Milestone Systems.




Precautions for Handling Hard Disk
Drive

@ This unit comes with a high-precision hard disk device. Be
careful not to exert vibration or impact on this unit when
handling it. Exertion of vibration or impact particularly
when the power is on or when the hard disk is being
accessed may cause this unit to break down.

@ The distance between the head and the disk is only about
0.02 um when the hard disk (henceforth HDD) is reading
the data. Vibration or impact that is exerted on the HDD
may therefore cause the head to hit against the disk,
causing the disk surface to dent or the disk to chip. When
this occurs, data may not be properly read, or in a worse
scenario, continued use in this condition may result in
head crash (damage). Careful attention must therefore be
paid when handling it.

@ Precautions During Installation and Change of Installation
Location

Moving of this unit or installation work is strictly prohibited
when the power of this unit is on or immediately after the
power is turned off (approximately 1 minute). The HDD
continues to move under its own inertia for some time
after the power is disconnected, and exertion of vibration
or impact during this interval may result in HDD failure.
When moving this unit, wrap it using cushioning materials
to protect it from external shock.

@ The HDD is a consumable product. Although it may vary
according to the environment of use, it is recommended to
replace the HDD after using for 18,000 hours in a
surrounding temperature of 25°C. (However, this is only a
reference time and not a guarantee for HDD life span.)
For inquiries on maintenance plans and expenses,
consult your nearest JVC KENWOOD dealer.

@® When installing an external hard disk, we recommend the
use of UPS (uninterruptible power supply) to ensure the
stable operation of the system.

@ Power failure that occurs during formatting or
disconnection of the HDD may affect its subsequent use
even when the UPS is connected.

@® JVC KENWOOD shall not be held responsible for the
compensation of losses incurred in the event that
recording or playback fails due to defects in this unit or its
hard disk drive.

@ Images recorded on the HDD will be deleted when you
replace it with a new disk. Note also that recorded images
may be deleted when you upgrade the software for this
unit.

Software Installation

@ Do not install any software to this device other than the
provided application software. Otherwise, operations may
become unstable. Any malfunctions which arise in such a
case will not be covered under warranty.

Anti-virus

You cannot install anti-virus software on this unit. Instead,
prepare anti-virus by Windows Firewall or the router. In
addition, do not use Windows update.

Others

@ When there is variation in the supply voltage such as
during lightning, operation of this unit may be disabled to
protect the system until the supply voltage stabilizes
again.

@ Eliminate static electricity before performing work that
requires you to touch the input/output terminals, such as
when installing devices.

@ Do not touch the rear panel of this unit when it is running
as static electricity may cause it to malfunction.

@® When there is a large amount of data recorded on this
unit, such as short alarm records, a longer time may be
required during search or backup. This is not a
malfunction.

@ Data recorded from TV broadcasts or video (audio)
recordings shall be restricted only to personal use, and
their use without the prior consent of the copyright holder
is strictly prohibited under the copyright law.

@ The width of the border lines (black in color) of images on
the split screen varies according to the type of input
signals. This is due to the characteristics of the camera’s
input signals, and is not a malfunction. The condition may
also be improved by adjusting this unit. For details, consult
our authorized dealers or JVC KENWOOD service
centers.

When installed in an ordinary household, this unit may
cause interference with other devices such as radios or
televisions.

Consumable parts

The table below shows consumable parts for this unit. Repair
costs including fees for parts or replacement, or travel
expenses are charged even while this unit is under warranty.

Parts Note

HDD Replace every 18,000 hours (2
years) of use.

CPU fan/Rear fan | Replace every 30,000 hours (3
unit years) of use.

Backup battery
(CR2032)

Necessary to replace if the power is
not supplied for a long time.

® The maintenance cycle differs depending on the
conditions of use. The cycle above is applied when you
use this unit in 25°C environment.

® Consult our authorized dealers or JVC KENWOOD
service centers for details on the maintenance plan or
fees. (The list of JVC KENWOOD service center is
attached to this unit.)
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Getting Started

About the Software

End-User License Agreement for
Milestone’s Software embedded in
JVC KENWOOD’s NVR products

This license agreement is a legally binding agreement among you (“You”, either an individual or a single entity),
Milestone Systems A/S (“Milestone”) and JVC KENWOOD Corporation (“JVC KENWOOD”) for the software product
embedded in JVC KENWOOD’s Network Video Recorder (“NVR”) products (“Software”), which may include associated
software components, media, printedmaterials, and online or electronic documentation, if any.

By using JVC KENWOOD's NVR product incorporating the Software, you agree to be bound by the terms of this
agreement.

The Software is protected by copyright laws and international copyright treaties, as well as other intellectual property
laws and treaties. Note that the Software is licensed, not sold.

1. Grant of Use.
Milestone hereby grants You the right to use the Software on JVC KENWOOD’s NVR products.

2. Copyright.
All title, including but not limited to copyrights, in and to the Software and any copies thereof are owned by Milestone. All rights not
expressively granted are reserved by Milestone.

3. No Warranties.

Milestone and JVC KENWOOD expressly disclaims any warranty for the Software. The Software and any related documentation
is provided “as is” without warranty of any kind, either express or implied, including, without limitation, the implied warranties of
merchantability, fitness for a particular purpose or non-infringement. The entire risk and liability arising out of use or performance
of the Software remains with You as the user. You are notified that the Software, when used with certain equipment or other
software, may enable You to perform surveillance actions and data processing which are likely to be restricted by or contrary to
applicable law, including without limitation data privacy and criminal law. The sole responsibility for verification of Your use against
compliance with applicable law lies with you as the user.

4. Limitation of Liability.

The provisions of this paragraph are in effect to the maximum extent permitted by applicable law. In no event shall Milestone, JVC
KENWOOD or their suppliers be liable for any special, incidental, indirect, or consequential damages whatsoever (including,
without limitation, damages for loss of business profits, business interruption, loss of business information, or any other pecuniary
loss) arising out of the use of or inability to use the Software or the provision of or failure to provide proper support, even if
Milestone or JVC KENWOOD have been advised of the possibility of such damages. Absent any wilful misconduct or gross
negligence, the entire liability of Milestone and JVC KENWOOD under any provision of this agreement shall be limited to the
amount paid by you for the Software portion of JVC KENWOOD's NVR product.

5. Miscellaneous.

(@) You acknowledge that the Software is embedded in JVC KENWOOD’s NVR products, and You may not make copies of the
Software. If necessary for backup and archival purposes, please contact JVC KENWOOD.

(b)  You may not remove the Software from JVC KENWOOD’s NVR product nor distribute copies of the Software to third parties.

(c) You may not reverse engineer, decompile, or disassemble any of the Software except to the extent permitted by applicable
law which cannot be contractually waived.

(d) You may permanently transfer all of Your rights for the Software, provided the recipient of JVC KENWOOD's NVR product
incorporating the Software agrees to the terms of this agreement.

6. Termination.
Without prejudice to any other rights, Milestone may terminate this license agreement if You fail to comply with its terms and
conditions. In such event you must cease to use the Software.

7. Governing Law.
These License Terms and the contract are governed by Japanese law and the sole and proper venue for the settlement of
disputes hereunder shall be the Tokyo District Court.

VR-X3200U/VR-X1600U (hereafter referred to as “the device”) contains Windows® Embedded Standard 7 (hereafter referred to
as “the software”), licensed from Microsot Corporation by JVC KENWOOD Corporation (JVC KENWOOD). In order to use the
device and software, you must agree to the following Microsoft Software License Terms.
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MICROSOFT SOFTWARE LICENSE
TERMS

WINDOWS® EMBEDDED STANDARD 7

These license terms are an agreement between you and JVC KENWOOD Corporation (JVC KENWOOQOD). Please read them. They
apply to the software included on this device. The software also includes any separate media on which you received the software.
The software on this device includes software licensed from Microsoft Corporation or its affiliate.

The terms also apply to any Microsoft

® updates,

® supplements,

® |nternet-based services, and
® support services

for this software, unless other terms accompany those items. If so, those terms apply.

If you obtain updates or supplements directly from Microsoft, then Microsoft, and not JVC KENWOOD, licenses those to you.
As described below, using the software also operates as your consent to the transmission of certain computer
information for Internet-based services.

By using the software, you accept these terms. If you do not accept them, do not use the software. Instead, contact JVC
KENWOOD to determine its return policy for a refund or credit.

If you comply with these license terms, you have the rights below.
1 USE RIGHTS

Use. The software license is permanently assigned to the device with which you acquired the software. You may use the
software on the device.
2 ADDITIONAL LICENSING REQUIREMENTS AND/OR USE RIGHTS
a. Specific Use.
JVC KENWOOD designed the device for a specific use. You may only use the software for that use.

b. Other Software.
You may use other programs with the software as long as the other programs
e directly supports the manufacturer’s specific use for the device, or

® provide system utilities, resource management, or anti-virus or similar protection.

® Software that provides consumer or business tasks or processes may not be run on the device. This includes email, word
processing, spreadsheet, database, scheduling and personal finance software. The device may use terminal services
protocols to access such software running on a server.

c. Device Connections.
You may not use the software as server software. In other words, more than one device may not access, display, run, share
or use the software at the same time.

You may use terminal services protocols to connect the device to a server running business task or processes software
such as email, word processing, scheduling or spreadsheets.

You may allow up to ten other devices to access the software to use

® File Services,

® Print Services,

® Internet Information Services, and

® Internet Connection Sharing and Telephony Services.

The ten connection limit applies to devices that access the software indirectly through “multiplexing” or other software or
hardware that pools connections. You may use unlimited inbound connections at any time via TCP/IP.

d. Remote Access Technologies.
You may access and use the software remotely from another device using remote access technologies as follows.
Remote Desktop. The single primary user of the device may access a session from any other device using Remote Desktop
or similar technologies. A “session” means the experience of interacting with the software, directly or indirectly, through any
combination of input, output and display peripherals. Other users may access a session from any device using these
technologies, if the remote device is separately licensed to run the software.

Other Access Technologies. You may use Remote Assistance or similar technologies to share an active session.

Other Remote Uses. You may allow any number of devices to access the software for purposes other than those described
in the Device Connections and Remote Access Technologies sections above, such as to synchronize data between
devices.

e. Font Components.
While the software is running, you may use its fonts to display and print content. You may only
® embed fonts in content as permitted by the embedding restrictions in the fonts; and

® temporarily download them to a printer or other output device to print content.

f. lcons, images and sounds.
While the software is running, you may use but not share its icons, images, sounds, and media.
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About the Software
(continued)

MICROSOFT SOFTWARE LICENSE
TERMS (continued)

3 VHD BOOT.

Additional copies of the software created using the software’s Virtual Hard Disk functionality (“VHD Image”) may be pre-
installed on the physical hard disk of the device. These VHD Images may only be used for maintaining or updating the software
installed on the physical hard disk or drive. If the VHD Image is the only software on your device, it may be used as the primary
operating system but all other copies of the VHD Image may only be used for maintenance and updating.

4 POTENTIALLY UNWANTED SOFTWARE.

The software may include Windows Defender. If Windows Defender is turned on, it will search this device for “spyware,”
“adware” and other potentially unwanted software. If it finds potentially unwanted software, the software will ask you if you want
to ignore, disable (quarantine) or remove it. Any potentially unwanted software rated “high” or “severe,” will be automatically
removed after scanning unless you change the default setting. Removing or disabling potentially unwanted software may result
in

® Other software on your device ceasing to work, or

® Your breaching a license to use other software on this device

By using this software, it is possible that you will also remove or disable software that is not potentially unwanted software.
5 SCOPE OF LICENSE.

The software is licensed, not sold. This agreement only gives you some rights to use the software. JVC KENWOOD and
Microsoft reserve all other rights. Unless applicable law gives you more rights despite this limitation, you may use the software
only as expressly permitted in this agreement. In doing so, you must comply with any technical limitations in the software that
allow you to use it only in certain ways. For more information, see the software documentation or contact JVC KENWOOD. You
may not:

e work around any technical limitations in the software;

® reverse engineer, decompile or disassemble the software;

® make more copies of the software than specified in this agreement;

® publish the software for others to copy;

® rent, lease or lend the software; or

® use the software for commercial software hosting services.

Except as expressly provided in this agreement, rights to access the software on this device do not give you any right to
implement Microsoft patents or other Microsoft intellectual property in software or devices that access this device.

6 INTERNET-BASED SERVICES.
Microsoft provides Internet-based services with the software. Microsoft may change or cancel them at any time.

a. Consent for Internet-Based Services.
The device may contain one or more of the software features described below. These features connect to Microsoft or
service provider computer systems over the Internet. In some cases, you will not receive a separate notice when they
connect. For more information about these features, visit
go.microsoft.com/fwlink/?linkid=104604.

By using these features, you consent to the transmission of this information. Microsoft does not use the information to
identify or contact you.
e Computer Information.
The following features use Internet protocols, which send to the appropriate systems computer information, such as your
Internet protocol address, the type of operating system and browser, the name and version of the software you are using,
and the language code of the device where you installed the software. Microsoft uses this information to make the
Internet-based services available to you. JVC KENWOOD has elected to turn on the following features on the device.
® Plug and Play and Plug and Play Extensions.
You may connect new hardware to your device. Your device may not have the drivers needed to communicate with that
hardware. If so, the update feature of the software can obtain the correct driver from Microsoft and install it on your device.
e Web Content Features.
Features in the software can retrieve related content from Microsoft and provide it to you. Examples of these features are
clip art, templates, online training, online assistance and Appshelp. You may choose to switch them off or not use them.
o Digital Certificates.
The software uses x.509 version 3 digital certificates. These digital certificates confirm the identity of user sending
information to each other and allow you to encrypt the information. The software retrieves certificates and updates
certificate revocation lists over the Internet.
e Auto Root Update.
The Auto Root Update feature updates the list of trusted certificate authorities. You can switch off this feature.



e Windows Media Digital Rights Management.
Content owners use Windows Media digital rights management technology (WMDRM) to protect their intellectual
property, including copyrights. This software and third party software use WMDRM to play and copy WMDRM-protected
content. If the software fails to protect the content, content owners may ask Microsoft to revoke the software’s ability to use
WMDRM to play or copy protected content. Revocation does not affect other content. When you download licenses for
protected content, you agree that Microsoft may include a revocation list with the licenses. Content owners may require
you to upgrade WMDRM to access their content. Microsoft software that includes WMDRM will ask for your consent prior
to the upgrade. If you decline an upgrade, you will not be able to access content that requires the upgrade. You may switch
off WMDRM features that access the Internet. When these features are off, you can still play content for which you have a
valid license.

e Windows Media Player.
When you use Windows Media Player, it checks with Microsoft for
e compatible online music services in your region;
® new versions of the player; and
® codecs if your device does not have the correct ones for playing content.

You can switch off this feature. For more information, go to:
go.microsoft.com/fwlink/?Linkld=51331.

e Malicious Software Removal/Clean On Upgrade.
Before installation of the software, the software will check and remove certain malicious software listed at
www.support.microsoft.com/?kbid=890830 (“Malware”) from your device. When the software checks your device for
Malware, a report will be sent to Microsoft about any Malware detected or errors that occurred while the software was
checking for Malware. No information that can be used to identify you is included in the report. You may disable the
software’s Malware reporting functionality by following the instructions found at
www.support.microsoft.com/?kbid=890830.

® Network Awareness.
This feature determines whether a system is connected to a network by either passive monitoring of network traffic or
active DNS or HTTP queries. The query only transfers standard TCP/IP or DNS information for routing purposes. You can
switch off the active query feature through a registry setting.

e Windows Time Service.
This service synchronizes with www.time.windows.com once a week to provide your | device with the correct time. The
connection uses standard NTP protocol.

e Search Suggestions Service.
In Internet Explorer, when you type a search query in the Instant Search box or type a question mark (?) before your
search term in the Address bar, you will see search suggestions as you type (if supported by your search provider).
Everything you type in the Instant Search box or in the Address bar when preceded by a question mark (?) is sent to your
search provider as you type. Also, when you press Enter or click the Search button, the text in the Instant Search box or
Address bar is sent to the search provider. If you use a Microsoft search provider, use of the information sent is subject to
the Microsoft Online Privacy Statement. This statement is available at
go.microsoft.com/fwlink/?linkid=31493. If you use a third-party search provider, use of the information sent will be subject
to the third party’s privacy practices. You can turn search suggestions off at any time. To do so, use Manage Add-ons
under the Tools button in Internet Explorer. For more information about the search suggestions service, see
go.microsoft.com/fwlink/?linkid=128106.

e Consent to Update Infrared Emitter/Receiver.
The software may contain technology to ensure the proper functioning of the infrared emitter/receiver device shipped with
certain Media Center-based products. You agree that the software may update the firmware of this device.

o Media Center Online Promotions.
If you use Media Center features of the software to access Internet-based content or other Internet-based services, such
services may obtain the following information from the software to enable you to receive, accept and use certain
promotional offers:
® certain device information, such as your Internet protocol address, the type of operating system and browser you are

using, and the name and version of the software you are using,
® the requested content, and
® the language code of the device where you installed the software.
® Your use of the Media Center features to connect to those services serves as your consent to the collection and use of
such information.

e Media Playback Updates.
The software on the device may include media playback features which receives updates directly from the MSCORP
Media Playback Update servers. If activated by your manufacturer, these updates will be downloaded and installed
without further notice to you. The manufacturer is responsible for ensuring these updates work on your device.
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MICROSOFT SOFTWARE LICENSE
TERMS (continued)

e Windows Update Agent.
The software on the device includes Windows Update Agent (“WUA”). This feature enables your device to access Windows
Updates either directly from MSCORP Windows Update server or from a server installed with the required server component
and from the Microsoft Windows Update server. To enable the proper functioning of the Windows Update service in the
software (if you use it) updates or downloads to the Windows Update service will be required from time to time and
downloaded and installed without further notice to you. Without limiting any other disclaimer in these license terms or any
license terms accompanying a Windows Update, you acknowledge and agree that no warranty is provided by Microsoft
Corporation or their affiliates with respect to any Windows Update that you install or attempt to install on your device.
b. Use of Information.
Microsoft may use the device information, error reports, and Malware reports to improve our software and services. We may
also share it with others, such as hardware and software vendors. They may use the information to improve how their
products run with Microsoft software.
c. Misuse of Internet-based Services.
You may not use these services in any way that could harm them or impair anyone else’s use of them. You may not use the
services to try to gain unauthorized access to any service, data, account or network by any means.
7 PRODUCT SUPPORT.

Contact JVC KENWOOD for support options.
Refer to the support number provided with the device.
8 MICROSOFT .NET BENCHMARK TESTING.

The software includes one or more components of the .NET Framework (“NET Components”). You may conduct internal
benchmark testing of those components. You may disclose the results of any benchmark test of those components, provided
that you comply with the conditions set forth at go.microsoft.com/fwlink/?LinklD=66406.

Notwithstanding any other agreement you may have with Microsoft, if you disclose such benchmark test results, Microsoft shall
have the right to disclose the results of benchmark tests it conducts of your products that compete with the applicable .NET
Component, provided it complies with the same conditions set forth at go.microsoft.com/fwlink/?LinklD=66406.

9 BACKUP COPY.

You may make one backup copy of the software. You may use it only to reinstall the software on the device.
10 DOCUMENTATION.

Any person that has valid access to your device or internal network may copy and use the documentation for your internal,
reference purposes.

11 PROOF OF LICENSE.

If you acquired the software on the device, or on a disc or other media, a genuine Certificate of Authenticity label with a
genuine copy of the software identifies licensed software. To be valid, this label must be affixed to the device, or included on
or in JVC KENWOOD'’s software packaging. If you receive the label separately, it is not valid. You should keep the label on
the device or packaging to prove that you are licensed to use the software. To identify genuine Microsoft software, see
www.howtotell.com.

12 TRANSFER TO A THIRD PARTY.

You may transfer the software only with the device, the Certificate of Authenticity label, and these license terms directly to a
third party. Before the transfer, that party must agree that these license terms apply to the transfer and use of the software.
You may not retain any copies of the software including the backup copy.

13 NOTICE ABOUT THE H.264/AVC VISUAL STANDARD, THE VC-1 VIDEO STANDARD, THE MPEG-4
VISUAL STANDARD AND THE MPEG-2 VIDEO STANDARD.

This software may include H.264/AVC, VC-1, MPEG-4 Part 2, and MPEG-2 visual compression technology. If the software
includes those visual compression technologies MPEG LA, L.L.C. requires this notice:

THIS PRODUCT IS LICENSED UNDER ONE OR MORE VIDEO PATENT PORTFOLIO LICENSES SUCH AS, AND
WITHOUT LIMITATION, THE AVC, THE VC-1, THE MPEG-4 PART 2 VISUAL, AND THE MPEG-2 VIDEO PATENT
PORTFOLIO LICENSES FOR THE PERSONAL AND NON-COMMERCIAL USE OF A CONSUMER TO (i) ENCODE
VIDEO IN COMPLIANCE WITH THE ABOVE STANDARDS (“VIDEO STANDARDS”) AND/OR (ii) DECODE VIDEO THAT
WAS ENCODED BY A CONSUMER ENGAGED IN A PERSONAL AND NON-COMMERCIAL ACTIVITY OR WAS
OBTAINED FROM A VIDEO PROVIDER LICENSED TO PROVIDE VIDEO UNDER SUCH PATENT PORTFOLIO
LICENSES. NONE OF THE LICENSES EXTEND TO ANY OTHER PRODUCT REGARDLESS OF WHETHER SUCH
PRODUCT IS INCLUDED WITH THIS PRODUCT IN A SINGLE ARTICLE. NO LICENSE IS GRANTED OR SHALL BE
IMPLIED FOR ANY OTHER USE. ADDITIONAL INFORMATION MAY BE OBTAINED FROM MPEG LA, L.L.C. SEE
WWW.MPEGLA.COM.
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14 NOTICE ABOUT THE MP3 AUDIO STANDARD.
This software includes MP3 audio encoding and decoding technology as defined by ISO/IEC 11172-3 and ISO/IEC 13818-
3. It is not licensed for any implementation or distribution in any commercial product or service.

15 NOT FAULT TOLERANT.
The software is not fault tolerant. JVC KENWOOD installed the software on the device and is responsible for how it operates
on the device.

16 RESTRICTED USE.
The Microsoft software was designed for systems that do not require fail-safe performance. You may not use the Microsoft
software in any device or system in which a malfunction of the software would result in foreseeable risk of injury or death to
any person. This includes operation of nuclear facilities, aircraft navigation or communication systems and air traffic control.

17 NO WARRANTIES FOR THE SOFTWARE.
The software is provided “as is”. You bear all risks of using it. Microsoft gives no express warranties, guarantees or
conditions. Any warranties you receive regarding the device or the software do not originate from, and are not binding on,
Microsoft or its affiliates. When allowed by your local laws, JVC KENWOOD and Microsoft exclude implied warranties of
merchantability, fitness for a particular purpose and non-infringement.

18 LIABILITY LIMITATIONS.
You can recover from Microsoft and its affiliates only direct damages up to two hundred fifty U.S. Dollars (U.S. $250.00). You
cannot recover any other damages, including consequential, lost profits, special, indirect or incidental damages.
This limitation applies to:

® anything related to the software, services, content (including code) on third party internet sites, or third party programs,
and

® claims for breach of contract, breach of warranty, guarantee or condition, strict liability, negligence, or other tort to the
extent permitted by applicable law.

It also applies even if Microsoft should have been aware of the possibility of the damages. The above limitation may not
apply to you because your country may not allow the exclusion or limitation of incidental, consequential or other damages.

19 EXPORT RESTRICTIONS.
The software is subject to United States export laws and regulations. You must comply with all domestic and international
export laws and regulations that apply to the software. These laws include restrictions on destinations, end users and end
use. For additional information, see www.microsoft.com/exporting.

20 ENTIRE AGREEMENT.
This agreement, additional terms (including any printed-paper license terms that accompany the software and may modify
or replace some or all of these terms), and the terms for supplements, updates, Internet-based services and support
services that you use, are the entire agreement for the software and support services.

21 APPLICABLE LAW

a. United States.
If you acquired the software in the United States, Washington state law governs the interpretation of this agreement and
applies to claims for breach of it, regardless of conflict of laws principles. The laws of the state where you live govern all
other claims, including claims under state consumer protection laws, unfair competition laws, and in tort.

b. Outside the United States.
If you acquired the software in any other country, the laws of that country apply.

22 Third Party Programs.
Microsoft provides the following copyright notices for third party software included in the software. These notices are
required by the respective copyright holders and do not change your license to use this software.

Note:
® The support number refers to the serial number of this unit.
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MICROSOFT SOFTWARE LICENSE
TERMS (continued)

® Portions of this software are based in part on the work of

Spider Systems ® Limited. Because Microsoft has
included the Spider Systems Limited software in this
product, Microsoft is required to include the following text
that accompanied such software:

Copyright 1987 Spider Systems Limited

Copyright 1988 Spider Systems Limited

Copyright 1990 Spider Systems Limited

® Portions of this software are based in part on the work of
Seagate Software.

® Portions of this software are based in part on the work of
ACE*COMM Corp. Because Microsoft has included the
ACE*COMM Corp. software in this product, Microsoft is
required to include the following text that accompanied
such software:
Copyright 1995-1997 ACE*COMM Corp

® Portions of this software are based in part on the work of
Sam Leffler and Silicon Graphics, Inc. Because Microsoft
has included the Sam Leffler and Silicon Graphics
software in this product, Microsoft is required to include
the following text that accompanied such software:

Copyright © 1988-1997 Sam Leffler

Copyright © 1991-1997 Silicon Graphics, Inc.
Permission to use, copy, modify, distribute, and sell
this software and its documentation for any purpose is
hereby granted without fee, provided that (i) the above
copyright notices and this permission notice appear in
all copies of the software and related documentation,
and (ii) the names of Sam Leffler and Silicon Graphics
may not be used in any advertising or publicity relating
to the software without the specific, prior written
permission of Sam Leffler and Silicon Graphics.

THE SOFTWARE IS PROVIDED “AS-IS” AND
WITHOUT WARRANTY OF ANY KIND, EXPRESS,
IMPLIED OR OTHERWISE, INCLUDING WITHOUT
LIMITATION, ANY WARRANTY OF
MERCHANTABILITY OR FITNESS FOR A
PARTICULAR PURPOSE.

IN NO EVENT SHALL SAM LEFFLER OR SILICON
GRAPHICS BE LIABLE FOR ANY SPECIAL,
INCIDENTAL, INDIRECT OR CONSEQUENTIAL
DAMAGES OF ANY KIND, OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE,
DATA OR PROFITS, WHETHER OR NOT ADVISED
OF THE POSSIBILITY OF DAMAGE, AND ON ANY
THEORY OF LIABILITY, ARISING OUT OF OR IN
CONNECTION WITH THE USE OR PERFORMANCE
OF THIS SOFTWARE.

Portions Copyright © 1998 PictureTel Corporation
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® Portions of this software are based in part on the work of
Highground Systems. Because Microsoft has included the
Highground Systems software in this product, Microsoft is
required to include the following text that accompanied
such software:

Copyright © 1996-1999 Highground Systems

® Windows 7 incorporates compression code from the Info-
ZIP group. There are no extra charges or costs due to the
use of this code, and the original compression sources
are freely available from www.info-zip.org/ or ftp://ftp.info-
zip.org/pub/infozip/src/ on the Internet.

Portions Copyright © 2000 SRS Labs, Inc

® This product includes software from the 'zlib' general
purpose compression library.

® Portions of this software are based in part on the work of
ScanSoft, Inc. Because Microsoft has included the
ScanSoft, Inc. software in this product, Microsoft is
required to include the following text that accompanied
such software:

TextBridge® OCR © by ScanSoft, Inc.

® Portions of this software are based in part on the work of
University of Southern California. Because Microsoft has
included the University of Southern California software in
this product, Microsoft is required to include the following
text that accompanied such software:

Copyright © 1996 by the University of Southern
California
All rights reserved.

Permission to use, copy, modify, and distribute this
software and its documentation in source and binary
forms for any purpose and without fee is hereby
granted, provided that both the above copyright notice
and this permission notice appear in all copies, and
that any documentation, advertising materials, and
other materials related to such distribution and use
acknowledge that the software was developed in part
by the University of Southern California, Information
Sciences Institute. The name of the University may not
be used to endorse or promote products derived from
this software without specific prior written permission.

THE UNIVERSITY OF SOUTHERN CALIFORNIA
makes no representations about the suitability of this
software for any purpose. THIS SOFTWARE IS
PROVIDED “AS IS” AND WITHOUT ANY EXPRESS
OR IMPLIED WARRANTIES, INCLUDING, WITHOUT
LIMITATION, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE.

Other copyrights might apply to parts of this software
and are so noted when applicable.

® Portions of this software are based in part on the work of
James Kanze. Because Microsoft has included the James
Kanze software in this product, Microsoft is required to
include the following text that accompanied such software:

COPYRIGHT AND PERMISSION NOTICE
All rights reserved.

Permission is hereby granted, free of charge, to any
person obtaining a copy of this software and
associated documentation files (the “Software”), to
deal in the Software without restriction, including
without limitation the rights to use, copy, publish,
distribute, and/or sell copies of the Software, and to
permit persons to whom the Software is furnished to
do so, provided that the above copyright notice(s) and
this permission notice appear in all copies of the



Software and that both the above copyright notice(s)
and this permission notice appear in supporting
documentation. Permission is also given to modify the
software to any extend, under the condition that, in the
modified software, the prefix “GB_" is changed to
something else, and the name directories for includes
files (“gb” in this distribution) is also changed.

THE SOFTWARE IS PROVIDED “AS 1S”, WITHOUT
WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE
WARRANTIES OF MERCHANTABILITY, FITNESS
FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT OF THIRD PARTY RIGHTS. IN
NO EVENT SHALL THE COPYRIGHT HOLDER OR
HOLDERS INCLUDED IN THIS NOTICE BE LIABLE
FOR ANY CLAIM, OR ANY SPECIAL INDIRECT OR
CONSEQUENTIAL DAMAGES, OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE,
DATA OR PROFITS, WHETHER IN AN ACTION OF
CONTRACT, NEGLIGENCE OR OTHER TORTIOUS
ACTION, ARISING OUT OF OR IN CONNECTION
WITH THE USE OR PERFORMANCE OF THIS
SOFTWARE.

Except as contained in this notice, the name of a
copyright holder shall not be used in advertising or
otherwise to promote the sale, use or other dealings in
this Software without prior written authorization of the
copyright holder.

® This product contains software from Cisco ISAKMP
Services.

® Portions of this software are based in part on the work of
RSA Data Security, Inc. Because Microsoft has included
the RSA Data Security, Inc. software in this product,
Microsoft is required to include the following text that
accompanied such software:

Copyright © 1990, RSA Data Security, Inc. All rights
reserved.

License to copy and use this software is granted
provided that it is identified as the “RSA Data Security,
Inc. MD5 Message-Digest Algorithm” in all material
mentioning or referencing this software or this
function. License is also granted to make and use
derivative works provided that such works are
identified as “derived from the RSA Data Security, Inc.
MD5 Message-Digest Algorithm” in all material
mentioning or referencing the derived work.

RSA Data Security, Inc. makes no representations
concerning either the merchantability of this software
or the suitability of this software for any particular
purpose. It is provided “as is” without express or
implied warranty of any kind.

These notices must be retained in any copies of any
part of this documentation and/or software.

® Portions of this software are based in part on the work of
OpenVision Technologies, Inc. Because Microsoft has
included the OpenVision Technologies, Inc. software in
this product, Microsoft is required to include the following
text that accompanied such software:

Copyright 1993 by OpenVision Technologies, Inc.

Permission to use, copy, modify, distribute, and sell
this software and its documentation for any purpose is
hereby granted without fee, provided that the above
copyright notice appears in all copies and that both
that copyright notice and this permission notice
appear in supporting documentation, and that the
name of OpenVision not be used in advertising or
publicity pertaining to distribution of the software
without specific, written prior permission. OpenVision
makes no representations about the suitability of this

software for any purpose. It is provided “as is” without
express or implied warranty.

OPENVISION DISCLAIMS ALL WARRANTIES WITH
REGARD TO THIS SOFTWARE, INCLUDING ALL
IMPLIED WARRANTIES OF MERCHANTABILITY
AND FITNESS, IN NO EVENT SHALL OPENVISION
BE LIABLE FOR ANY SPECIAL, INDIRECT OR
CONSEQUENTIAL DAMAGES OR ANY DAMAGES
WHATSOEVER RESULTING FROM LOSS OF USE,
DATA OR PROFITS, WHETHER IN AN ACTION OF
CONTRACT, NEGLIGENCE OR OTHER TORTIOUS
ACTION, ARISING OUT OF OR IN CONNECTION
WITH THE USE OR PERFORMANCE OF THIS
SOFTWARE.

® Portions of this software are based in part on the work of
Regents of The University of Michigan. Because Microsoft
has included the Regents of The University of Michigan
software in this product, Microsoft is required to include
the following text that accompanied such software:

Copyright © 1995, 1996 Regents of The University of
Michigan.
All Rights Reserved.

Permission to use, copy, modify, and distribute this
software and its documentation for any purpose and
without fee is hereby granted, provided that the above
copyright notice appears in all copies and that both
that copyright notice and this permission notice
appear in supporting documentation, and that the
name of The University of Michigan not be used in
advertising or publicity pertaining to distribution of the
software without specific, written prior permission.
This software is supplied as is without expressed or
implied warranties of any kind.

Copyright © 1993, 1994 Regents of the University of
Michigan.
All rights reserved.

Redistribution and use in source and binary forms are
permitted provided that this notice is preserved and
that due credit is given to the University of Michigan at
Ann Arbor. The name of the University may not be
used to endorse or promote products derived from this
software without specific prior written permission. This
software is provided “as is” without express or implied
warranty.
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Getting Started

About the Software
(continued)

MICROSOFT SOFTWARE LICENSE
TERMS (continued)

® Portions of this software are based in part on the work of
Massachusetts Institute of Technology. Because Microsoft
has included the Massachusetts Institute of Technology
software in this product, Microsoft is required to include
the following text that accompanied such software:

Copyright 1989, 1990 by the Massachusetts Institute
of Technology. All Rights Reserved.

Export of this software from the United States of
America may require a specific license from the United
States Government. It is the responsibility of any
person or organization contemplating export to obtain
such a license before exporting.

WITHIN THAT CONSTRAINT, permission to use,
copy, modify, and distribute this software and its
documentation for any purpose and without fee is
hereby granted, provided that the above copyright
notice appear in all copies and that both that copyright
notice and this permission notice appear in supporting
documentation, and that the name of M.I.T. not be
used in advertising or publicity pertaining to
distribution of the software without specific, written
prior permission. M.I.T. makes no representations
about the suitability of this software for any purpose. It
is provided “as is” without express or implied warranty.

Under U.S. law, this software may not be exported
outside the US without license from the U.S.
Commerce department.

Copyright 1994 by the Massachusetts Institute of
Technology. All Rights Reserved.

Export of this software from the United States of
America may require a specific license from the United
States Government. It is the responsibility of any
person or organization contemplating export to obtain
such a license before exporting.

WITHIN THAT CONSTRAINT, permission to use,
copy, modify, and distribute this software and its
documentation for any purpose and without fee is
hereby granted, provided that the above copyright
notice appear in all copies and that both that copyright
notice and this permission notice appear in supporting
documentation, and that the name of M.I.T. not be
used in advertising or publicity pertaining to
distribution of the software without specific, written
prior permission. M.I.T. makes no representations
about the suitability of this software for any purpose. It
is provided “as is” without express or implied warranty.
® This product includes software developed by the

University of California, Berkeley and its contributors.

® Portions of this software are based in part on the work of
the “Entrust” security technology licensed from Northern
Telecom.

® Portions of this software are based in part on the work of
Hewlett-Packard Company. Because Microsoft has
included the Hewlett-Packard Company software in this
product, Microsoft is required to include the following text
that accompanied such software:
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Copyright © 1994 Hewlett-Packard Company

Permission to use, copy, modify, distribute and sell this
software and its documentation for any purpose is
hereby granted without fee, provided that the above
copyright notice appear in all copies and that both that
copyright notice and this permission notice appear in
supporting documentation. Hewlett-Packard Company
and Microsoft Corporation make no representations
about the suitability of this software for any purpose. It
is provided “as is” without express or implied warranty.

® This product includes software from the 'libpng' PNG

reference library.

Portions of this software are based in part on the work of
Autodesk, Inc. Because Microsoft has included the
Autodesk, Inc. software in this product, Microsoft is
required to include the following text that accompanied
such software:

© Copyright 1995 by Autodesk, Inc.

This product contains graphics filter software; this
software is based in part on the work of the Independent
JPEG Group.

This product includes “True Verb” technology from KS
Waves Ltd.

Portions of this software are based in part on the work of
SGS-Thomson Microelectronics, Inc. Because Microsoft
has included the SGS-Thomson Microelectronics, Inc.
software in this product, Microsoft is required to include
the following text that accompanied such software:

Copyright 1996 SGS-Thomson Microelectronics, Inc.
All Rights Reserved

Portions of this software are based in part on the work of
Unicode, Inc. Because Microsoft has included the
Unicode, Inc. software in this product, Microsoft is
required to include the following text that accompanied
such software:

COPYRIGHT AND PERMISSION NOTICE

Copyright © 1991-2005 Unicode, Inc. All rights
reserved. Distributed under the Terms of Use in
www.unicode.org/copyright.html.

Permission is hereby granted, free of charge, to any
person obtaining a copy of the Unicode data files and
any associated documentation (the “Data Files”) or
Unicode software and any associated documentation
(the “Software”) to deal in the Data Files or Software
without restriction, including without limitation the
rights to use, copy, modify, merge, publish, distribute,
and/or sell copies of the Data Files or Software, and to
permit persons to whom the Data Files or Software
are furnished to do so, provided that (a) the above
copyright notice(s) and this permission notice appear
with all copies of the Data Files or Software, (b) both
the above copyright notice(s) and this permission
notice appear in associated documentation, and ©
there is clear notice in each modified Data File or in
the Software as well as in the documentation
associated with the Data File(s) or Software that the
data or software has been modified.

THE DATA FILES AND SOFTWARE ARE PROVIDED
“AS 1S”, WITHOUT WARRANTY OF ANY KIND,
EXPRESS OR IMPLIED, INCLUDING BUT NOT
LIMITED TO THE WARRANTIES OF
MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NONINFRINGEMENT OF THIRD
PARTY RIGHTS. IN NO EVENT SHALL THE
COPYRIGHT HOLDER OR HOLDERS INCLUDED IN
THIS NOTICE BE LIABLE FOR ANY CLAIM, OR ANY
SPECIAL INDIRECT OR CONSEQUENTIAL



DAMAGES, OR ANY DAMAGES WHATSOEVER
RESULTING FROM LOSS OF USE, DATA OR
PROFITS, WHETHER IN AN ACTION OF
CONTRACT, NEGLIGENCE OR OTHER TORTIOUS
ACTION, ARISING OUT OF OR IN CONNECTION
WITH THE USE OR PERFORMANCE OF THE DATA
FILES OR SOFTWARE.

Except as contained in this notice, the name of a
copyright holder shall not be used in advertising or
otherwise to promote the sale, use or other dealings in
these Data Files or Software without prior written
authorization of the copyright holder.

This work (and included software, documentation such
as READMEs, or other related items) is being
provided by the copyright holders under the following
license. By obtaining, using and/or copying this work,
you (the licensee) agree that you have read,
understood, and will comply with the following terms
and conditions.

Permission to copy, modify, and distribute this software
and its documentation, with or without modification, for
any purpose and without fee or royalty is hereby
granted, provided that you include the following on
ALL copies of the software and documentation or
portions thereof, including modifications:

® The Combined PostScript Driver was the result of a
cooperative development process by Adobe Systems
Incorporated and Microsoft Corporation.

1. The full text of this NOTICE in a location viewable to
users of the redistributed or derivative work.

2. Any pre-existing intellectual property disclaimers,
notices, or terms and conditions. If none exist, the
W3C Software Short Notice should be included
(hypertext is preferred, text is permitted) within the
body of any redistributed or derivative code.

3. Notice of any changes or modifications to the files,
including the date changes were made. (We
recommend you provide URLSs to the location from
which the code is derived.)

THIS SOFTWARE AND DOCUMENTATION IS
PROVIDED “AS IS,” AND COPYRIGHT HOLDERS
MAKE NO REPRESENTATIONS OR WARRANTIES,
EXPRESS OR IMPLIED, INCLUDING BUT NOT
LIMITED TO, WARRANTIES OF MERCHANTABILITY
OR FITNESS FOR ANY PARTICULAR PURPOSE OR

® Portions of this software are based in part on the work of
Media Cybernetics. Because Microsoft has included the
Media Cybernetics software in this product, Microsoft is
required to include the following text that accompanied
such software:

HALO Image File Format Library © 1991-1992 Media
Cybernetics, Inc.
® Portions of this software are based in part on the work of
Luigi Rizzo. Because Microsoft has included the Luigi
Rizzo software in this product, Microsoft is required to
include the following text that accompanied such software:

© 1997-98 Luigi Rizzo (luigi @iet.unipi.it)

Portions derived from code by Phil Karn
(karn@ka9q.ampr.org), Robert Morelos-Zaragoza
(robert@spectra.eng.hawaii.edu) and Hari
Thirumoorthy (harit@ spectra.eng.hawaii.edu), Aug
1995

Redistribution and use in source and binary forms,
with or without modification, are permitted provided
that the following conditions are met:

1. Redistributions of source code must retain the
above copyright notice, this list of conditions and the
following disclaimer.

2. Redistributions in binary form must reproduce the
above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other
materials provided with the distribution.

THIS SOFTWARE IS PROVIDED BY THE AUTHORS
“AS 1S” AND ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, BUT NOT LIMITED TO,
THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO
EVENT SHALL THE AUTHORS BE LIABLE FOR
ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL,
EXEMPLARY, OR CONSEQUENTIAL DAMAGES
(INCLUDING, BUT NOT LIMITED TO,
PROCUREMENT OF SUBSTITUTE GOODS OR
SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED
AND ON ANY THEORY OF LIABILITY, WHETHER IN
CONTRACT, STRICT LIABILITY, OR TORT
(INCLUDING NEGLIGENCE OR OTHERWISE)
ARISING IN ANY WAY OUT OF THE USE OF THIS
SOFTWARE, EVEN IF ADVISED OF THE
POSSIBILITY OF SUCH DAMAGE.

THAT THE USE OF THE SOFTWARE OR
DOCUMENTATION WILL NOT INFRINGE ANY
THIRD PARTY PATENTS, COPYRIGHTS,
TRADEMARKS OR OTHER RIGHTS.

COPYRIGHT HOLDERS WILL NOT BE LIABLE FOR
ANY DIRECT, INDIRECT, SPECIAL OR
CONSEQUENTIAL DAMAGES ARISING OUT OF
ANY USE OF THE SOFTWARE OR
DOCUMENTATION.

The name and trademarks of copyright holders may
NOT be used in advertising or publicity pertaining to
the software without specific, written prior permission.
Title to copyright in this software and any associated
documentation will at all times remain with copyright
holders.

® Portions of this software are based in part on the work of
W3C. Because Microsoft has included the W3C software
in this product, Microsoft is required to include the
following text that accompanied such software:

W3C ® SOFTWARE NOTICE AND LICENSE

www.w3.org/Consortium/Legal/2002/copyright-
software-20021231
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Getting Started

About the Software
(continued)

MICROSOFT SOFTWARE LICENSE
TERMS (continued)

® Portions of this software are based in part on the work of
Sun Microsystems, Inc. Because Microsoft has included
the Sun Microsystems, Inc. software in this product,
Microsoft is required to include the following text that
accompanied such software:

Sun RPC is a product of Sun Microsystems, Inc. and
is provided for unrestricted use provided that this
legend is included on all tape media and as a part of
the software program in whole or part. Users may
copy or modify Sun RPC without charge, but are not
authorized to license or distribute it to anyone else
except as part of a product or program developed by
the user.

SUN RPC IS PROVIDED AS IS WITH NO
WARRANTIES OF ANY KIND INCLUDING THE
WARRANTIES OF DESIGN, MERCHANTIBILITY
AND FITNESS FOR A PARTICULAR PURPOSE, OR
ARISING FROM A COURSE OF DEALING, USAGE
OR TRADE PRACTICE.

Sun RPC is provided with no support and without any
obligation on the part of Sun Microsystems, Inc. to
assist in its use, correction, modification or
enhancement.

SUN MICROSYSTEMS, INC. SHALL HAVE NO
LIABILITY WITH RESPECT TO THE
INFRINGEMENT OF COPYRIGHTS, TRADE
SECRETS OR ANY PATENTS BY SUN RPC OR ANY
PART THEREOF.

In no event will Sun Microsystems, Inc. be liable for
any lost revenue or profits or other special, indirect
and consequential damages, even if Sun has been
advised of the possibility of such damages.

Sun Microsystems, Inc.
2550 Garcia Avenue
Mountain View, California 94043

® Manufactured under license from Dolby Laboratories.
“Dolby” and the double-D symbol are trademarks of Dolby
Laboratories. Confidential unpublished works. Copyright
1992-1997 Dolby Laboratories. All rights reserved.

® Portions of this software are based in part on the work of
Andrei Alexandrescu. Because Microsoft has included the
Andrei Alexandrescu software in this product, Microsoft is
required to include the following text that accompanied
such software:

The Loki Library

Copyright © 2001 by Andrei Alexandrescu

This code accompanies the book:

Alexandrescu, Andrei. “Modern C++ Design: Generic
Programming and Design Patterns Applied.” Copyright
© 2001. Addison-Wesley.

Permission to use, copy, modify, distribute and sell this
software for any purpose is hereby granted without
fee, provided that the above copyright notice appear in
all copies and that both that copyright notice and this
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permission notice appear in supporting
documentation.

The author or Addison-Welsey Longman make no
representations about the suitability of this software for
any purpose. It is provided “as is” without express or
implied warranty.

Portions Copyright © 1995 by Jeffrey Richter

® Portions of this software are based in part on the work of
the Distributed Management Task Force, Inc. (DMTF).
Because Microsoft has included software based on DMTF
specifications in this product, Microsoft is required to
include the following text:

Copyright © 2007 Distributed Management Task
Force, Inc. (DMTF). All rights reserved.

® Portions of this work are derived from “The Draft Standard
C++ Library” Copyright © 1995 by P.J. Plauger published
by Prentice-Hall and are used with permission.

® Portions of this software are based in part on the work of
Hewlett-Packard Company. Because Microsoft has
included the Hewlett-Packard Company software in this
product, Microsoft is required to include the following text
that accompanied such software:

Copyright © 2002, 2003 Hewlett-Packard Company.

About Notice:
This software is based on software available from
mpvtools.sourceforge.net.

This software processes a format called MPV. MPV is
an open specification for managing collections and
multimedia playlists of photo, video, and music content
and associated metadata and is available at no cost
from the Optical Storage Technology Association.
More information about the MPV specification can be
found at www.osta.org/mpv.

Permission Notice:

Permission is hereby granted, free of charge, to any
person obtaining a copy of this software and
associated documentation files (the “Software”), to
deal in the Software without restriction, including
without limitation the rights to use, copy, modify,
merge, publish, distribute, sublicense, and/or sell
copies of the Software, and to permit persons to whom
the Software is furnished to do so, subject to the
following conditions:

The above copyright notice, this permission notice,
and the above About Notice shall be included in all
copies or substantial portions of the Software.

THE SOFTWARE IS PROVIDED “AS 1S”, WITHOUT
WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE
WARRANTIES OF MERCHANTABILITY, FITNESS
FOR A PARTICULAR PURPOSE AND
NONINFRINGEMENT. IN NO EVENT SHALL THE
AUTHORS OR COPYRIGHT HOLDERS BE LIABLE
FOR ANY CLAIM, DAMAGES OR OTHER LIABILITY,
WHETHER IN AN ACTION OF CONTRACT, TORT
OR OTHERWISE, ARISING FROM, OUT OF OR IN
CONNECTION WITH THE SOFTWARE OR THE USE
OR OTHER DEALINGS IN THE SOFTWARE.

Except as contained in this notice, the name of a
copyright holder shall not be used in advertising or
otherwise to promote the sale, use or other dealings in
this Software without prior written authorization of the
copyright holder.

All other trademarks are property of their respective owners.



Structure of Manuals

The structure of manuals for this unit is as follows.

A
-
/

Name of manual Intended reader Format Description
Set Up Guide PN System Booklet Installation and setup procedures for this unit,
e administrators and basic setup and operation procedures for
" and operators this unit, management software and viewer
necessary for operations

INSTRUCTIONS (present System HTML, PDF | Installation and setup procedures for this unit,

document) . administrators (Integrated in | and details of setup and operation procedures
‘» and operators this unit) for effective use of this unit

Quick Reference (For ey Monitoring Booklet The most fundamental operation procedures for

monitoring ) ¥ ==  operators the viewer necessary for monitoring works

Structure of This Manual

The structure of this manual is as follows.

Item

Description

Getting Started (== Page 2)

Describes precautions for proper use of this product, etc. Be sure to read prior to use.

<Recorder Part>

Basics (1= Page 23)

Describes basic operations and setup from installation and connection of this unit to
receiving images from the camera.

Applications (1= Page 38)

Describes concrete setup procedures for specific operation types, including setup of the
operation at the time of alarm reception.

Reference (=== Page 80)

Describes detailed setup items to master this unit and Management Application.

<Viewer Part>

Basics (1= Page 132)

monitoring.

Describes procedures from installation of the viewer to a computer to basic setup for

Applications (i=r Page 155)

customization.

Describes viewer setup procedures for specific operation types, including screen

Reference (== Page 163)

Describes detailed setup items to master Smart Client.

Others (1= Page 180)

Indicates compatible devices, recording time, and default value list, as well as
troubleshooting actions and specifications of this unit.

H Legend of symbols in this manual

Caution Indicates precautions for the operation.
Note Indicates useful information regarding functions and limitations on use.
= Indicates the reference page and reference item.
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Getting Started

Workflow from Installation
to Operations

The workflow from installation of this unit to system operations is as follows.

Caution:

® |nstall the network cameras and set the IP addresses, etc. before installation and setup of this unit.

A

For operators
and
administrators

this unit and Milestone application, refer to the “Reference.”

Install Install this unit to an EIA rack or the like. Page 24
A v
W Connect Connect devices necessary to operate this unit such as a monitor |Page 25
B and a mouse, and devices essential to configure the security
gnd system such as a network cable and other warning system(s).
administrators v
Switch on the power of this unit After connecting necessary devices, switch on the power of this Page 29
unit.
v
Connect this unit to the network Make the network settings on the unit, and connect it with the Page 31
cameras and computer.
v
Configure basic system settings Register the cameras and configure settings to show images from |Page 32
the cameras on the screen.
v
Configure settings for specific Configure settings for the intended purpose. Page 38
operation type
v
Use the viewer Set the contents to be displayed in the view in accordance with the |Page 132
surveillance plan.
Operate Use the viewer to view live images from the cameras and search for | Page 132
a recorded images to play back.
;l'\ Save recorded images to Desktop or other locations as necessary.
For monitoring
operators
Maintenance and system expansion | System maintenance and configuration changes (addition of Page 80
. camera and HDD, etc.) are possible. For the list of setup items of |Page 163
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About the Software Used
with This Unit

Overview of the Software
The following software is used with this unit.

Software Overview

Starts up XProtect Enterprise
Management Application. XProtect
Enterprise Management Application is
software to perform settings of the
monitoring system using XProtect
Enterprise. This software is referred to as

"Management Application" in this manual.

Starts up XProtect Enterprise Smart
Client. XProtect Enterprise Smart Client
is a software to view live or recorded
images with the monitoring system using
XProtect Enterprise. This software is
referred to as "Smart Client" in this
manual.

Starts up the CPU meter. This software
displays the load factor of this unit. By
default, the CPU meter appears on the
upper left of the desktop automatically
when you start up this unit.

Starts up the HDD meter.
This software displays the HDD usage.

Locking/unlocking the operation of this
unit.

Starts up unit settings menu.

You can perform settings of items other
than those with Management Application.

Starts up maintenance information menu.

— You can display or save information such
w as the runtime of this unit.

Software Overview

Starts up the screen keyboard.

Use this software to enter characters
using the mouse.

You can view the data exported in
database format.

Intel ® Rapid | This software is used to construct RAID.

Storage Click [Start], [All Programs], [Intel],
Technology | [Intel ® Rapid Storage Technology] in this
order to start up.

Notices for Changing Settings

If you specify wrong settings, this unit may not operate
properly.
® Before you change setting, it is recommended to save unit
settings and settings of Management Application.
(1= Page 78 "Saving/Restoring Settings")

Caution:

e Never turn off the power while saving settings of
Management Application.

Hl When you change settings of Management
Application

When you have changed settings of Management

Application, save the settings, then restart the service.

otherwise, the new settings are not applied.

Save the settings and restart the service from the [File] menu
of Management Application.

1 ¥Protect Enterprise Management Application

File | Services ‘Wizards Application Settings  Help

3 Save

| save changes and Restart Services |

© Load Configuration from Restore Point...
iz Import Changes to Configuration...
iz Import Configuration...

Ope

Li  Export Configuration - Clone... r

L Fenort Confinuration - Rackun. .. th
Note:

® You can also restart the service from [Services] in
[Advanced Configuration]. (== Page 113 "Services") In
addition, when you shut down Management Application,
the screen to select whether to save the settings or restart
the service is displayed. (= Page 33 "To close
Management Application") Make sure to select "Save
changes - restart services" in this case.

@ |f you change settings of Management Application while
Smart Client is on, close Smart Client and restart the
service.
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Getting Started

Part Names and Functions

Front

@ [OPERATE] Button/Indicator

Switches operation on or off. Press the button to turn
operation ON and hold down the button to turn operation
OFF. The indicator blinks while the recorder is starting up or
shutting down. When the starting up operation is complete,
the indicator stops blinking and is lit.

@ [REC] Indicator

Lights up during recording.

© [HDD] Indicator

Lights up when the built-in hard disk drive is accessed.
O [WARNING] Indicator

Lights up when an error occurs in the hardware.
Note:

® Error types: = Page 195
® How to turn off: .= Page 129

@ [SERIAL1/2] Terminals

For connecting the communication control terminals of a
USB mouse (sold separately), USB flash memory (sold
separately) or UPS (sold separately).

Caution:

® Attach the serial port cover supplied with this product if
this port is not in use.

® This product may malfunction due to the presence of
static electricity. Remove any static before starting
operation.

Note:

® Use the SERIAL terminal or [eSATA] terminal on the rear
panel for additional HDD connection. (z= Page 21)

® For connection of external devices, consult your nearest
JVC KENWOOD dealer. You can also check on our
website.
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Rear Panel

=)

@ Monitor Output Terminals (D-sub 15pin, DVI)
Outputs the recorded images, live images or the setup
screen.

Note:
® The DVI terminal emits only digital signals.

@ LAN1/LAN2 Terminals

Connect to the network using a LAN cable.

Indicator | Color Status
position
Left - Off Communication at 10 Mbit/s.

Green On Communication at 100 Mbit/s.

Orange | On Communication at 1 Gbit/s.
Right - Off

Yellow | Blinking | Communication is in progress.

Not connecting to the network.

Note:
® For how to use LAN1/LAN2, refer to “Proper Use of LAN1/
LAN2” (= Page 119).

@ SERIAL Terminal

For connecting the communication control terminals on a
USB mouse (sold separately), USB flash memory (sold
separately), UPS (sold separately) or additional HDD (sold
separately).

Note:

® For connection of external devices, consult your nearest
JVC KENWOOD dealer. You can also check on our
website.

@ Audio Output Terminal
Connect to an audio output device such as a speaker.

() Audio Input Terminal

Connect to an audio input device such as a plug-in
microphone.

G} [AC IN 120V - 240V ~- 50Hz/60HZz] power input
terminal

Connect to an AC120 V to AC240 V outlet using the power

cable supplied.

(P [POWER] switch

Switches the power on or off.
Note:

® Be sure to press and hold down the [OPERATE] button on
the front panel to shut down the system before switching
off the power supply.

(P [eSATA] Terminal
Connect to an additional HDD (sold separately).
Note:

® For details on additional HDDs you can connect to this
unit, consult your nearest JVC KENWOOD dealer. You
can also check on our website.

(D Signal input/output terminals

For operating the unit using external alarm signals or signals
received from external devices, or for operating external
devices by outputting signals.

Note:
® Diameter of applicable cable: AWG22 to AWG28

( Connector cover

Note:
® Do not remove the cover.
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Getting Started

Part Names and Functions
(continued)

Rear I/O Terminals

H Input ports (i= Page 27)
@ [ALARM IN 1 to 8] alarm input terminals 1 to 8

When a signal is input to these terminals, an alarm event
occurs and you can activate alarm recording and/or change
the direction of a PTZ camera. (1= Page 46 "Events and
Actions")

() [RESERVE] Terminal

Reserved.

(B [WARNING RESET] Warning Reset Input
Terminal

Output from the Warning Output Terminal is stopped when a
signal is input to this terminal during output of the Warning
Out signals.

() [OPE ON/OFF] Operate ON/OFF terminal

Switches between OPERATE ON or OFF when a signal is
input to this terminal.

Note:

T g®

)

RESET—E)

ALARMIN———&
Ee

-RESERVE

-COMMON
jCOMMON:_@
Y,

FWARNING
FRESERVE
FOPE ON/OFF

L o o o o o o o R R R

® The "OPERATE OFF" works even during Operation Lock
(v Page 116).
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SIGNAL GND

H Output Ports (1= Page 27)
@) [COMMON] Signal Ground Terminal

This is a common ground terminal. Connect it to the signal
ground terminal on the connected device.

This can be used when there are insufficient common ground
terminals.

G} [WARNING OUT] Warning Output Terminal
(== Page 195)

Outputs signals when an error such as an HDD malfunction
occurs.

@ [REC TALLY] recording status output terminal
Outputs the recording status of this unit.

@ [SIGNAL GND] signal ground terminal
This is a common ground terminal. Connect it to the signal
ground terminal on the connected device.

This can be used when there are insufficient [COMMON]
Signal Ground Terminals €.

Note:
® Do not use this terminal for protective earthing.




Recorder Part

Basics

This chapter describes procedures for basic operations of this unit (recorder) and basic setup for
the surveillance system.

Caution:

® Never turn off the power while saving settings of Management Application.

® When you change settings of Management Application, restart the service; otherwise, the new settings are not applied.
(v= Page 19 "When you change settings of Management Application") In addition, if you change settings of Management
Application while Smart Client is on, close Smart Client and restart the service.




<Recorder Part> Basics

Mounting to a Rack

This section describes procedures to use the supplied rack mount bracket to mount this unit to the EIA rack. For the installation to
the rack, consult the specialist or dealer.

1 Mount the rack mount bracket using screw (1)
® Use the 6 screws (M4 x 11 mm) supplied to fasten this unit on both sides.

2 Remove the foot screws @ (4 pcs) on the bottom of the unit
® Remove the foot.

3 Mount to the rack using screws (3

® Use the 4 screws (M5 x 10 mm) supplied to fasten this unit to the rack.

Rack mount
bracket

4 screws

Caution:

@ Do not place any object on this unit when it is mounted to the rack. Doing so may cause it to lose balance and drop or fall,
resulting in injuries or damage.
® \When mounting more than one of this unit to the rack, make sure to mount each at a distance that is at least equivalent to one U.

® When remounting the removed foot, make sure to use the same screws (M3 x 6 mm). Using a longer screw may cause
malfunction.
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Connecting

Basic System Configuration

This unit can be used to build the following monitoring system configuration.

® 32 (VR-X3200U)/16 (VR-X1600U) cameras for live image monitoring and image recording and playback (With additional
camera licenses, VR-X3200U and VR-X1600U may monitor up to 64 and 32 cameras, respectively)

® Check of recorded images with VGA or DVI monitor

® Audio recording and playback

® Playback of microphone audio sounds through speaker of the specified camera(s)
® Recording by alarm

® Remote monitoring using a computer

Network cameras <

N
4&

fmixszoou

Mouse

Monitor Smart Client

(Monitoring software)

e

S =

Keyboard > 4
LAN2 )
Surveillance
computer
Microphone Speaker
Warning Equipment
Sensor
: ) - Smart Client
Warning lamp/siren R o
Warning canceling Time server Surveillance (Monitoring software)
device etc. (NTP server) computer f“‘
’ l N

(0NN

M » Power outlet

Caution:
® Turn off all devices before connecting.

® Do not connect a faulty switching hub or router, or an exhausted network cable. Otherwise, the system may malfunction.

® When you use a NAS or UPS, consult your nearest JVC KENWOOD dealer for details on the compatibility with this unit. You
can also check on our website.
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<Recorder Part> Basics

Connecting (continued)

Devices Connected to Terminals of
This Unit

H Connecting a monitor

Connect a monitor to the RGB output terminal or DVI output
terminal on the rear panel.

Recommended monitor resolutions are listed below:

® 1024 x 768

® 1280 x 768

® 1280 x 1024

® 1600 x 1200

® 1920 x 1080

Note:
® Some monitor resolutions above may not be available
depending on the monitor you use.

@ DVI monitor (Digital only)

L]

@® VGA monitor

L]

l Connecting a mouse and keyboard

This unit is used with a mouse.
For setup, use a keyboard connected to the SERIAL terminal
on the front panel.

Note:

® Characters may also be entered using the built-in on-
screen keyboard. For how to use the on-screen keyboard,
see "Using the On-screen Keyboard" (1= Page 30).

in = N e

1 SERIAL 2
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l Connecting a microphone and speaker

A microphone and speaker on the camera side allows for
speech communication.

@ Microphone

@ Speaker

oF—

l Connecting additional HDDs

The SERIAL terminal or eSATA terminal on the rear panel
can be used for additional HDD(s).

@ SERIAL terminal

8

@ eSATA terminal

(D]
=




H Connecting external security devices
Connect devices other than network devices (infrared sensor and warning system, etc.) to the signal input terminals on the rear

panel.

@ Rear input terminals

Terminal Remarks
[ALARM IN] @ Name of input event: @ Name of input event: Make Contact Input
JVC NVR ALARM IN1 to 8 MAKE JVC NVR ALARM IN1 to 8 BREAK
(Generic events) (Generic events)
—P»250ms or more [ ——
——»{250ms or more | ——
Make Break
Note:
® Set the impedance at the output end to 10kQ or lower.
[WARNING Make Contact Input
RESET]

4> 250ms or more<7

Note:

® Set the impedance at the output end to 10kQ or lower.

[OPE ON/OFF]

4}2&%?)(47 —Pp 1sormore €—

OPE ON
Note:

OPE OFF

® Set the impedance at the output end to 10k or lower.
® The "OPERATE OFF" works even during Operation Lock. ( == Page 116)

Make Contact Input

[REC TALLY]
[WARNING OUT]

—p Make Output

<4
— (External Pull-up
Level)

The make contact is formed using the individual output terminals and the
[COMMON] terminal. Turning off the power of this unit switches the output of the

output terminals to break.

Open collector output

(DC15V, 10 mA and
below)
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<Recorder Part> Basics

Connecting (continued)

Devices Connected Through a
Network

This unit is connected with network cameras and
surveillance computers through the network.

This unit has two network terminals; one for connecting to
network cameras (LAN1), and one for connecting to
surveillance computers (LAN2).

Caution:

® Make sure to use LAN1 and LAN2 for different segments*.

Example:

LAN1: 192.168.0.253

LAN2: 192.168.1.253

* Segment: Underlined sections

® | AN1 and LAN2 cannot communicate with each other. It
is not possible to configure settings of cameras connected
to LAN1 from a surveillance computer connected to
LAN2. Connect a computer for camera setup to LAN1 in
order to configure settings for cameras connected to
LANA1.

® L AN1 and LAN2 are non-QoS-compliant. Audio sounds
may not be played back properly depending on the line
status.

@ Do not connect a faulty switching hub or router, or an
exhausted network cable. Otherwise, the system may
malfunction.

H Connecting to network cameras (LAN1)

(@ Network cameras
(2 Switching hub

Caution:

® [nstall cameras and setup IP addresses in advance.

® Do not connect LAN1 to the Internet. Important camera
images may not be saved depending on conditions such
as Internet congestion and relay status.
It is recommended to make it a dedicated network to
ensure recording performance. Also, the camera network
of LAN1 must be the same segment (address conversion
such as NAT and NAPT and a router are not used).
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Note:

® For protocols and port numbers used by network
cameras, refer to the instruction manual of the network
cameras.

® The default IP address of LAN1 is “192.168.0.253.” The
default value may be changed in [Network and Internet] in
[Control Panel] (x= Page 31).

o With separately-sold camera licenses, the number of
cameras that can be connected may be increased to 64
(VR-X3200U) or 32 (VR-X1600U) (== Page 118). For
purchase of additional licenses, consult an authorized
dealer or a JVC KENWOOD service center.

l Connecting to surveillance computers (LAN2)

(1) Computer
(2 Switching hub
(3 Time server (NTP server)

Caution:

® When connecting the LAN2 side to the internet and using
in on the surveillance computer, global IP acquisition and
VPN connection may require a contract with a separate
telecommunications carrier. Also, it is necessary to set the
broadband router to connect to the internet.

® To use LAN2 on surveillance computer by connecting to
the Internet, an IP masquerade setup is necessary.

Note:
® Protocols and port numbers used are as follows:
® Surveillance computer: HTTP 80
® Main sending: SMTP 25, and POP 110
® Time synchronization: NTP 123
® The default IP address of LAN2 is “192.168.1.253” The
default value may be changed in [Network and Internet] in
[Control Panel] (x= Page 31).




Switching the Power On/
Off

Switching the Power On

I Connect a power cord

® Connect to an AC 120 V to 240 V (50Hz/60Hz) outlet
using the power cable supplied.

AC IN_120V-240V~s
'50Hz/60Hz

nnnnnn

D—r

(== T
iﬂf- - ON

OoN
0 ® POWER
FF

The system check starts and the Operate indicator blinks.
When the system check is completed, the Operate
indicator lights up and operations are enabled (the system
is activated).

Caution:

Switching the Power Off

1 Press and hold down the [OPERATE] button for
about 2 seconds to shut down the system
The shutting down operation starts and the Operate
indicator blinks. When the system is shut down, the

screen becomes blank and the Operate indicator is turned
off.

= T I

N N
OPERATE

[

® Do not turn the power switch “OFF” during system check
or when the system is activated. Otherwise, it may break
down. In addition, the power switch must be turned “OFF”
before the power cord is disconnected.

® |t is recommended that a UPS (uninterruptible power
supply) be used in preparation for power failure. For
details on the UPS you can connect to this unit, consult
your nearest JVC KENWOOD dealer. You can also check
on our website.

Note:

. e

Caution:

o |[f the system can not be shut down normally due to power
failure or the like, recorded images may not be played
back properly.

® Be sure to turn off the power switch on the rear panel only
after pressing and holding down the [OPERATE] button on
the front panel to shut down the system. Turning off the
power switch on the rear panel with the system being
activated may cause malfunction.

e After you switch the power off, do not move the unit for at
least one minute; otherwise, the internal HDD may break
down due to a shock.

Note:

® The system can also be shut down by selecting [Shut
down] from [Start] button on the desktop.

® The system may also be activated/shut down from the
device connected to the [OPE ON/OFF] terminal on the
rear panel. (i Page 27 "[OPE ON/OFF]")

® Press the [OPERATE] button on the front panel if the unit
does not start even when the power switch on the rear
panel is turned “ON”.
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<Recorder Part> Basics

Activating/Shutting Down
the System

The system can be activated/shut down.

Activating the System

[

A\

OPERATE

I

c

1 Press the [OPERATE] button (with the system
shut down)

The system check starts and the Operate indicator blinks.

When the system check is completed, the Operate

indicator lights up and operations are enabled (the system

is activated).
Note:

® The system is automatically activated when the power
switch on the rear panel is turned “ON”.

® When the login screen appears, enter the password to
login to the system. For details about setting the login
password, see "Setting the Password to Login to This
Unit" (i Page 87).

® If a login password is set, the warning message
(== Page 195) will not be displayed. In this case, the
[WARNING] indicator will light.

o |f the [Smart Client] check box is selected in [StartUp
auto-display setting], (== Page 81) the Smart Client is
launched when you successfully login.

Shutting Down the System

o T T

IEI OPERATE

—

1 Press and hold down the [OPERATE] button for

about 2 seconds to shut down the system

The shutting down operation starts and the Operate
indicator blinks. When the system is shut down, the

screen becomes blank and the Operate indicator is turned

off.

Note:

® The system can also be shut down by selecting [Shut
down] from [Start] button on the desktop.

® The system may also be activated/shut down from the
device connected to the [OPE ON/OFF] terminal on the
rear panel. (= Page 27 "[OPE ON/OFF]")
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Using the On-screen
Keyboard

In addition to using a keyboard connected to the SERIAL
terminal on the front of this unit, characters may also be
entered using the on-screen keyboard.

1 Double-click the [Keyboard] button on the
desktop

Keyboard

The on-screen keyboard starts up.

w On-Screen Keyboard (===

Esc 1 [2 3 ;4 6 %7 " g|Co !0 ol=_ 1+ ZBksp | Home |Pgup

S
Tab q |w e Jr Tt y;Lu i [ 1[ 1] \ ‘De\ End PgDn
B I q 2l Insert | [Pause

Eps a s |d |f g h k

Shift z x c v o m~ 7 lishife PrtScnScrlk
Ctrl L Alt INQE | Ctrl S| = |[Fn"| [Options | [Help

2 Move the cursor over a character you want to
input and click the mouse button



Connect This Unit to a
Network

This section describes procedures to setup an IP address for
this unit and connect to the camera network (LAN1) and
monitoring PC (LAN2).

@ Also setup an IP address for each of LAN1 and LAN2.
Caution:

® Install and setup network cameras before network setup
for this unit.

1 Click the [Start] button on the desktop, followed
by clicking [Control Panel]

The control panel opens up.
2 Click [Network and Internet]
e |f [Category] is not displayed, select [Category].

(53 » ControlPanel » S Isearch Conirol »

Adjust your computer's settings Viewby: Category ~

User Accounts
& Change account type

The [Network and Internet] window appears.

3 Click [Network and Sharing Center]

%', Control Panel » Network and Internet » v | 4 )| Search Control Panel p
Control Panel Hogp s [ Network and Sharing Center
o k = ttoa network
¥ d devices | Add a less de to the network
Harduware and Soun Q@ Homee
Choose homegroup and sharing options
o
b Internet Options
u A

P on
Clock, Language, and Region

Ease of Access

4 Click [Change adapter settings]

B>
() =[E » ConolPane » Networkandintemet » Newerk and Shring Center <49 ] searc Con-. ]
0|
View your basic network information and set up connections
e N A % @ Seetullmap

WI_HOMEPRE EN Unidentified network Internet
)

éw. ified network Accesstype N
Public network

Connections: § Local Area C:

network
econnect to a wireless, wired, dial-up, or VPN network connection.

5 Right click on an adapter and click [Properties].

® To setup LAN1: Select “Intel(R) 82578DM Gigabit
Network Connection.”

® To setup LAN2: Select “ Realtek RTL8168D/8111D
Family PCI-E Gigabit Ethernet NIC (NDIS 6.20).”

() =[E > Contt P » Nt and et » NeworkConnecios »

Organize ~

6 Select [Internet Protocol Version 4 (TCP/IPv4)]
and click [Properties]

[ Local Area Connection Properties =

Networking

Connect using:

& Intel{R) 825650C Gigabit Network Connection

This cgnnection uses the following ftems

[ B oS Packet Scheduler

[] -2 Link-Layer Topology Discavery Mapper 'O Driver
[ . Link-Laver Topoloey Discovery Responder

[] - Reliable Multicast Fratocal

I | ¥ et Protocol Version 4 (TCP/IPvé) I

o

m,

-
Description

Transmission Control Protocol/intemet Protocol. The defauit

wide area network protocol that provides communication
across diverse interconnected networks.
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Connect This Unit to a
Network (continued)

7 Enter the IP address, subnet mask, and default
gateway

Internet Protacol Version 4 (TCP/IPv4) Properties

® Use the following IP address:
192 168 . 0 .253

255,255 .25 . 0

[ Vaidate settings upon exit

® Default settings are indicated below. To set values
other than the default values, consult your network
administrator.

Item Default setting

IP address

LANT1 192.168.0.253

LAN2 192.168.1.253
Subnet Mask 255.255.255.0
Default gateway

LAN1 (None)

LAN2 192.168.1.254

Caution:

® Make sure to use LAN1 and LAN2 for different segments*.

Example:

LAN1: 192.168.0.253

LAN2: 192.168.1.253

* Segment: Underlined sections

8 click [OK]

Internet Protacol Version 4 (TCP/IPv4) Properties

d automatically if your network support
d to ask your network administrator

Yo
th , you nee
for the appropriate IP settings

©) Obtain an IP address automatically
| ® Use the following IP address:

1P address: 192.168 . 0 .253

Subnet mask: 255,255 .25 . 0

Default gatenay:

[F] vaiidate settings upon exit
==

The network has been configured.
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Configuring Basic
Monitoring System
Settings

Configure monitoring system settings such as registering a
camera or record settings using Management Application.
Follow the instructions from the wizard of XProtect
Enterprise to configure basic settings.

Starting Up Management
Application

1 Double-click [Management Application] on the
desktop

Settngs e
3 n

Welcome to the Milestone XProtect Enterprise Management Application.
Use e wzards elow e sunvettnce sysem

[Q‘. P ‘

Sengschnges

Follow the instructions of the wizard to register cameras and
configure basic settings of the cameras and recording.

Note:
® Settings of [Adjust Motion Detection...] and [Configure
User Access...] should be configured only when it is

necessary. (i Page 44, 1= Page 66)




l To close Management Application

1 Click [|&35] (Close)]

tep
miesfone n

2 Select [Save changes - restart services], and click
[OK].

Exit I&‘

Select operation
Select ext action

' I-é‘ Save changes -restart services I
L] 1
() Save changss —do not restatt services

[T Do not show this dizlog again.

e

Management Application is closed.
Caution:

® Never turn off the power while saving settings of
Management Application.

® When you change settings of Management Application,
restart the Management Application service; otherwise,
the new settings are not applied.

Connecting Cameras

‘&@ 1. Add Hardware Devices...

Use the [Add Hardware Devices...] wizard to register

cameras in the network with the system and enable setup

and operations from NVR.

® User name and password for each camera are necessary
for camera registration. Please check them in advance.

For details, refer to the instruction manual of the cameras.

Caution:

1 click [Add Hardware Devices...]

[

ngs tilp

miesfone.
" e opanPattom Gampany X

Welcome to the Milestone XProtect Enterprise Management Application.
10 confqus e sunveilance sysem.

N
- YPUR——
(338
é‘%g e

,3 3. Adjust Motion Detection... ‘

@B+ v ‘

The wizard will start.
‘Add Hardware Dev\ces‘ ==

Add Hardware Devices
m This dislog helps you dstect and set up IP hardware devices

He:

© Marual

© Import from CSVfile

milesione:

‘The Open Platform Company

® You need to configure an IP address for each network
camera in advance.

® By default, the IP address for LAN1 is 192.168.0.253 and
the subnet mask is 255.255.255.0.

® |t is necessary to set the IP address of the network
camera in the same segment* as LAN1 of this unit. If the
camera and this unit are not on the same network, the
camera cannot be registered. Confirm that the IP address
of the camera and LAN1 are in the same segment. If they
are in different segments, consult your network
administrator.

Example: When the subnet mask is 255.255.255.0
IP address of this unit: 192.168.0.253

IP address of the camera: 192.168.0.100

* Segment: Underlined sections

® Do not set multiple devices to the same IP address.
Otherwise, settings cannot be made correctly.

® Check to ensure that the [Express (recommended)]
check box is selected.

2 Click [Next]

Automatic detection of cameras connected to the network starts.
When the automatic detection is completed, a list of
cameras detected appears.

Add Hardware Devices ==
Status:  Detection complete
Detected devices: 1
Use Address Pot__User Name Password _Hardware Device Diver Vertied
[&] &0 Enter passw... | s 207/210/211 Series 0
Select Al Clear Al Faseword:

® Depending on the network configuration, the camera may
not be detected automatically. Click [Rescan] when there
is any camera that is not shown in the list. When the
camera is still not shown, register the camera manually.
(v= Page 117 "Manually Registering a Camera")

e VN-C215U will not be detected automatically. Please
register it manually. (== Page 117 "Manually
Registering a Camera")

o |f the user name and password of a camera have been
changed from the initial settings, there is a chance that
the camera will not be automatically detected.
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Configuring Basic
Monitoring System
Settings (continued)

Connecting Cameras (continued)
3 Enter the user name and password of the cameras

Add Hardware Devices =
Status:  Detection complete
Detected devices: 1
Use Address Por _liz oo Domior Hardware Device Driver Vertied
] 192.168.0.207 50 | [admin == 15 207/210/211 Series @

® You cannot proceed to the next step if the user name and
password are not correct.

Note:

e |f the password is the same for all cameras, enter the
password in the [Password] field in the lower part and click
[Set on Alll.

4 Click [Next]

5 Confirm the cameras to register and click
[Finish]

Add Hardware Devices ==
The folowing hardware wil be acded
Cameras willbe asagred auto-genereted ames - Abematively, enter the names manualy.

My Custom Text Auto-generated name format: | [Device type] + frumber] -]
Hardware Device to Add Ensble  Neme
Hardware device: Hardware Device 1
Video channel 1: Camera 1

b = [ e

Configuring Settings of Cameras

Connected

A’ 2 Configure Video and Recording.__

Use the [Configure Video and Recording...] wizard to

configure settings of recording schedule and frame rate

(image quality) for each camera.

1 click [Configure Video and Recording...]

miksione

e Opn et Compery

Welcome to the Milestone XProtect Enterprise Management Application.
syt

(TR vT———
z e
;jq- S
@ i

2 Click [Next]

Return to the top window.

Registration of the cameras has been completed. Now you
may receive images from the cameras. Next, configure
settings for images and recording of each camera.
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Configure Video and Recording —_—
Configure Video and Recording
M
Funning this wizard wil configure the following
3 + Video quality
+ Onlne scheduic
- Live and recording frame rate
+ Database path
 Archive schedule and path
* Retention time: (recording storage period)
milgsione
The Open Platform Company
<Back Next > Cancel
Configure Video and Recording o]
e Expand hardware devices, and select the cameras ane by one to adjust the video settings
(@ Hardware Device 1 | Camera settings are stored in the camera as soon as they are changed
Exting this wizard before it is completed wil not undo these changes
Help <Back | ][ Ned> Cancel




4 Make the settings to receive images for each
camera

Configure the following items in order.

ltem Description

For specifying frame rate for live
display.

Live Frame Rate

Recording Frame | For specifying frame rate for
Rate recording.

Configure Video and Recording [
Select when camerss should be online (sending video ta the system). m
Online Schedule o
Online Schedule Schedule:
Template > Alvays off | [ cedtesEw. |
é‘g;";‘m Camera Orline Schedule ‘
[ Cameral I Alvays on [=] l
Apply template on selected cameras: | Appy.
e o>
Item Description
Always on Always receive images from the
camera.
Always off Receive no images from the camera.

® Select the [Apply Template] check box and click [Apply]
to apply the settings selected in [Template - >] in the
upper part to all selected cameras.

5 click [Next]

Set the recording conditions.

® Always: records constantly.

® Never: select when only recording
manually.

® Motion detection: records when
motion is detected.

® Event: records when an event
occurs.

® Event and motion detection:
records when an events occurs
and motion is detected.

Record on

For specifying units of seconds
before and after the motion/event
when recording is set to start by
motion detection or an event
occurring in [Record on].

Pre-recording/
Post-recording

Configure Video and Recording )
-
Select when cameras should be oriine (sending video to the system). "
Oriine Schedule
Onling Schedule Schedle:
ot > ey on 5

;‘gmlm Camera Online Schedule

[ Cameral Always on [=]

Select Al Appiytemplate on selected cameras: | Apply

Help <gack ][ Nex> Cancel

The frame rate setup screen appears.

6 Specify the frame rate and recording conditions

Configure Video and Recording o]

Select ive: and recording frame rate for each camera

Select pre- and post- recording and lengih f recording on videa motion detection.

Live and recording settings MotionJPEG cameras
Liv Record
F‘r;‘f“e Rate F:":‘; g‘fw Record on Pre-recording Second(s) Post-recording Second(s)

Template-> 25 [=] 2500 [=] Motion detection [+] B 0 B 0
Aoply. Live Recording - N —— N —
Templote 2SR —
[ |Comeral ] . 800 [x] Motion detection[x] [ ] 3 I
30
20
15
10
9
—
5
5
n
3
Select Al H Apply template on selected cameras foply
e

® Select the [Apply Template] check box and click [Apply]
to apply the settings selected in [Template - >] in the
upper part to all selected cameras.

Caution:

® Be sure to set the frame rate so that the total frame rate
does not exceed the performance capacity of this unit. For
the performance of this unit, see “Recording/Displaying
live images/Distribution performance” (== Page 196).

Note:
o [Event] or [Event and motion detection] in [Record on] is
displayed when an event is specified.

7 Click [Next]

Configure Video and Recording —_—

Select five and recording frame rate for each camera.
Select pre- and post-recording and lengih i recording an video mation detection

Live and recording settings Motion-JPEG cameras
Liv Record
F‘;WRE‘E Fmg‘g‘e Record on Pre-recording Second(s) Post-recording Second(s)
Template -> 25 [=] 2500 [=] Motion detection [+] ] 0 ] 0
Apply Liv Record 3
Tompiate Camera o e Role P e Recordon Pre-recording Second(s) Postrecording Second(s)
E ] : 800 Motion detection [+] [ 0 3
)
2
20
15
10
3
E—
6
5
1
3
Select Al H Apply template on selected cameras foply
Help <Back ][ be> Cancel
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Configuring Basic
Monitoring System
Settings (continued)

Configuring Settings of Cameras
Connected (continued)

8 Specify the type and storage location of
recording data to be stored in each drive

® This unit stores images received from cameras in a
predefined folder first (recording), then transfers and
saves (archives) the recording data to another location.
Specify a drive and storage folder location (path) for

Note:

® Be sure to specify both a recording path and an archive
path; otherwise, an error occurs and you cannot continue
to the next step.

Configure Video and Recording o]
Select for sach drive ff it should be used for recording and /or archiving.
New network drives ffor archiving only) can be added by entering the network path and dlicking *Add
Diive selection Archiving schedule
Neive Prrnse Rerrinn Prib Bechivinn Prih el e Archiving Times
12:00:00
ci Notin use =] 9GE 0GB
DA Recording and Archiving D\MediaDatsbase Using dynamic path BI3GB B39GB
L Notin use =] 1GE  1GB
M Not in use 9GB  3GB 1011313 |
Add
Delete
Recordings wil be
moved from the
recording path to the
archiving path at the
selected archiving
times.

) Dynaric pah selecton for archives

(recammended) New UNC dve:
Help < Back Next > Cancel

Configure the following items in order.

Item Description
Purpose

For specifying the usage of each

drive.

® Recording and Archiving: Select
this check box to use the drive for
both recording and archiving.

® Recording: Select this check box
to use the drive only for recording.

® Archiving: Select this check box to
use the drive only for archiving.

Recording Path For specifying the location of
recording data storage. This item is
available when [Recording] or
[Recording and Archiving] is selected

in [Purpose].

Archiving Path For specifying the location of archive
storage. This item is available when
[Recording and Archiving] or

[Archiving] is selected in [Purpose].

Note:

® By default ([Using dynamic path]),
a path is automatically
determined. To save data in any
other location, deselect the
[Dynamic path selection for
archives (recommended)] check
box to specify a storage location.
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9 Click [Next]

Configure Video and Recording =
Select for each diive i i shouid be used for recording and/or archiving
New network dives for archiving only) can be added by entenng the network path and elicking ‘Add".
Dive seleciion Archiving schedue
) ot Tol  Free Archiving Times
Drive Purpose Recording Path Archiving Path Swe  Spaee G
c Not in use [=] 9GB 0GB
DA Recording and Archiving [+] D:MedizDatzbase Using dynamic path 899GE 899GB
[E} Not in use [=] 1GB  1GB
M Notin use =] 9GE  9GB 101313 1
Add
Delete:
Recordings wil be
moved from the
recording path to the
archiving path at the
selected archiving
times.

Dynamic path selection for archives
{recommended) New UINC drive:

el <Back |][ nea> Cancel

The data location setting screen for each camera
appears.

10 Specify the data storage location and retention
time for each camera

Configure Video and Recording [
Select recording and archiving path for each camera. i you select cther paths than the cumert paths of the cameras, you wil be asked to select
what to do with any existing recordings when the wizard finishes
Recording and archiving
Recording Path Archiving Path Retention Time
Template > D:MediaDatabase [=] Using dynamic path 9999 Dayls) [=]
Apply Sechivinn P fontion Time
Camera 1 I DiMediaDatzbase [=] sing dynamic path 7 Day(s) =] l
Select Al Gear Al Appiytemplate on selected cameras: foply
Help < Back Finsh Cancel

® Each drive cannot be used for anything other than that
specified for “Purpose” in step 8.

® Select the [Apply Template] check box and click [Apply]
to apply the settings selected in [Template - >] in the
upper part to all selected cameras.



11 Click [Finish]

Configure Video and Recording

X
Select recording and archiving path for each camera. f you select cther paths than the curent. paths of the cameras, you wil be asked to select
whatto do with any existing recordings when the wizard firishes

Recording and archiving

Recording Path Archiving Path Retention Time

Template -> D:\MediaDatabase [=] Using dynamic path 9999  Day(s)

;‘g;";‘m Camera Recording Path Archiving Path Reention Time

Camera i DiMediaDatzbase [~] Using dynamic path 7 Dayls) [=]

[ skaa |[ Ceanm Aoplytemplate on selected cameras: | Awply |

[ hep | |<Ead<|H Finish \l Cancel |

Return to the top window.

In the end, restart the service so that the specified settings
are applied. (== Page 33 "To close Management
Application")

Basic setup of the monitoring system has been finished. Now
you can receive, view and record images from installed
cameras.

Making Full Use of
Recording Performance

To ensure sufficient data storage on this unit, be sure to add
additional HDD and make the appropriate saving method
settings.

H Building a RAID10 configuration

By adding internal HDD you can increase the storage
capacity.

Furthermore, the data duplication and dispersion achieved
through using RAID allows for more secure data and high
speed saving.

As this unit supports RAID10, you can build a RAID10
configuration to achieve the maximum recording
performance (frame rate).

For adding internal HDD and building a RAID configuration,
see "Adding an HDD" (== Page 71) and "Building a RAID
Configuration" (1= Page 72).

H Setting the recording data and archiving
destination to the same drive

By setting the recording data and archiving destination
(recording path/archiving path) to the same drive, you can
reduce the strain on this unit when moving data.

Set the recording/archiving path in [Cameras and Storage
Information] in [Advanced Configuration] of Management
Application. (i= Page 100)

H Making settings to erase old recordings

By setting an appropriate storage period for recording data,
old recording data will be erased at fixed intervals to retain a
constant capacity.

Set the storage period for recording data in [Cameras and
Storage Information] in [Advanced Configuration] of
Management Application. (x= Page 100)
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Recorder Part

Applications

This chapter describes procedures for setup of PTZ camera and event actions according to
specific monitoring system operations. Perform settings using Management Application.

Caution:

® Never turn off the power while saving settings of Management Application.

® When you change settings of Management Application, restart the service; otherwise, the new settings are not applied.
(v= Page 19 "When you change settings of Management Application") In addition, if you change settings of Management
Application while Smart Client is on, close Smart Client and restart the service.




<Recorder Part> Applications

Defining a Preset PTZ
Position

When cameras are compatible with the PTZ (pan, tilt and
zoom) functions, you can set the preset position from this
unit.

Defining a Preset Position

Caution:

® The preset position may be displaced by a few degrees for
some cameras.

® The configurable items may differ according to the camera
in use.

® When using VN-V685U/VN-V686U/VN-V686BU Series,
the preset position cannot be registered if the electronic
zoom feature of a camera is functioning. Please take note
that no error message will be displayed in such a case.
During PTZ preset setting, set [EZoom Limit] to “1” from
[PTZ page] of VN-V685U/VN-V686U/VN-V686BU to
prevent registration by mistake. For VN-686BU Series
users, in addition, set [PTZ Type] to [Type 3] on this unit.
For details, refer to [INSTRUCRTIONS] of VN-V685U/VN-
V686U/VN-V686BU Series.

1 click [+] in [Advanced Configuration]

P
o

2 Click [+] in [Hardware Devices] and click [+] for
the hardware device name of a PTZ camera

[

5
4 SYp—
gmﬁgm —_——

3 Double-click a camera name

songachaces: | ooty =

The [Camera Properties] window appears.

Camera Properties SRS ) |

General camera settings
Enabled
Audio Camera name: Camera 1

RecordingProperties Camera shottcut number:

Event Notific
output
Matian Detection and ExcludeRegions
PTZ Preset Positions

PTZ Patrolling

PTZ an Event
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<Recorder Part> Applications

Defining a Preset PTZ
Position (continued)

Defining a Preset Position (continued)
4 cClick [PTZ Preset Positions]

L[5 jmi]

Frame Rate
Video
Audio
RecordingProperties

Recording and Archiving Paths

EventNotfication

General camera settings
Enabled.
Camerariame: Camera 1

Camera shortcut rumber:

5 select [PTZ Type]
The following three methods can be used to register a

preset position.

Item

Description

Type 1 (stored on
server)

Set the preset position on this unit.

Type 2 (stored on
server)

Import the preset position set on the
camera into this unit. The preset
position is stored on this unit.

Type 3 (stored on
camera)

The setting screen appears.
Camera Dropenwg B
Camera PTZpreview —
Frame Rate Note: s caer
video s
Audio
s it
2]
PTZ Patrolling
PTZ preset positions
PTZType:  Type 1 (stored on server) -]
Position Defined PTZ Preset Positions.
* .
Item Description
PTZ preview For moving the PTZ camera to the
desired position. You can check the
position on the screen.
PTZ preset For registering, deleting and testing
positions a PTZ camera position.
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Import the preset position set on the
camera into this unit. The preset
position is stored on the camera.

Note:

® When using a JVC camera, it is recommended to select
the more positionally accurate [Type 3]. (Not selectable
depending on the camera.)

6 When [Type 2] or [Type 3] is selected: Click
[Import/Refresh]

The preset position is imported and the list appears.
® The displayed order may differ to that set on the

camera.

7 When [Type 1] is selected: Determine the
camera position from [PTZ preview]

T R ——

PTZ preview

Motian Detection and Exclude Regions

LY e———— "

PTZ Type:

PTZ preset postions.

[Tvpe 1 tored on serven) -

Position

Defined PTZ Preset Positions

4 +




8 When [Type 1] is selected: Enter a name for the
preset position, and click [Add New]

Camera P12 proview

(2] (3] ()
®

Event Notification

PTZ preset postions

LAz L Ty y— -l

I Preset] Add New l

Fosition Ustined F1 2 Freset Fosiians

* A4

The preset position is set and added to the list.
9 Click [OK]

Note:

® The position at the top of the list corresponds to Preset
Position 1.

® The number of preset positions that can be registered
may differ according to the camera in use.

® To test the defined preset position, click [Test]. You can
check the position on the screen.

H To change the order of the list

Select a preset to change the order from the list and click

[ ﬂ] or [ ﬂ]

l To modify a preset position

Select a preset to modify from the list and modify the position
in the [PTZ preview] screen. Click [Set New Position] to
modify the preset position.

H To delete a preset position

Select a preset to delete from the list and click [Delete].
Note:

® Do not insert space at the beginning of the preset position
name. Such preset positions may not work.

Auto PTZ Patrolling

PTZ patrolling is a feature that enables automatic movement
of a PTZ camera between several preset positions.

Caution:

® To define a patrol scheme, you must specify at least two
preset positions. You must also specify the PTZ patrolling
schedule of any camera in [Advanced Configuration]=»
[Scheduling and Archiving] (e Page 121).

1 click [+] in [Advanced Configuration]

nnnnnnnnnnnnnnn

1 @
v 9

Welcome to the Milestone XProtect Enterprise Management Application.
Use hewzards below o confguo e suveilancesystom

2 Click [+] in [Hardware Devices] and click [+] for
the hardware device name of a PTZ camera

Welcome to the Milestone XProtect Enterprise Management Application.
Use he wizarés below'o confgure he suveillance sysiem.

&s 1. Add Hardwaro Dovices
z e
£ 3. Adjust Motion Detection
@ e
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<Recorder Part> Applications

Defining a Preset PTZ
Position (continued)

Auto PTZ Patrolling (continued)

3 Double-click a camera name

Fle Seves weads goplcatonsettngs bdlp
: BB 0&E 0
B vty

o
s
e Opn taterm Compery

Advanced Configuration

o 8 Siheduing nd ki)

Tosdtsetings emativel

The [Camera Properties] window appears.
Camera Propemeg_

General camera setiings

Frame Rate
Enabled

Video

Audio Gamera name: Camera 1

RecordingProperties Camera shottcut number:
Recording and Archiving Paths

Event Notfication

Output

Motion Detection and Exclude Regions
PTZ Preset Positions

P1Z Patrolling

PTZ on Event.

2

4 select [PTZ Patrolling]

=

General camera setings
Frame Rate
Enabled:
Video
Audio Camera name: Camers 1

RecordingProperties Camera shortout number.
Recording and Archiving Paths

Event Notification

Output

Motion Detection and Exclude Regions

itions

PTZ on Event

5 cClick [Add New]

= |

RecordingProperties

Recording and Archiving Paths

camera Pairoling profies =
Frame Rate Patrolling Profiles “7dd New I
Video L -

Audio

Pause patroling
[C] Pause patroling f motion s detected

PTZpatroling is paused on manual cotrol and PTZ on evert.
Resume PTZpatroling after: 30 seconds

Event Notification I
Output Pairling st
Motion Detection and Exclude Regions Preset Positions - Patrolling List

00, Home. *
PIZ Preset Positions 01 Feo
P12z Patrolling s >
PTZ on Event 03.Pos

04, Pos &

05.Pos

06 Pos i ¥

PTZscanring e eck [0
Medun T e Gec): [5

6 Enter the PTZ patrol profile name.

camer ropertics

Camera Pairling profes

Frame Rate E——— L Add New |
New Pairolling Profile

Audio

RecordingProperties

Recording and Archiving Paths

Pause patroling
[C] Pause patroling f motion s detected

PTZpatroling is paused on manual cotrol and PTZ on evert.
Resume PTZpatroling after: 30 seconds

EventNotification I
Output Patroling st
Motion Detection and ExcludeRegions | | | Preset Positions o Boioling liey
00. Home (I *
PTZ Preset Positions T
PTZ Patrolling 02 Pos =
PTZ on Event 03.Pos
04 Pos «
05 Pos
05 Pos 2 s
FTZscanring Waittime (ec): 10
Megum Transtiontime (sec) 5

Caution:

® The PTZ patrol profile name must be unique.




7 Select the preset positions you want to use in
the [Preset Positions], and click [i‘]

Doing so copies the selected preset positions to the

[Patrolling list].

® A preset position can be used more than once in a
patrol scheme.

® The camera will move between the preset positions in
the sequence shown in the [Patrolling list], starting from
the top position.

® To change the sequence of preset positions in the
[Patrolling list] list, select a preset position name, and
click [ ﬂ][ ﬂ].

® To remove a preset position from the [Patrolling list],
select the preset position and click [ﬂ].

8 Specify patrol timing

Item Description

Wait time (sec.) For specifying the down time (in

seconds) at each preset position.

Transition time For specifying the time (in seconds)
(sec.) that the PTZ camera takes to move
between the preset positions.

The motion detection is disabled
during the transition time.

9 Click [OK]

H Pause patrolling when any motion is detected

I Select the [Pause patrolling if motion is
detected] check box in the PTZ patrolling screen

Camera Properties AN C |

Camers Patroling profies

[New Patrolling Profite: -]

Output Patroling st

Motion Detection and ExcludeRegions Freset Positions Patrolling List

Waittime sec): 10

Transiion time ec). 5

2 Select the conditions for resuming PTZ
patrolling and specify units of seconds

Camera Properties ANEE_—_G ) o)

Patroling profies

Patrolling Profiles ( Add New )
New Patrolling Profile

Pairoling lst

Preset Positions Fatrolling List

OK Cangcel
ltem Description

seconds after
first motion
detection

For resuming patrolling when a
specific time interval has lapsed after
the first detected motion, regardless
of whether any subsequent motion is
detected.

seconds after last | For resuming patrolling when a
motion is specific time interval has lapsed after
detected the last detected motion.

l Resume patrolling paused manually or by any
event

Patrolling is paused at the time of manual PTZ operations or
occurrence of any event.

Time to resume paused patrolling is specified in [Resume
PTZ patrolling after:] in [Pause patrolling] in the PTZ
patrolling screen.

Note:
® The settings in this section are applied to all PTZ cameras
installed in the system.

H PTZ Scanning

For cameras that support PTZ scanning, enable this feature
by selecting the [PTZ scanning] check box. You may select a
PTZ scanning speed.
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<Recorder Part> Applications

Adjusting Motion Detection

This section describes procedures to adjust the detection
sensitivity and range in accordance with conditions of
camera installation locations. Use the [Adjust Motion
Detection...] wizard for this setting.

Note:

® The setting method using the “ Adjust Motion Detection...”
wizard will be explained. Settings can also be made by
double-clicking the camera name in “Hardware Devices”
of [Advanced Configuration] and displaying [Camera
Properties].

1 click [Adjust Motion Detection...]

Fle Senvces Waards Applcation Settngs  Help

SEECTY 1)
‘ e Open taterm Compary n

lestone XProtect Enterprise Management Application.
Use thevizards below o confqure e surveilance system

‘@mmm..m.. ‘
1) \

[ y—— ‘
[ —

2 Click [Next]

Adjust Motion Detection =

| Adjust Motion Detection

The correct adjustmert of the buit4n motion detection is important for a welHunctioning system

¥f motion detection senstivity s too low. no ortoo litls videa wil be recorded. i too high. too much video wil be
recorded and umnecessary storage capacity wil be used

@

‘The Open Platform Company

Help

<Back I Next > Cancel
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3 Select a camera from [Select Camera]

Adjust Motion Detaction

|

Select Camera. Exclude rsgions
£ (@) Hardware Device 1 [ Enable
IR

In the preview video, use the
Ieft/night mouse buttons to
exclude/include regions

To exclude/include single cells,
left-click or right-click the cell.

Excluded regions are shown
with a blue overiay in the video
Ppreview.

&= ==

4 Specify an area to be excluded

Select the [Enable] check box in [Exclude regions] and
drag the mouse on the preview screen to specify an area
to be excluded in motion detection. The area to be
excluded is indicated in blue.

® Select the [Show Grid] check box to show a grid in the
preview screen.

Adjust Motion Detaction

‘Select Camers. Exclude rsgions
£ (@) Hardware Device 1 Enable
b Camera 1

Show Grid

In the preview video, use the
Ieft/night mouse buttons to
exclude/include regions.

To exclude/include single cells,
left-click or right-lick the cell.

Excluded regions are shown
with a blue overiay in the video
Ppreview.

5 click [Next]

The sensitivity setting screen appears.

Adjust Motion Detaction

Select Camers. Exchude regions
= (@ Hardware Device 1 Enable
P Camera 1

‘Show Gid

In the preview video, use the
Ieft/nght mouse buttons to
exclude/indlude regions

To exclude/include single cells
Ieft-cick or right-click the cell.

Excluded regions are shown
with a blue overlay inthe video
preview

() ]




6 Select a camera from [Select Camera] and

specify noise sensitivity, detection interval and
motion sensitivity

e |f you do not want to detect minute movements, move
the [Sensitivity] slider to the right.

® When any motion exceeds the sensitivity level defined
by the [Motion] slider, the [Motion level] indication turns
to red to indicate a motion is detected.

Adjust Motion Detection X
1. Adiust ‘Sensitiviy' sider so that background noise i fitered out and orly real motion is detected.
2. Adust Motion' sider so motion detection is only tnggered by the desired amount of motion
Mation wil be detected whenever the Mofion level'ndicator swiches to red fevel o the nght of e vertical black fine),
oo Mation detection
= [ Herdwars Device T tis possible to select multiple
= Camera 1

cameras by holding down CTRL or
SHIFT.

When selecting multpls cameras
the preview wil be from one of the
selected cameras, but the settings
wil appiy for al selected cameras.

Motion level: T Detection interval
Sensinay: (8} 0 ] millseconds
Motion: [} 0

Help

<Back Finish Cancel

7 Click [Finish]

Adjust Motion Detection [
1. Adjust ‘Senstivity' sider so that background noise s fitered out and only real motion is detected
2 Adjust Motion" siider sa motion detection is only triggered by the desired amount of mation.
Motion wilbe detected whenever the Motion level'indicator swiches o red fevelto the ight of the vertical black ne).
Seloct Camera Motion detection

E ; tis possible to select mutple
3 Hardware Device 1 cameras by holding down CTRL or
< Camera 1 SHIFT

When selecting muliple cameras
the preview will be from one of the
selected camerss, but the settings
will apply for al selected cameras.

Motion levei: T Detection rterval
Senstivy: ) 0 0 iliseconds
Motion: [}

Help

Return to the top window.

Next, specify the settings of starting recording by motion

detection (1= Page 55) or sending an e-mail (x= Page 62).
Note:
e After adjusting motion detection, specify the action when

detecting motion (starting recording (s= Page 55) or
sending an e-mail (1= Page 59)).
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<Recorder Part> Applications

Events and Actions

This system can perform particular actions such as recording
start and camera direction change, triggered by reception of
particular signals from cameras. A triggering input is called
an “event” and a behavior triggered by the event is called an
“action””

With event and action settings, a certain action can be
activated when a certain event occurs by enabling the event
preset in a connected device in settings of this unit and
associating it with the action.

e
3

=

vig

(Rec) -

Types of Event and Action

Types of event and action are indicated below.

H Event types

Event Description

Generic events
(right column)

Reception of particular character
strings (TCP/UDP format)

® Detection of camera motion
® |nput to cameras or input port
on the rear panel of this unit

Input events
(r= Page 48)

Manual events Events to be generated manually

(== Page 50) by using buttons, etc.
Timer events Events to stop action after a
(== Page 51) specified time from occurrence of
any of the above events
H Action types
Action Description

Movement to PTZ The PTZ camera is moved to a
camera preset preset position defined for each
position (== Page 52) | event.

Image distribution Images are distributed to defined
(Matrix) (= Page 53) | recipient(s).

Record start
(r= Page 55)

Recording is started.

Output (i Page 56) | Sends a signal to the alarm

device, etc.
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Events Configuration—Generic Event

When character strings received by this unit match the
predetermined conditions, a generic event is triggered. The
following is the procedure for setup on this unit including
communication data reception setting. For outgoing data
setting, settings of sender devices such as cameras are
necessary.

1 click [+] in [Advanced Configuration]

[

Welcome to the

XProtect Enterprise Management Application.
Use towizards bel o hosuveilnce sysem

‘&?\1 Add Hardware Devices. ‘
‘ z — ‘

Evmow— |

@ P —

' Welcome to the Milestone XProtect Enterprise Management Applicaion.
e vizarcs below'o conigus hesunveilance sysam.

3 Double-click [Generic Events]

[

ot

s Applcation Setings  tiep

flestone
T Open tfor ampsny

] Surveillance Server




The [Generic Event Properties] window appears.

Generic Event Properties

[

Event information

To add, edt or delete everts:
Find and select the event in the tree lit, then use the pane tothe right.

To add or delete timer everts use the "Add’ and Delete” buttons.

5 Specify the event name and contents

———— ey

&Y Generic Events

Event configuration

§ IVC NVR ALARM IN1 BREAK Event name:

& IVCNVR ALARM IN1 MAKE Generic Event 1
& IVC NVR ALARM IN2 BREAK
& IVCNVR ALARM IN2 MAKE
& IVCNVR ALARM IN3 BREAK
& IVCNVR ALARM IN3 MAKE
& IVCNVR ALARM IN4 BREAK
& IVCNVR ALARM IN4 MAKE
& IVCNVR ALARM INS BREAK
& IVCNVR ALARM INS MAKE
& IVCNVR ALARM IN6 BREAK
& IVCNVR ALARM IN6 MAKE
& IVCNVR ALARM IN7 BREAK
& IVCNVR ALARM IN7 MAKE

Event substring:

Event message expression

o
Bl

Generc and timer event
4 Click [Add]
Generic Event Properties " o o5 S|
—
‘.
& -

Event information

To add. ed or delete events:

Find and select the event i the tree s, then use the pane to the right.

To add or delete timer events use the "Add" and ‘Delete’ buttons.

[ ) e vt v

The setting screen appears.

> o
] i |8

& JVCNVR ALARM ING BREAK Bemove
& JVC NVR ALARM IN8 MAKE
Event priority: Event protocol: | TCP. -
g Eventretype: [Search v
Delete Genenc and timer evert
Item Description
Event For specifying an expression as a key word
substring | for analysis of received character strings.
Click [Add] to add the expression you
entered to [Event message expression].
Event The added expression is displayed.
message Furthermore, the following conditions are
expression | edited.

0 For putting related expressions as a single
entity. Expressions put in parenthesis are
processed in priority to other expressions.

AND Add this between expressions that must be
included.

OR Add this between expressions either of
which must be included.

Remove | For deleting expression to the left of the cursor.
Event Select which protocol this unit uses to
protocol receive on the detection of an event.

® Any: Both TCP and UDP data are
received and analysed.
® TCP: Only TCP data is received and
analysed.
® UDP: Only UDP data is received and
analysed.
Event rule | Set the rule for analysing the received data.
type ® Match: Only data which exactly matches
the message set in “Event message
expression” is analysed.
® Search: Data which includes the
message set in “ Event message
expression” is analysed.
Event Each event is prioritized from “0” (lowest) to
priority “1000” (highest) to determine which event
will function when the received data
complies with more than on event rule.
Note:

® The event name must be unique.

® The following characters cannot be used as part of the
event name and character strings.
<>&'""\/:*?1[]
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<Recorder Part> Applications

Events and Actions
(continued)

Events Configuration—Generic
Event (continued)

6 Click [OK]
The generic event has been configured.
Note:

® When you specify the event, specify the action for the
event. (i Page 52 to 56).

® When you select the setting to receive an e-mail when the
event you specified occurs, perform mail setup (= Page
60 "Mail Setup for Management Application") and activate
the setting to receive an e-mail upon the occurrence of an
event. (i Page 62 "Receive an e-mail upon the
occurrence of an event")
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Event Configuration—Input Event

This section describes procedures to specify possible events
by signals from devices (hardware) connected to this unit
(including motion detection from cameras).

® You need to configure signals for each device in advance.

1 click [+] in [Advanced Configuration]

ton Settings  Help

3
e Open st Carmpany

Welcome to the Milestone XProtect Enterprise Management Application.
Use hevizards belowto cofguo e suvellancesystom

‘&?\1 Add Hardware Devices. ‘
‘ z — ‘
3

‘f RV ‘

soavgachances: | ooty =

ssongacrargse: | ron Dt




The [Hardware Input Event Properties] window appears. 6 Select the [Enable event] check box

Harouare nput Evenc Properoes L. 2= ® Then the check box in the input event list is selected
m and the event is enabled.
= E— ® To change the event name, enter [Event name].
To enable, sdt or disabls sverts: Hardware Input Event crties. (o o

Find and select the event in the tree list then use the pane ta the right.

To add or delete timer events use the ‘Add'and Delete’butons.
5 € Hardware Device 1
[#1& Closeinput 1, TCP event EeLeTiErE Ty

[ Closeinput 2, TCP event
[l Motion detection, TCP event] Enable event
[ Open input 1, TCP event
[C1 Open input 2, TCP event
[F]=® camera 1 - Built-in Matien D|

Event name:  Closeinput 1, TCP event

4 click [+] of the hardware to configure settings
A list of input events specified in the hardware is

CF i N v

. Tierevet

displayed.
Hardere Input Event Fropertcs s e o 7 Repeat Steps 5 and 6 for each input event to enable
‘ m Note:
“’E.—l vt sfomatin ® Some input events may not be selected at the same time.

& Close input 2, TCP event
IS e deecion T v P e st e o st e s the ot th .
EE [éE:‘E::E:E éi"‘:g’:’:eur:me To add or delete timer events use the "Add’ and ‘Delete’ buitons. 8 Click [o K]
The input event has been configured.
Note:

® When you specify the event, specify the action for the
event. (i Page 52 to 56).

® When you select the setting to receive an e-mail when the
event you specified occurs, perform mail setup (s Page
60 "Mail Setup for Management Application") and activate
the setting to receive an e-mail upon the occurrence of an
event. (i Page 62 "Receive an e-mail upon the
occurrence of an event")

< J 3

T avere

5 Click an input event to enable
The applicable input event setting screen appears.
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<Recorder Part> Applications

Events and Actions
(continued)

Event Configuration—Manual Event

If a manual event is set (created), any event can be produced
through operation on the Smart Client.

1 click [+] in [Advanced Configuration]

&.sé e
z S ———
5

% 3 Adjust Motion Detection.
T o—

2 Click [+] in [Events and Output]

pplcanion Settings iy

Welcome to the Milestone XProtect Enterprise Management Application.
Use e waardsbelow o coniqure e suveiance sysiem.

C—
[ ) conor ot ‘
&2 .

seangachances: [ Jonty Docars

The [Manual Event Properties] window appears.
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4 select the event setting target

® For setting all cameras: select [Global]

® For setting each camera individually: select the camera
name to set

5 click [Add]
Manual Event Broperties

—

|5 [t

=@y Global
@ Event configuretion

]
2 Camera 1 Eventname:  Manual Evert 1
b Camera 2

E-mail notification

[] Send e-mail f this event occurs

SMS notffication

Delete I I Manual and timer evert
The event name setting screen appears.

6 Enter the event name and click [OK]

Manual Event Broperties -

— F=s|
=@y Global

%w Event configuration
= Camera 1 Event name:  Manual Evert 1
b Camera 2

Email ncffication

[T Send e-mail i this event occurs

NA

SMS nofication

Manusl and timer svert [} Concel

Note:

e |f you change the camera name after setting the manual
events, manual events already registered may not work. In
this case, delete the manual events, then register them
again.

® When you specify the event, specify the action for the
event. (== Page 52 to 56).

® When you select the setting to receive an e-mail when the
event you specified occurs, perform mail setup (s== Page
60 "Mail Setup for Management Application") and activate
the setting to receive an e-mail upon the occurrence of an
event. (1= Page 62 "Receive an e-mail upon the
occurrence of an event")




Events Configuration—Timer Event

This section describes procedures to specify an additional
event to end the action triggered by a generic event, input
event, or manual event.

After the time specified for the timer event from occurrence of
each event, the monitoring system returns to the normal
state.

jg ( Record ) gi

Stopped state Stopped state
— —

1 Open the properties screen of each event

2 Select the event to set the timer event and click
[Add]

® To add a timer event for an input event

B ==

Hardware Input Event

] — ;
I [Vl Close input 1, TCP event EsterizETn

[F1& Motion detection, TCP even] Enable evert
[C1g Open input 1, TCP event
[F1g open input 2, TCP event
["1=® camera 1 - Built-in Motion D|

Evertname: Close input 1, TCP event

« i 3

[

—

3 Enter a name and generation timing of the timer
event
® For generation timing of the timer event, specify the

time elapsed from occurrence of the event you want to
end.

#_Elﬁ

Hardware Input Event

(2 Hardware Device 1

£ [ Close input 1, TCP event Timer evert

[ Close input 2, TCP event Timer evert name:  Timer Event 1
[C]4 Motion detection, TCP event|
[ Open input 1, TCP event
[C1 Open input 2, TCP event
[F]=® camera 1 - Built-in Matien D|

Timer event occurs after: 10 @ Second) O Minutels)

« i v

4 Click [OK]
The timer event has been configured.
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<Recorder Part> Applications

Events and Actions
(continued)

Action Setup—Moving the PTZ
Camera Preset Position

When the event occurs, the PTZ camera is directed to the
defined preset position. (i Page 39 "Defining a Preset PTZ
Position")

1 click [+] in [Advanced Configuration]

Welcome to the Milestone XProtect Enterprise Management Application.
Use the wzards belowo congure e suvellance ysie
S
)’ 1 Add Hardware Devices.

Welcome to the Milestone XProtect Enterprise Management Application.
se e 1o confgure e surveilance system

=
—

[ L) e s

’4; e

T -
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3 Click the [+] of [Hardware Device] of the camera
to set and double-click the camera name

The [Camera Properties] window appears.
Camera Properties. —q_- B

General camera sefings
Enabled
Gamera name: Camera 1

Camera shottcut number.

4 select [PTZ on event]

General camera settings

Enabled:




5 Specify a combination of an event and a preset
position

® The same event cannot be coupled with more than one
preset position.

Camera Properties —

PTZ preset postion on event

Event FTZ Preset Position

JVC VR ALARM N1 BRERK [ 02 Pos =
]

JVC NVR ALARM N2 BREAK =) <MNore>

<None>
JVC NVR ALARM INT MAKE

JVC NVR ALARM INE BREAK i

6 Click [OK]

The preset position movement by event has been set.
Note:
® To remove the association between a preset position and

an event, select [None] for the event and preset position.

Action Setup—Distributing Camera
Images (Matrix)

Live images can be distributed to specified computer(s)
(recipient(s)) when any event occurs. You can view the
distributed images on a computer with the Smart Client.

1 click [+] in [Advanced Configuration]

P

icaton Settings  Help

®.__

Welcome to the Milestone XProtect Enterprise Management Application.
Use rewiza

wizards elowto confiqure the suneilance systsm

Y —

=
T

@ 4 Configure User Access.

2 Double-click [Matrix]

P
e s
il |

rise Management Application

&s 1. Add Hardwaro Dovices
z e
£ 3. Adjust Motion Detection
@ e

The [Matrix Properties] window appears.

| e— I
Matrix Properties

Matrc recipients

Matrix Event Control [ Enable Matrx

Matrix Recipient Address Port Smart Client
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<Recorder Part> Applications

Events and Actions
(continued)

Action Setup—Distributing Camera
Images (Matrix) (continued)

3 Select the [Enable Matrix] check box

Matrix Recipients

Matrix Properties [ - ]
Matrix recinients

Matrix Event Control I Enable Matrix I

Matrix Recipient Address Port Smart Client

Matroc recipient is 3 Smart Cliert

0K Cancel

4 Enter recipient properties and click [Add]
Specify the information in the following items.

5 click [Matrix Event Control]
A list of events for each recipient is displayed.

6 Select an event for each recipient

When relating Matrix to events, right-click the event name
and select a method from [Connect], [Disconnect, then
connect], or [Disconnect].

Caution:

® When multiple Matrix windows are set by the recipient,
select [Connect]. If [Disconnect] or [Disconnect, then
connect] is selected, the connection information of the
Matrix window and the camera will be erased and images
will not displayed in windows with [Window Index]
(v= Page 179) set to [2] or higher.

7 Select a camera to distribute live images to
computer(s).

Right-click the action ([Connect], [Disconnect, then
connect], or [Disconnect]) selected in step 6, then specify
settings of the camera.

8 cClick [OK]

The image distribution by event has been set.

Caution:

o |f Matrix images are not displayed, select [Block, and
reconnect] and reconnect. If images are not displayed
even when connected, check the Matrix settings such as
the recipient's port number, the event settings, and
whether or not an event has occurred.

Note:

® You need to perform settings of Smart Client from the
recipient to distribute images. See “ Setting the Matrix
Display Area” (i Page 179) to specify the display
position of the images.

Item Description
Name Recipient’s name
Address Recipient’s IP address
Port Recipient’s port number
Password Recipient’s password

® Click [Clear] to cancel all entries.

o |f the Smart Client is installed in the recipient’s
terminal, select the [Matrix recipient is a Smart Client]
check box.

Caution:
® Do not set multiple Matrix recipients to the same port.
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Action Setup—Starting Recording

Recording is started upon the occurrence of any event.
Note:

@ You can perform the same settings below by opening the
properties of each camera from [Hardware device] in
[Advanced Configuration]. (1= Page 95 "Recording
Properties")

1 click [+] in [Advanced Configuration]

3
T

Welcome to the Milestone XProtect Enterprise Management Application.

Use the wzards belowto configure the surveilance system

S y— |
T —

e ‘

2 Double-click [Cameras and Storage Information]

pplcation Sattings  tielp

3
v

Welcome to the Milestone XProtect Enterprise Management Application.
thewzarcsbelowto conbure e sunveilancesysiem.

G

‘E,g'g,mm.,...m ‘

@ 4 Cotes s s

The [Recording and Storage Properties] window appears.
Recording and storage Propertcs S | =)
e !
R — ‘
O o Camenlame S Reordrofah  AchvimgPah Retrtion Time Camers
B Coment DiMedisDatabase  Using Dynamic Peths. Dayis) [z Open
e

3 Select [Video Recording]

Recordng
- arh Tenpiete
Recording Pah Avciving Pan Retenion Time
D MediaDatabase Using Dynamic Paths 9539 Dayis)  [=]]
o Comcatlame S RecodmPah  AchvgPal [— —
B conent DiMedaDatsbsse | Using DynamicPali Dae) (][ Open
Ssea Al Set selcted emplte ek on selected camers:
Cexil Set st vaes on selected cameras:
oK Conce
Recording and Storage Properties — ([ESREEx
Recording and Archving Paths —
Tempise
Recordon  Sar Event SopBrent F1% g Secondls) PO Second(s)
Motion_[=] % IR o @ |3
SopBvent 1% L Seconds) T Secondls) Camers
ar =]- -] Open
Camera2 CNVRALRMINTBREK [+] - [¢] [ 3 9 3 Open

[ soeam ) et slctetenplte valus o selecte camras
Cown ) Set ol et vk o selected camers:
[ E
Item Description
Always For recording images always.
(Recording is not triggered by an event.)
Motion For starting recording by motion detection.
Detection
Event For starting recording by any event other than
motion detection.
Event and | For starting recording upon the occurrence of
motion an event including motion detection.
detection
® Select the [Apply Template] check box and click [Apply]

to apply the settings selected in [Template - >] in the

upper

part to all selected cameras.
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<Recorder Part> Applications

Events and Actions
(continued)

Action Setup—Starting Recording
(continued)

5 select the event to start/stop recording

Recording and Storage Propertes — (SR
SepEret PO Socondle) Py Seconds)
GENG! 3
SopEvent | g Seconds) Fomk . Secondls) Camers
I E af -] Open
JVC NVR ALARM N1 BREAK [=] - 5| KZIRE v 3 Open
([soan_] St slctderpinte vao on sected camers
T Set et vabesanseleted cameros
| Cotomoni—~ ok Coma )

e |f [Event] or [Event and motion detection] has been
selected in step 4, select [Start Event] and [Stop
Event].

6 Click [OK]
The recording start by event has been set.
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Action Setup—Output

This section describes procedures to set an action to control
external devices such as lights, sirens and door opening/
shutting system connected with this unit.

1 click [+] in [Advanced Configuration]

B

XProtect Enterprise Management Application.
re the suveilance sysiem.

(P p—
z S ———
5

3 A onon Dt

T o—

3 Double-click [Hardware Output]

e

Surveillance Server




The [Hardware Output Properties] window appears.

Hardware Output Properti

oL

Evert information

To add or delete output

buttons to ereate and delete output

Select the hardware device in the tree and use the "Add" and Delete”

4 select hardware to configure and clic

e |

Hardware Output Properti

Event information

| BT e T

To add or delete output

Add Output

Select the hardware device i the tree and use the "Add and Delete™
buttons to create and delete output

k [Add]

5 Specify essential properties

Hardware Output Properti

2@ ‘ﬁardv.are Device 1 S
0
Qutput name:  Output 1
OGutput connected to:
Keep output for: 10 @ 1/10second(s)
() Secondis)
Iltem Description

Output name

For specifying a name for the
output.

Output connected to

For specifying an output
destination device.

Keep output for

For specifying the time of
output.

® Some output devices may have limitations on the
number of characters and format for the name.

® Some output devices may have relatively short and/or
limited continuous output time.

® Click [Test Output] to test the output.

6 Click [OK]

The output by event has been set.
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<Recorder Part> Applications

Recording Images Before/
After Occurrence of Event
or Motion

Images before/after the occurrence of an event or motion can
be recorded.

Motion/Event

Stopped state Stopped state

—

—>

€ Precedi Followi (
receding ollowing

\ seconds Record X seconds Record )\

1 click [+] in [Advanced Configuration]

i
ER

nnnnnnnnnnnnnnnnnnnn

2 Click [+] in [Hardware Devices]
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3 Click the [+] of [Hardware Device] of the camera
to set and double-click the camera name

The [Camera Properties] window appears.
4 select [Recording Properties]

General camera setfings:

Encbled

5 set [Recording Settings] to [Conditionally] and
set the type of condition (motion detection or
event)

Recordng

Recording settings:

0 Aways

(©) Never

© Condtionaly
Biitn moion detection
[E] Event

Configure Events

PTZ on Event. [7] Enable prevecording

Enable post recording 3 secondls)




6 Specify units of seconds to record before/after
the occurrence

Item Description

To record images before any
motion/event, select this check
box and enter units of seconds
for recording.

Enable pre-recording

To record images after any
motion/event, select this check
box and enter units of seconds
for recording.

Enable post-recording

7 Click [OK]

Note:

® A group of images before/after any motion/event is called
a sequence.

® For how to use a sequence, refer to "Searching from the
Image List" (1= Page 149) "Searching for Recorded
Images" (1= Page 151).

Configuring Mail Settings

Any abnormality in this unit or monitoring system can be
notified through e-mail.

Use 2 windows to configure mail settings.
@ Notifications related to hardware

® Formatting of built-in HDD

® Formatting of external HDD

® Deterioration of built-in HDD reliability
e RAID abnormality (if applicable)

® Detection of heat radiation stoppage

@ Notifications from Management Application or
Smart Client

® Motion detection

® Event occurrence

® Disconnection and restoration of communication with
cameras

® Archive error occurrence

Mail Settings of Unit Setting
1 Double-click [4. Unit Setup] on the desktop

The [Unit Setting] window appears.

Unit Setting
I Startlp auto-dicplay setting |

NAS Setting JWS Log Setting
] Smart Glient

[7]GPU Meter

[C]HDD Meter

SNMP Setting Load Setting

Hardware error notification setting

I | | )
[ s ] [ sowwwe
I | | )
I | | )

Mail Setting Tnit Setting

Hotify by dialog

Notify by mail

International Setting
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<Recorder Part> Applications

Configuring Mail Settings
(continued)

Mail Settings of Unit Setting
(continued)

2 Select the [Notify by mail] check box in
[Hardware error notification setting]

Startlp auto-display setting

NAS Setting JVG Log Setting

[C]Smart Glient
[FIGPU Meter
[CIHDD Meter

IP Lease Setting Save Setting

Hardware error notification setting

]
)
Load Setting ]
)

[
l
l SNMP Settine
[

Notify by dialee Wail Setting Init Setting
] Hotify by mail

Cancel

3 Click [Mail Setting]

Unit Setting
Startlp auto-display setting
MNAS Setting ] JWG Log Setting

[] Smart Client

[¥]CPU Meter

Save Setting

[C1HDD Meter

IP Lease Setting ]

SNMP Setting Load Setting

Hardware error notification setting

Thit Setting

l
)
)
)

GiptpaBte Mail Settine ]

7] Notify by mail
iy by Intermational Setting

|

Gancel

The [Mail setup] window appears.

Mail to:

Account setting
Server name Port User ID Password

Mail Authication:  none -

Mail from:

Send test mail ]

4 Specify the recipient address(es)

® Add an address that is not listed, click [Add] and enter
the address.

® To change e-mail address(es), select any address to
change from the list and click [Edit].

® To delete e-mail address(es), select any address to
delete from the list and click [Delete].
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5 Configuring the outgoing and incoming mail
servers

ltem | Description

SMTP (outgoing mail server)

Server name For specifying the server name.

Port For specifying the port number.
(Default value: 25)

User ID For specifying the user ID.

Password For specifying the password.

POP (incoming mail server)

Server name For specifying the server name.

Port For specifying the port number.
(Default value: 110)

User ID For specifying the user ID.

Password For specifying the password.

6 Specify the authentication method for mail
delivery

® For queries on the settings, consult your system
administrator.

7 Enter the mail sender’s address
® Click [Send test mail] to send a test mail.

8 cClick [OK]

Mail Setup for Management
Application

Note:

® To receive a notification upon the occurrence of an event,
you need to enable mail notification in the settings of the
event you want to receive notifications for.

® The email notification period can also be specified in
[Scheduling and Archiving] in [Advanced Configuration]
(= Page 121)

® This unit does not support notifications by SMS.

1 click [+] in [Advanced Configuration]

P

Segschones: oy [



2 Double-click [E-mail]

v

Welcome to the Milestone XProtect Enterprise Management Application.
u .

Iilance systom.

@i |
o e e e

‘ég',mm.,.m ‘

G oot ‘

—— Setigachones: | oy =

The [E-mail Properties] window appears.

— | -

E-mail Properties

E-mail Emai settings
[C] Enable e-mail (Recording Server) 7] Enable emal (Viewer)

3 Select the [Enable e-mail (Recording Server)l/
[Enable e-mail (Viewer)] check box and
configure settings of recipient(s) and mail
content

E-mail Propertics — o o ]

E-mail E-mail settings.
Enabls e-mail (Recording Server) [7] Enable emal (Viewer)
Recipients)

Test

Subject text

Message text:

[7] Include mage

Do ot send email on camera failures

Time between mofion- and detabass related e-mais per camera
0 minutels)

Mal server seftings
Sender e-mail address

Ouigoing mail (SMTF) server name.

(7] Server requires login

ltem Description

Recipient(s) For specifying the mail
address(es) to receive the
notification e-mail

Subject text For specifying the malil title.

Message text For specifying the message
body.

Include Image Select this check box to attach

images to the notification mail.

Do not send e-mail on | Select this check box to send
camera failures no mail when the camera is
faulty.

Time between motion- | For specifying the time interval
and database-related (minutes) for sending each mail
e-mails per camera notification.

4 Specify the mail sender

E-mail Propertics. s— o o ]

Test

E-mail E-mail settings

Enable e-mail (Recording Server) [7] Enable emal (Viewer)
Recipiert(s)

Subject text

Message text

[7] Include image

Do not send e-mal on camera falures
Time between motion- and database felated ¢ mals per camera

0 et
i vz
riging o (STP) srver e
[C] Server requires login
Item Description
Sender e-mail For specifying the e-mail address
address to send notifications from.
Outgoing mail For specifying the server name.
(SMTP) server name
Server requires Select this check box to specify a
login user name and password to
require login to the server for
sending mails.

5 click [0K]
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Configuring Mail Settings
(continued)

Mail Setup for Management
Application (continued)

l Receive an e-mail upon the occurrence of an
event

Select the e-mail notification setting check box in each event
setting screen.

Note:

@® When an input event occurs/a motion is detected

® This unit does not support notifications by SMS.

@® When a generic event occurs

o et ]

Hardware Input Event Properti

Event corfiguration

Enable event

Event name:  Close input 1. TCP event

\& Open input 2, TCP event
= Camera 1 - Built-in Motion D|

« I v

—
Generic Event Properties [
5~ g Generic Events
= & Evert corfiguration
& JVCNVR ALARM IN1 MAKE Event name: Evert port
& JVCNVR ALARM IN2 BREAK JVC NVR ALARM N1 EREAK
& VC NVR ALARM IN2 MAKE Eerotm
& IVCNVR ALARM IN3 BREAK.
& IVCNVR ALARM IN3 MAKE |
& IVCNVR ALARM IN4 BREAK. Evert messsge expression
& JVCNVR ALARM IN4 MAKE “JVC NVR ALARM INT BREAK" n |
& JVCNVR ALARM INS BREAK [
& JVCNVR ALARM INS MAKE ) (|
& IVCNVR ALARM IN6 BREAK I
& IVCNVR ALARM IN6 MAKE AND |
& IVCNVR ALARM IN7 BREAK. |
& JVCNVR ALARM IN7 MAKE g,
& IVCNVR ALARM IN8 BREAK. i
& JVCNVR ALARM IN8 MAKE [ Remowe ] [
[
Evert prorty: Event protocol: [TCP Bl
0 Eventnietye: [Seach v
Exmail noffication
Send e-mail F this event accurs
N/A
SMS noffication
Delete Add Generic and timer evert oK Cancel

1 click [+] in [Advanced Configuration]

2 Click [+] in [Events and Output]

3 Click [+] in [Generic Events]

4 Double-click any event name you want to set
The [Generic Event Properties] window appears.

5 select the [Send e-mail if this event occurs]
check box

® To attach images to notification mails, select [Attach
image from camera] and select an image source.
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[ g ] Toeoven [ ok J[ comea |

1 click [+] in [Advanced Configuration]

2 Click [+] in [Events and Output]

3 Double-click [Hardware Input Events]

4 Double-click any event name you want to set
The [Hardware Input Event Properties] window appears.

5 select the [Send e-mail if this event occurs]
check box

® To attach images to notification mails, select [Attach
image from camera] and select an image source.



@® When a manual event occurs

Manual Event Properties o 2 |
Global
-2 —
& Manual Event 1 Eventname:  Manual Evert 1
N/A
'SMS notification
Delete Add Manual and timer ever it oK Cancel

1 click [+] in [Advanced Configuration]
2 Click [+] in [Events and Output]
3 Click [+] in [Manual Events]

4 Double-click any event name you want to set

The [Manual Event Properties] window property appears.

5 select the [Send e-mail if this event occurs]
check box

® To attach images to notification mails, select the
[Attach image from camera] and select an image
source.

Using More Than One NVR

You can use more than one NVR to build a large-scale

system with a large number of cameras. In this case, one

NVR is used as a master and other NVRs are registered with

the master NVR as slaves.

® Up to seven Slave NVR can be registered for a single
Master NVR.

e Up to 128 cameras can be controlled by a single master/
slave system.

@

@ I

J

(@) Master NVR
(2 Switching hub (LAN1 of the master NVR)

(3 Switching hub (LAN2 of the master NVR/LAN2 of the
slave NVR)

@ Slave NVR
(5) Switching hub (LAN1 of the slave NVR)

Caution:

® |f you set this unit as a slave, connect only one master
NVR. Connecting more than one master NVR may cause
this unit to malfunction.

® The version of all NVR units in a master/slave system
must be set the same.

® The NVR unit operating as the master server cannot be
used as a slave server for another NVR unit.

® When operating as the master server, the recording
display performance may drop.

Note:

e VR-X3200U and VR-X1600U may be mixed in a master/
slave system.

@ |f you change the identity (host name) of an NVR within
the network, each NVR will become easier to identify.
Select [Advanced Configuration], [Server Access], [Server
name] in this order to specify the host name.

(= Page 111)
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The master/slave setting screen appears.

Using More Than One NVR e — N
(continued) K

Master server

] Enable as master server

Specifying a Master NVR

Configure settings from the NVR to be used as the master.

1 click [+] in [Advanced Configuration]

Welcome to the Milestone XProtect Enterprise Management Application.
Use hewizards below o confguo e suveflancesystom

E | 3 Select the [Enable as master server] check box

and click [OK]

Master/Slave Properties

HJ master server

S [ ==
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Registering a Slave NVR

Configure settings from the NVR to be used as the master.
1 click [+] in [Advanced Configuration]

2 Double-click [Master/Slave]
The master/slave setting screen appears.

f (oG —
Master/Slave Praperties
HJ Master Server o
Master server
Enable ss master server

® Ensure that the [Enable as master server] check box is

selected.
3 Click [Add]

Master/Slave Properties

E{] master server

Master server

Enabls as master server

oK Cancel

The slave server setting screen appears.

f | —
Master/Slave Properties

- HJ master server Slave server

Address:  Slave Server Address 1

Pot: 80

4 Specify the address and port number of the

slave server

f S —
Master/Slave Properties
&K Master server Slave server ==
Address:  Slave Server Address 1
Port: 80
Save

5 click [0K]

The NVR you just configured is registered as a slave.
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Configuring Smart Client
User Settings

This section describes procedures to register user(s) of
Smart Client and configure the rights of each user.

Adding a User

The following is the procedure to configure the settings with
the [Configure User Access...] wizard. You may also
configure the settings from [Users] in [Advanced
Configuration].

1 Click [Configure User Access...]

bep
miesfone
T Open Pitfor ooy

Welcome to the Milestone XProtect Enterprise Management Application.
Use e wizarcs belowto conure e suveilance systm

&

2 Click [Next]

Configure User Access [

Configure User Access
S
m This dizlog helps you add individual users that can access the system usingthe Smart Client or Remate Client applications

milesione

‘The Open Platform Company

Hep <Back Mest >
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3 Configure server access settings

Configure User Access

==

Server access seftings

Enable internet access: [

Servername:  Server
Local port: 80

Character encoding fanguage} |Japanese (ShAtlIS) Ghje) )

‘This name wil idertfy the server in the clients

Verfly that the character encoding (anguage) comesponds
to the language used in the system for eamera and user

<Back Next >

Item

Description

Server name

For specifying the name to identify this unit
in the network.

Local port For specifying the port number to use for
the server.

Character Make sure to set to [Western European

encode (ISO) (is0-8859-1)].

(language)

Enable Select this check box when connecting a

internet surveillance computer to the unit through

access the internet.

When selected, specify the global IP
address of the router or firewall in the
internet access field, and the port number
for access of the surveillance computer in
the internet port field.

4 Click [Next]
The user type

(basic user or Windows user) setting

screen appears.
Set the standard user which uses the viewer (Smart

Client).

5 Enter the user name and password and click [Add

Basic User]

Configure User Access =
Basic user
New Users
Com 8 Administorator
Password:
Password frepeat)
Note that adding users as Windows users will provide
better securty.
Windows user (recommended)
Add Windows User.
Help < Back Next > Cancel

The user is registered as a new user.




6 Click [Next]

Configure User Access

Basic user

User name:
Password:

Password frepeat):

Note that adding users as Windows users will provide
better secury.

Windows user frecommended)

Add Windows Lser.

New Users
8 Administorator

<Back Cancel

The access overview screen appears. Check the added
user’s right to access the cameras.

Configure User Access

===

Access summary

New Users Access to Cameras
8 Administorator Camera 1

Any new cameras added to the system

Where to go from here:

To view videa on the surveilance server sef:
+ Open 2 Smart Cliert
+ Specfy server address: http://localhost:80
+ Select Basic or Windows authentication
- Frequired. speciy user details

Connect

To visw vidso on othsr computers:

+ Users connect to the surveilance server in orderto get a
‘Smart Cliert or Remote Client; see Help for detailed
information.

Detaied user access corfiguration can be sef under the
AdvancedUsers node in the navigaiion pane

7 Click [Finish]

Configure User Access

Access summary.

New Users Access o Cameras
8 Administorator Camera 1
Any new cameras added to the system

Where o g from here

To view video on the surveilance server e
+ Open 2 Smat Ciert
- Specfy server address: hitp://localhost-80
+ Select Basic or Windows authentication
* Frequired, specfy user detals

nnect

To view videa on oiher computers
+ Users connect o the surveilance server in orderto get a
‘Smert Cliert or Remetz Cient: se Help for detailed
information.

Detaied user aceess corfiguration can be set under the
AdvancedkUsers node in the navigalion pane

The user has been configured.

Limiting the Rights of Each User

You can limit allowed operations of cameras and the viewer

for each user.

1 click [+] in [Advanced Configuration]

3
.MM

Welcome to the Milestone XProtect Enterprise Management Application.
Use hewzards below o confguo e suveilancesystom

.

T —— ‘

@ P

Setigachones: | oy =

2 Click [+] in [Users] and double-click a user name
to configure settings for

e
Ele Servies Wizards Applcation Settings tilp

3
v

Welcome to the Milestone XProtect Enterprise Management Application.
Use the wzards belowto confgure th surveilance system

‘Qf\,mmwm ‘
5 oo \

5;-; i

>

User Properties - Checker,

User rfommation

‘GeneralAccess Properties Username:
Camers Access

Password:

Passiord fepes):

Usertype:

Checker

Basic Use

6/



<Recorder Part> Applications

Configuring Smart Client
User Settings (continued)

Limiting the Rights of Each User
(continued)

3 Click [Generic Access Properties]

User Properties - Checker {m—r )

I Userirfomation

[T

The screen for setting the viewer access authorizations
appears.

User Properties - Checker 18 o 0 ]|

User Information (General access setings

Coc ) Cem )

4 Deselect functions you want to limit the use of
(prohibit)

5 click [Camera Access]

User Propertes - Checker sl

ok ) [

68

The screen for setting the camera access authorizations
appears.

User Properties - Checker g | SN =)

1) =T
77 Rights for new cameras when sdded 0 system

Coc )Cem )

6 Deselect functions you want to limit the use of
(prohibit)

® To prohibit all functions, deselect the [Access] check
box to the left of the camera name.

7 Click [OK]
The settings have been changed.

Adding a User Group

When registering more than one user with the same rights,
rather than set each user separately, it is more convenient to
create a group.

1 Click [+] in [Advanced Configuration]

B
Ele
3
T Open Pt Carmpsry

Welcome to the Milestone XProtect Enterprise Management Application.
Use e waardsbelow o conigure e suveiance sysiem.

(P —— |
)2 o i |
|
|

‘4;. —

songachances: | ooty =



2 Right-click [Users], then click [Add New User Group]

T o8
Applcaton Settings  Help

..... m&
o A,

User Access Summary:

P

[— e ik s 2
i O] 1

Group Access Summary:

Usec Name Members Live Payback Senp 52

Administration Protection Summary:

ansston roecien

Sangschanges

3 Enter the group name, and click [OK]

Add New User Group @
[
Group information
| o name: |
W
I IE

The group properties window appears.

4 set the group access rights, then click [OK]

A new user group has been added.
® For access rights settings, see steps 3 to 6 in "Limiting
the Rights of Each User" (== Page 67).

Next, add a user to the created user group.

5 Right-click the user group and click [Add New
Basic User] or [Add New Windows User]

3
v .

Group and Function Access Summary

—

6 Set the user name and password, then click [OK]

® When [Add New Basic User] has been selected
Add New Basic User &J

User information

User name:
Password.

Password fepeat).

Note that adding users as Windows users will provide:
better securty.

® When [Add New Windows User] has been selected

Select User or Group [ 5 e
Select this object type:
=
‘From this location:
JVCHVR Locations
Enterthe object name o select (axamples).
Check Names

The user has been registered to the group.
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<Recorder Part> Applications

4 select the [Enable] check box for

Configuring the Startup [Administration protection]
Password of Management —_—
Application e N

You can set a login password so only the administrator can
operate Management Application.

1 click [+] in [Advanced Configuration]

5 Enter a password, then click [OK]

——— )

Protection

Admiristration protection

Enable

New password: |~
Corfim password: [~

G )

The activation password for Management Application is
set, and the password will be required the next time
Management Application is started.

3 Double-click [Administrator]

ton settings  Eip

..... S

Welcome to the Milest
Use the wizsrds oo

XProtect Enterprise Management Application.
urvellance system

Satngschanges

The [Administration Protection Properties] screen
appears.

/0



Adding an HDD

The SERIAL terminal and eSATA terminal on the rear panel
of this unit can be used for additional HDD(s).

Also, up to 3 built-in HDDs can be added to increase the
capacity up to 4TB.

Note:

® For details of compatible additional HDD, consult your
nearest JVC KENWOOD dealer or service center. You
can also check on our website.

® For addition of built-in HDD(s), consult an authorized
dealer or a JVC KENWOOD service center.

Connecting an External HDD

This section describes procedures to connect a drive to the
SERIAL terminal or eSATA terminal on the rear panel of this
unit.

1 Press and hold down the [OPERATE] button for
about 2 seconds to shut down the system

2 Turn off the power switch on the rear panel

Caution:

® Make sure to turn off the power switch.

3 Connect additional HDD(s) to the SERIAL
terminal and/or eSATA terminal on the rear panel
and switch the power of the additional HDD(s)
on

® Make sure to switch on the power of the additional
HDD(s) before switching on the power of this unit.
Otherwise, the additional HDD(s) may not be
recognized.

@ SERIAL terminal

@ eSATA terminal

B

l When an External HDD has been added

When an external HDD has been added, follow the steps
below to format it.

1 Turn on this unit
2 Click the [Start] button on the desktop

3 Right-click [Computer], then select [Computer
Control]

The [Computer Control] screen appears.

4 select [Disk Control]

5 Right-click the added HDD and select [New
Simple Volume]
The wizard will start up.

6 Follow the wizard to set drive partitions, etc.

Once the wizard is complete, formatting will start.
Once the formatting is complete, the drive name is
displayed and the external HDD is ready to use.

Caution:

® When an additional HDD is connected, several seconds of
the recorded image may be lost during archiving.

® Note that playing back video recorded in an external HDD
simultaneously on this unit and multiple clients may cause
delay in the playback of video images and audio sound.
This is not a malfunction and there is no problem with the
recorded images. Normal playback will be restored when
simultaneous playback stops or when the number of
devices playing back at the same time decreases.

Note:

® |t is recommended that a UPS be used to ensure stable
operation of the system. (= Page 125 "Using UPS")

® You are unable to view recorded images on the computer
by disconnecting the external HDD from this unit and
connecting it to the computer.

/1



<Recorder Part> Applications

Adding an HDD (continued)

Building a RAID Configuration

You can add built-in HDD(s) to build a RAID configuration.

This unit is compliant to RAID 1/5/10.

Note:
® For addition of built-in HDD(s), consult an authorized
dealer or a JVC KENWOOD service center.

1 Turn on this unit

2 Click the [Start] button on the desktop, then
click [All Programs] > [Intel] > [Intel(R) Rapid
Storage Technology]

The Intel(R) Rapid Storage Technology is launched.

Intel® Rapid Storage Teck

| Status. Create

# current status

4 select the volume, then click [Next]

&2 Intel® Rapid Storage Technology

1 ===

lect

3 Click [Create]

/2

Item Description

RAIDO/RAID1 | Add one HDD, and build using a total of
two HDDs.

RAID5 Add two HDDs, and build using a total of
three HDDs.

RAID10 Add three HDDs, and build using a total of
four HDDs.

Note:

e Build RAID1, RAID5, or RAID10.

5 select the HDDs to build the RAID configuration
Select [port 0] and the required additional HDDs ([port 1]

to [port 3]).
(€3 Int=l® Rapid Storage Technology } =)
m X «% .
< iyl “ intel.
st | Create Mansge L—/
1. Select Configure Volume
Name: Volume_0000




6 Select [Yes: Disk on port 0] for [Do you want to
keep data from one of selected disk?], then click
[Next]

2 Intel® Rapd storage Technology B o o

1. Select Configure Volume

3. Confirm

Caution:

® Keep [Enable volume write-back cache] in the advanced
settings disabled; otherwise, performance of the unit may
drop.

7 Click [Create Volume]

1. Select Confirm Volume Creation

Review the seected configuration.

]

8 click [A] on the taskbar at the lower right corner
of the screen, and click [Customize]

[Selection of icon and notice to display on the taskbar]
starts up.

9 Change the setting of [IAStoricon] to [Display
Icon and Notice]

. e

LN = » Contol Panel » Al Control Panel tems » Notication Area cons

Select which icons and notifications appear on the taskbar

be notified about changes or updates. To view hidden icons at any.
taskbar.

7] Always show allicons and nofifications on the taskbar

10 click [OK]

H Creating a simple volume

After building a RAID5 or RAID10 configuration, follow the
procedure below to use free space of the HDD effectively.

1 Click the [Start] button on the desktop, followed
by clicking [Control Panel]

The control panel opens up.
2 Click [System and Security]
The [System and Security] window appears.

3 Click [Create and format hard disk partitions] on
[Administrative Tools]

The [Disk Management] window appears.

4 Right-click [Disk 0], and select [Convert to
Dynamic Disk....]

4| n

L iDisk 0 1| |
Basic e (D3
New Spanned Volume... NTF ||900.0
(Prirv || Healt

New Striped Volume...
Mew Mirrored Yolume... =

Mew RAID-5 Volume...

ded partition

Convert to Dynamic Disk...
Convert to GPT Disk

Offline

Properties

Help

The [Convert to Dynamic Disk] window appears.
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<Recorder Part> Applications

Adding an HDD (continued)

Building a RAID Configuration
(continued)

5 confirm that the [Disk 0] check box is selected,
and click [OK]

The [Disks to Convert] window appears.

6 Click [Convert], and click [Yes] on the
confirmation screen

7 Right-click [(E:)], and select [Change Drive
Letter and Paths...]

L] 1

eDisk 0 1 ]
Basic (e (D)

Mew Spanned Volume... 3 NTF | 9000
Mew Striped Volume... |(Prim | | Heal
New Mirrored Volume...
New RAID-5 Volume..,

1 ded partition
Convert to Dynamic Disk... I 3

Convert to GPT Dhsk

A

Offline
Properties

Help

The [Change Drive Letter and Paths for E: ()] window
appears.

8 Confirm that [(E:)] is selected, and click
[Remove]

The confirmation screen appears.
9 Click [Yes]

[WARNING:HDD(E) Deleted] appears and the WARNING
indicator lights up.

10 click [OK] to close the window

11 Right-click [Unallocated], and select [New
Simple Volume]

The [New Simple Volume Wizard] window appears.

74

12 click [Next]

On the [Specify Volume Size] window, click [Next] to
proceed to the next.

On the [Assign Drive Letter or Path] window, click [Next] to
proceed to the next.

The [Format Partition] window appears.

13 select [4096] for [Allocation unit size] and
delete the characters in [Volume label]

r .
New Simple Volume Wizard e

Format Partition
To store data on this partition, you must format it first.

Choose whether you want to format this volume, and if so, what settings you want to use.

Do not format this volume 1l
'@ Format this volume with the following settings

File system: |NTF5—'|

4036

Allocation unit size:

Volume label

| Perform & quick format

Enabile file and folder compression

< Back |[ Mext = ]‘ Cancel

14 click [Next]
The confirmation screen appears.

15 click [Finish]

16 select [Shutdown] > [Restart] from the [Start]
menu to restart the unit



Using NAS
NAS (Network Attached Storage) is a dedicated file server
that is connected to the LAN1 network.

In the case of NVR, you can specify NAS connected to the
camera network (LAN1) as a drive for archiving data.

Caution:

® When NAS is used, the recording frame rate will decrease
depending on the NAS performance.

Note:

® Follow the NAS [Instruction Manual] for settings on NAS.
This may take a while depending on the format and RAID
settings, etc. For further details, please contact the NAS
manufacturer.

® For details on NAS you can connect to this unit, consult
your nearest JVC KENWOOD dealer. You can also check
on our website.

l Connecting to NAS
1 Double-click [4. Unit Setup] on the desktop

F
EHUNTES St

The [Unit Setting] window appears.

Unit Setting
StartUp auto-display setting
[ NAS Setting JVG Log Setting

[C]Smart Client

[Z1CPU Meter
[THDD Meter

IP Lease Setting Save Setting

Load Setting

Hardware error notification setting

| | )
[ ) | ]
(ST — ]
[ | | J

Mail Settine Init Setting

Notify by dialog

7 Notity by mail
iy by International Setting

2 Click [NAS Setting]

Unit Setting

StartUp auto-display setting
. I NAS Setting ] JWG Log Setting
[] Smart Client

[]CPU Meter I
[7]HDD Meter

IP Lease Setting Save Setting

Hardware errar notification setting

Tnit Setting

I
J

swpsare | [ tomsure
) |

Motify by dialog I Iail Setting

| Notify by mail
y by International Settine

The NAS connection user setting screen appears.

NAS User setting

User name

Password

Register ] ’ Delete ] | Close ‘

3 Enter the [User name] and [Password] that are
configured on the NAS device for access to NAS
in [NAS User setting], and click [Register]

A Windows user is created on the this unit with the
entered user name and password.

Caution:

® Specify a name different from the host name defined in
"Connect This Unit to a Network" (1= Page 31) as the user
name for NAS setting.

o |f other Windows users have been created outside [NAS
User setting], those users will be erased. (Basic users
created using Management Application will not be
deleted.)
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3 Double-click a camera name to configure

Addlng an HDD (continued) settings for

The [Camera Properties] window appears.
Comera propertios [ o

General camera setiings

Frame Rate
Enabled.

Using NAS (continued)

l Specify NAS as the archiving destination

Event Notification

output

1 Click [+] in [Advanced Configuration]

PTZ Preset Positions

PTZ Patrolling

PTZ an Event

4 select [Recording and Archiving Paths]
Camera Propemg Lo O ] = s

General camera settings

Enabled:

5 click [Configure Dynamic Paths...]

Camera Recording settings

Frame Rats Recording path:

Video D¥MediaDatebase =
Audio Archiving path

RecordingProperties Using Dy Pars

Retertiontime: 7 Dayls) v

Database repair action: | Repar, scan, delete f fais

Genersl archiving settings for al cameras

Configure
Dynamic Paths.
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6 Deselect the [Enable dynamic path selection for
archives] check box, then click [OK]

Uve. Path Drive Size Free Space.
c c 968 oG8

01 ) 89968 89368
u 1) 168 168

M M 968 sc8

oK Cancel

You are returned to the [Camera Properties] screen.

7 Specify the path to the NAS drive in [Archiving path]
® The path can be set by specifying through the network
drive, or by setting the UNC path (network name and
folder name of NAS.)
® An error message will be displayed when setting;
however, there are no problems with recording
operations.

8 click [OK]

Caution:

® You cannot play back past archive data if you change the
archiving destination after actual operations.

® When specifying NAS as the archiving destination, a
message stating that the path could not be confirmed may
be displayed; however, archiving will be performed
correctly.

® Perform the NAS setting only after the NAS device setting
is complete and when the device is connected to the
network.

® An error message may appear on the Smart Client and
live images may not be displayed for several minutes after
the NAS drive setting.
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<Recorder Part> Applications

Saving/Restoring Settings

You can save the settings for Unit Setting and for
Management Application on a USB flash memory and
restore the previously saved settings.

Saving/Restoring the Settings of
Unit Setting

Settings will be saved on a USB flash memory.

H Saving

1 Connect a USB flash memory

2 Double-click [4. Unit Setup] on the desktop
i

EHUMTESEEID]
The [Unit Setting] window appears.

Unit Setting
Startllp auto-display setting
l NAS Setting WG Log Setting

[C]Smart Glient
[F1CPU Meter
[CTHDD Meter

IF Lease Setting Save Setting

Load Setting

Hardware error notification setting

Mail Setting Thit Setting

| I
I | | I
(ST — I
I | )

Notify by dialog

] Notify by mail
otify by mail International Setting

3 Click [Save Setting]

Unit Setting
StartUp auto-display setting
l NAS Setting l JWG Log Setting l

[]Smart Client

[ CPU Meter

T
[C1HDD Meter

IP Lease Setting

Load Setting

Hardware errar notification setting

[ SNMP Setting ] ]
l Mail Setting ] Tnit Setting ]

Notity by dialoe

7] Notify by mail
7 by International Setting

Gancel

/8

A confirmation screen appears.

Save JVC Setting -

You can save Unit Setting settings here and you can save live and recoding settings using
Management Application.

e R p—

4 Click [Save]
A confirmation message appears.
5 click [0K]

r B
X1600UnitSetup 5

i Save settings?

o JCem ]

The settings are saved.
® When the saving operation is complete, [Saving
succeeded] appears. Click [OK] to close the window.

H Restoring
1 Connect a USB flash memory

2 Double-click [4. Unit Setup] on the desktop
i

EHUMESELT)
The [Unit Setting] window appears.

Unit Setting
Startllp auto-display setting
l NAS Setting WG Log Setting

[l Smart Glient

[ZIGPU Meter
[]HDD Meter

IP Lease Setting Bawe Setting

Hardware error notification setting

| | )
I | | )
[ awpsm ] [ s
I | | )

Mail Setting Tnit Setting

Notify by dialoe

7] Hotify by mil
oty By mat Internatianal Settine

Caneel




3 Click [Load Setting]

Unit Setting
Startlp auto-display ssttin
[ NAS Setting [ JWG Log Setting l

[T Smart Cliert

[¥]CPU Meter

IP Lease Setting Sawe Setting

]
I )
— e —] | ————
I ]

[TTHDD Meter

Hardware error notification setting

MEip by i Mil Setting [ Tnit Setting ]
7] Notify by mail

Gancel

Settings stored on the USB flash memory are displayed.

4 select a file to load and click [Load]

Load JVC Setting

You can load Unit Setting settings here and you can load live and recoding settings using

Management Application.

A confirmation message appears.
5 click [0K]

The setting is loaded from the USB flash memory.

Saving/Reading the Settings of
Management Application

To save or read the Management Application settings, open
the [File] menu of Management Application. You can save
the settings in xml format anywhere on this unit.

l Saving

1 Open the [File] menu and click [Export
Configuration - Backup...]

The saving window appears.

2 Selecta storage location and enter the file name

© Export Configuration - Backup — - =)
OO [ < MilestoneDefaultSettings <[4 ] mies )
Organize ~ New folder )
T — 4 Name Date modified Type
B Desitop =) Defaultset3p 8/18/2011 3:25 ... XML Docum:
RIDowsiooE [2] DefaultSet-us 8/18/20112:21 ... XML Documey
i Recent Places
& Homegroup - < . 3
IFMegame‘ M |
e ] 4]

3 Click [Save]
The settings are saved.
Caution:

® Viewer information set on the viewer will not be saved.

M Reading Settings
Reading the saved settings and making adjustments.

1 Open the [File] menu and click [Import
Configuration...]

2 Select the file to read and click [Open]

9 Import Configuration % . -
QO [« MilestoneDefauitSattings « [4 ]| miest
P — Mot
“ Name Date modified Type
i Favorites
M Desktop (2] DefaultSet-IP 8/18/2011 3:25 XML Docums
& Downloads (2] Defaultset-Us 8/18/2011 2:21 XML Docums fl
%l Recent Places |-
4 Libraries
[ Documents
& Music
] Pictures
B videos
@ Homegroup
o i Wi
File name: | | [xmi Files (*.xmi) =
[=—e=1

Reading starts.

3 Restart the recording server

The read settings are implemented.
® To restart the recording server, see “When you change
settings of Management Application” (1= Page 19).
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Recorder Part

Reference

This chapter provides lists of setting items of this unit. Also read this chapter when any changes
of system configuration such as camera additions and maintenance are required.

Caution:

® Never turn off the power while saving settings of Management Application.

® When you change settings of Management Application, restart the service; otherwise, the new settings are not applied.
(v= Page 19 "When you change settings of Management Application") In addition, if you change settings of Management
Application while Smart Client is on, close Smart Client and restart the service.




<Recorder Part> Reference

Setup (This Unit)

Unit Setup

StartUp auto—dizplay setting

[ Smart Client
[Z]GPU Meter
[C]HDD Meter

Hardware error notification setting

Motify by dialoe

Motify by mail

M&S Setting JNVG Log Setting

IP Lease Setting Save Setting

SHMP Setting Load Setting

Mail Setting Ihit Setting

International Setting

@: Initial value

Item

Preset Values

Description

StartUp auto-display setting

For selecting the items to be displayed automatically when this unit is
started.

(r= Page 130)

Do not select check
box

Smart Client Select check box Select this check box to launch the Smart Client at system startup.
@ Do not select
check box
CPU Meter @ Select check box Select this check box to launch the CPU meter at system startup.

HDD Meter
(r= Page 130)

Select check box

® Do not select
check box

Select this check box to launch the HDD meter at system startup.

Hardware error notification setting

For specifying the error notification method used in the event of any
abnormality of this unit.

Do not select check
box

Notify by dialog @ Select check box Select this check box to display a warning dialog on the screen.
Do not select check
box
Notify by mail @ Select check box | Select this check box to notify the registered recipient(s) of any abnormality.
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Item

Preset Values

Description

NAS Setting (1= Page 75)

For configuring settings for NAS connection.

User name

For specifying the user name for NAS connection.

Password

For specifying password for NAS connection.

IP Lease Setting

For configuring settings to assign IP addresses to each network camera from
this unit.

Note:

® |n order to assign the IP address of the network camera using the IP
Lease feature, you need to enable the DHCP of the network camera. For
procedures to enable the DHCP of the network camera, refer to the
instructions of the network camera.

o |f the network uses more than one of this unit, enable the IP lease function
only for one unit. Also, do not enable the IP lease function when any DHCP
server is running on the same network. Enabling the IP lease function for
more than one unit may cause IPs to be fixed, leading to malfunction of
cameras.

IP Lease feature

Enable IP Lease

@ Select check box

Do not select check
box

Set whether to assign IP addresses to each network camera from this unit.

Delete past IP

Select check box

Select this check box to delete past IP information of each network camera

information ® Do not select and to assign the new IP address.
check box
Lease period @® Unlimited For specifying the valid period of the IP address assigned to the cameras.

Limited (24H)

Parameters

Head IP address

@ 192.168.0.100

For specifying the first IP address to be assigned to the network cameras.

Number

1 t0 99 units
@® 20Units

For selecting the number of IP addresses to be assigned to the cameras.
The selected number of IP addresses will be assigned starting from the first
IP address.

Subnet mask

@ 255.255.255.0

For specifying the subnet mask for the cameras.

Gateway

@ 192.168.0.254

For specifying the gateway for the cameras.

Primary DNS

@ 192.168.0.253

For specifying the primary DNS for the cameras.

Secondary DNS

@ 192.168.0.252

For specifying the secondary DNS for the cameras.

Domain name

For specifying the domain name for the cameras.

SNMP Setting (s== Page 126)

You can monitor the status of this unit from the SNMP manager on the
surveillance computer.

Enable SNMP Select check box Select this check box to enable the SNMP function.
@ Do not select
check box
Enable TRAP Select check box Select this check box to enable the TRAP function.
@® Do not select
check box
SNMP Manager IP | — Specify the IP address of the SNMP manager.
address
Community name | — Specify the SNMP community name.
(1 to 32 characters. Alphanumeric characters only.)
Monitoring interval
CPU Load 10 to 9999 seconds Specify the interval to monitor CPU usage.
@ 10 sec
D drive writing 30 to 9999 seconds Specify the interval to monitor the writing rate to the D drive.
rate @ 60 sec
Smart Client 10 to 9999 seconds Specify the interval to monitor the startup status of the Smart Client.
® 10 sec
Camera status | 60 to 9999 seconds Specify the interval to monitor the connection status of the camera.
@ 60 sec

Copy extended MIB file to flash memory

Copy the MIB extension information into a USB flash memory.
® For details on SNMP settings, refer to "Setting SNMP" (1= Page 126).
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Item

Preset Values

Description

Mail Setting (i== Page 59)

For configuring mail settings for error notification by mail in the event of any
abnormality of this unit.

Mail to For specifying e-mail address to receive error notification in the event of any
abnormality of this unit.
Add For adding e-mail address(es).
Edit For editing an e-mail address selected in the list.
Delete For deleting an e-mail address selected in the list.
Account setting
SMTP Settings for the outgoing mail server.
Server name | —
Port @ 25
User ID —
Password —
POP Settings for the incoming mail server.
Server name | —
Port @® 110
User ID —
Password —
Mail @® none Enables you to set the method of user authentication when sending out a
Authentication SMTP Authentication mail. For queries on the settings, consult your system administrator.
POP before SMTP
Mail from — For specifying the sender’s e-mail address to send error notification.
Send test mail — For sending a test mail.

International Setting

| Select language

| ® English

For selecting the display language used for the [Unit Setting] screen.

JVC Log Setting (=== Page 128)

For specifying the method to save logs.
® | og information may be required for diagnosing problems.

LOG storage
period [Days]

® 10

For specifying the period for retention of the logs.

Automatically
delete old log file in
case of storage
space shortage.

@ Select check box

Do not select check
box

Select this check box to delete older logs automatically when the free space
of the destination HDD decreases below 50MB.

Save Setting (1= Page 78)

For saving the contents of the unit settings to a USB flash memory.

Load Setting (1= Page 78)

For displaying the settings stored on the USB flash memory. Select setting(s)
to copy and click [Load].

Init Setting (1= Page 131)

Initialize all UNIT settings. Viewing and recording settings are not initialized.
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Network Settings

General

2 (ICPIPV) Propertes st
Internet Protocol Version 4 (TCP/IPv4) Properties

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

") Obtain an IP address automatically
@ Use the following TP address:

Internet Protocol Version 4 (TCP/IPv4) Properties

9 [t |

General

for the appropriate IP settings.

~) Obtain an IP address automatically
@ Use the following TP address:

You can get IP settings assigned autematically if your network supports
this capability. Otherwise, you need to ask your netwark administrator

IP address: 192 .168 . 0 .253 IP address: 192.168 . 1 .253
Subnet mask: 255 .255 .255 . O Subnet mask: 255.255.255. 0
Default gateway: Default gateway: 192 . 168 . 1 .254

Obtain DNS server address automatically Obtain DNS server address automatically

@ Use the following DNS server addresses: @ Use the following DNS server addresses:

Preferred DNS server: Preferred DNS server:

Alternate DNS server: Alternate DNS server:

] validate settings upon exit [T validate settings upon exit

l IP address setting

The settings may be configured in [Network and Internet] in [Control Panel]. Please refer to "Connect This Unit to a Network"
(= Page 31).

@: Initial value

Item | Preset Values
Network adapter interface name
LANA1 Intel(R) 82578DM
Gigabit Network
Connection
Realtek RTL8168D/
8111D Family PCI-E
Gigabit Ethernet NIC
(NDIS 6.20)
@ Select check box
Do not select check
box
@ 192.168.0.253
@ 192.168.1.253
@ 255.255.255.0

Description
For selecting a network you want to configure.
Settings when you are using a network with cameras (LAN1).

LAN2 Settings when you are using surveillance computers (LAN2).

Obtain an IP
address
automatically

Select this check box to obtain an IP address automatically.

IP address Note:

® To specify an IP address other than the default value, consult your system
administrator.

® There is a common host name for LAN1 and LAN2. If the host name is
changed, you need to add a new Windows user. (1= Page 66)

Subnet mask
Default gateway

automatically

check box

LANA1 —

LAN2 @ 192.168.1.254 Caution:
Obtain DNS Select check box ® Make sure to use LAN1 and LAN2 for different segments*.
server address ® Do not select Example:

LAN1: 192.168.0.253

Preferred DNS
server

LAN2: 192.168.1.253
* Segment: Underlined sections

Alternate DNS
server

H Host name setting
Make the settings from [Control Panel] = [System and Security] = [System] = [System Details] = [Computer Name] tab =

[Network ID].

Item

Preset Values

Host Name

JVCNVR

DNS Domain
Name
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Setting the Date and Time
of This Unit

This section describes procedures to set the date and time of
this unit.

Caution:

® There may be a daily error of 10 to 20 seconds depending
on the operating environment.

® The clock time may vary significantly when the lithium
battery level used for backup in this unit is running low. In
such a case, consult your nearest JVC KENWOOD
dealer.

l Using the time server

Use of a time server (NTP server) is recommended to ensure
recording at an accurate time.

Caution:

® Connect the time server to the LAN2 network.

1 Click the [Start] button on the desktop, followed
by clicking [Control Panel]

The control panel opens up.

OB > Conitane »

Adjust your computer's settings

@ S
?‘3 ot

m__ Network and Internet
(YW ks

=

haing options
/ Hardware and Sound Clock, Language, and Region
Add a device " Change keyboards or other input methods

Ease of Access
3 programs [ L stings
kiu Uninstal  program = y

2 Click [Clock, Language, and Region]

(53 s ContolPanel » S5 ] 1eorcn Contot e »

Adjust your computer's settings Viewby: Category *

User Accounts
) ® Change sccounttype

Appearance and Personalization
IQ a
a ound

? System and Security

Network and Internet
@. View ke

<. Choo:

/ Hardware and Sound
¢ View devicesan

. dpinters
Adda devee

R=3 Programs

k‘J Unins
cetn

The [Clock, Language, and Region] screen appears.

S» Control Panel » Clok, Language,and Region = |42} corchControl Pane »

Control Panel Home

& Date and Time

5 setthetime anddate | Change the time one | Add clocks for diferent time zones
Add the Clock gadgt o the desktop

& Region and Language

P Gt display languages | Change diplay language | Change location
Change th datetime, ; a orctherinput

Il

3 Click [Date and Time] and select [Internet Time]

S » ControlPanel » Clock Language, and Region =5 ) earch Conirt Panel »
ContrlPanel Home . I_ID‘“E e
SrmmE y @ Add clocks or different ime zones

‘Add the Clock gads

4 select [Change settings...]

g N —

[ Date and Time | Addifonal Clocks | Intemet Time |

This computer is not set to automatically synchronize with an Internet time
server,

[l Change settings...

What i Internet time synchronization?

The [Internet Time Settings] window opens up.
M= Internet Time Settings o @

Update now

5 select the [Synchronize with an Internet time
server] check box and select a server

6 Click [OK]

H Setting the time manually

If you do not use a time server (NTP server), click [Change
date and time] in [Date and Time] screen in Step 3 in “Using
the time server”.
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Setting the Volume

This setting is applicable when a speaker is connected with
this unit.

1 Click the [Start] button on the desktop, followed
by clicking [Control Panel]
The control panel opens up.

OO [F > Convolpanel »

Adjust your computer's settings

@ System and Security
A s status

Clock, Ldngudge and Region
YV Change keyboards or other input methods

83
N
"

p— Ease of Access

2 Click [Hardware and Sound]

(53 s ControlPanel » S5 5o

Adjust your computer's settings Viewby:  Category +
? System

Networl
[ Vg

= Crocee romearoin .

User Accounts

| Hardware and Sound |

Adda device

&=y Programs
KR s pegom
Get programs

/ Devices and Printers
&) pddo de da printer

5] Autoplay
Change defaultsetings for media or devices | Play CDs orcther media sutomaticlly

Sound
@ e olme | Changespem s | Monage i e

@ Power Options
Cheng:

Requir

c

86

3 Click [Adjust system volume]

% » ControlPanel »_ Hardware and Sound » =43 ] scorch ControtPanet. 2

z Dev\ces and Printers
o Addaprinter | Mouse | @ Device Manager

W] AutoPlay
Change defaut sttings for media or devices | Play CDs or other media automatically

o
D)
Q):<
P o oo

Chan st

ings | Change what the power buttons do
c

The [Volume Mixer] window appears.

Volume Mixer - Digital Audio (3/PDIF) (High Definition Audio Device) i

Device Applications
=P -]
Digital Audio System Sounds

(5/PDIF)

= =

L LYl

4 Adjust the volume by dragging the volume slider
in [Device]
® Adjust the volume while listening sound from the
speaker.

$ click [[§¢ 38 (Close)]



The account selection screen appears.

Setting the Password to

=)
- - - & =[® » Controlpanel » » User Accounts » <[4 [ search con.. £
Login to This Unit
g 1 E

This section describes procedures to set a password used to
start this unit.
Setting the Password
Set the password to log in to this unit.
Caution:
® The warning message (i Page 195) will not be displayed

unless you login after startup of this unit. In this case, the . .

[WARNING] indicator lights up. 3 Click [Administrator]
Note: PNy
® Password is not set by default. If you do not want to use a OO o v 55 R

password for login, this setting is not necessary. Choose the accountyou would ik tochange

Administrator | Guest
hamiisate Gursccoutis

1 Click the [Start] button on the desktop, followed
by clicking [Control Panel]

The control panel opens up.

() [B » ControlPanel » ~ [ 49 |[[seorc 2|

Adjust your computer's settings

‘. System and Security
atus

. Network and Internet
@i ks
_

haring options

5‘:“”“ Clock, Language, and Region

Change keyboards or other input methods

The account modification screen appears.l
4 Click [Create a password]

(= |0 i

D) =[R « Uses Accuns » ManageAccourts » Crange an Accoms B B

Administrator
I Administrator

Make changes to mind's account

2 Click [Add or remove a User Account]

]

u\/ [B» Control Panel » <[4 [Iseorch Con.. £

Adjust your computer's settings

by: Category ¥

System and Security
atus

R
o
»

Personalization

nd

Clock, Language, and Region
a t methods

Programs

Uninstalla program




<Recorder Part> Reference

Setting the Password to Validating the Password
Login tO Th is U nit Once the password has been set, validate it from the

command prompt and set the password to be entered when

(Continued) logging in.

Note:
o |f the password is not validated, an error will appear when
Setting the Password (continued) attempting to log in.
S Enter the password 1 Click the [Start] button on the desktop, [All
| ek Programs], [Accessories], then click [Command
@vv 8, <« User Accounts » Manage Accounts » Change an Account » Create Password « [ %3 || Search Con... &

Prompt]

Create a password for mind’s account

The command prompt starts up.

2ck mind to make 2 password reset floppy disk.

) — 2 Enter [control userpasswords2], then press the
[ J
Enter the password twice for confirmation. enter key on the keyboard
6 Click [Create password]
(=E==)
O )= « vsera S Change an Account b Create Password AE »
The [User Accounts] window appears.
Users | Advanced
Use the list below to grant or deny users access to your computer,
@0y  andto change passwords and other settings.
Users must enter a user name and password to use this computer;
Users for this computer:
The password is created. == Group
. . N k2 HomeGroupUser§ HomeUsers
To validate the created password, see "Validating the B Il e

Password" (=== Page 88).

[ Add Remove Properties
Passwerd for mind

A Tochange your password, press Cik-Al-Deland select Change
% Password.

88



3 Select [Users must enter a

user name and

password to use this computer]

Users | Advanced

Use the list below to grant or deny users access to your computer,
%) and to change passwords and other settings.

Ij Users st enter 3 User name and password 10 use this computer I

Users for this computer:

User Name Group.
% HomeGroupUser$. HomeUsers
=1 mind Homelsers; Administrators
Add. Remove Properties

Password for mind

To change your password, press Ctrl-Alt-Del and select Change
Password.

Reset Password...

4 Click [OK]

User Accounts ==

Users | Advanced

q? Use the list below to grant or deny users access to your computer,
@ andto change passwords and other settings.

Users must enter a user name and password to use this computer,

Users for this computer.

I [ vserome Group
52 HomeGroupUsers Homelsers
5 mind Homelsers, Administrators
Add. | [ Bemove | [ Properties

Password for mind

To change your password, press Ctrl-Alt-Del and select Change

Password.
Reset Password...
i FE
I ok I Cancel Aoply
¢ — —

d

5 click [[e5] (Close)] to close the command

prompt

Note:

® To log in automatically, deselect [Users must enter a user
name and password to use this computer] in step 3.

® To display the screen keyboard on the Windows login
screen (after the password is valid), click the [Ease of
access] button, then activate [Type without the keyboard

(On-Screen Keyboard)].
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Management Application

(Wizards)

The wizard setup of Management Application allows you to configure basic setting items in order.

B8 omE @
Server

|8 xProtect Enterprise Management Applic

milestone

The Open Platform Company

Welcome to the Milestone XProtect Enterprise Management Application.
Use the wizards below to configure the surveillance system
For detailed configuration of all settings. use the Advanced Configuration

Fle Services Wizards Application Settings  Help

Client and configure the rights of each user.

@ 1. Add Hardware Devices... @
2 Configure Video and Recording. - @
$ 3. Adjust Motion Detection__ @
@ R T s @
Settings changes: Apply Discard
Item Description Reference
(@ Add Hardware Devices... For registering network cameras. 15 Page 33
@ Configure Video and For configuring settings related to camera images and recording. | == Page 34
Recording...
(3 Adjust Motion Detection... For configuring settings related to motion detection. This setting is | 1= Page 44
not necessary if the recording condition is not set to [Motion
detection] in [Configure Video and Recording...].
@ Configure User Access... This section describes procedures to register user(s) of Smart 1 Page 66
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Management Application
(Advanced Configuration)

milestone

The Gpen Platform Company

Welcome to the Milestone XProtect Enterprise Management Application.
Use the wizards below to configure the surveillance sysiem
For detailed configuration of all setfings. use the Advanced Configuration

@ 1. Add Hardware Devices._.
A’ 2 Configure Video and Recording. .

o
= ‘% 3. Adjust Motion Detection...

@ 4. Configure User Access...

Settings changes Apply

ltem Description Reference

(D Hardware Devices For displaying properties and settings of devices connected to the system. | 1= Page 92
(@ Cameras and Storage Information | For specifying the frame rate and storage location of camera images. | t= Page 100
(3 Events and Output For configuring various event settings. 1 Page 105
@ Scheduling and Archiving For specifying various schedules for recording, archiving, = Page 107

notification, and PTZ patrolling, etc.
(5 Matrix For configuring settings of Matrix function to distribute images 1* Page 109

upon the occurrence of any event.
(® Logs For configuring settings for logging. 1* Page 109
@ E-mail For configuring e-mail notification settings. = Page 110
SMS For configuring SMS notification settings. —

Note:

@ This unit does not support notifications by SMS.
(@ Central Settings for using Milestone's Milestone XProtect Central. —

Note:

® This unit does not support Central functions.
Server Access For configuring settings related to servers. 1” Page 111
A1) Master/Slave For configuring master/slave settings in case more than one NVR is used. | 1= Page 112
2 Users For adding/changing users and/or user rights. 5" Page 112
{3 Services For starting/stopping various services of Management Application. | == Page 113
Note:

® When an item is clicked, a summary of the settings appears.
® When there are items below, click [+] to display them.
® When you double-click an item, the properties window appears and detailed settings can be made.
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Hardware Devices

@: Initial value

Item

Preset Values

Description

Hardware Devices (Hardware Properties)

Name and
Video
Channels

Hardware
name and
video
channels

Hardware name

Name used to identify the device. You cannot assign the
same name to multiple devices.
® The following characters cannot be used.<> & '"\/:

2111

Enable

Select check box

Do not select check
box

Select this check box to use this device.
® Default value varies depending on devices.

Network,
Device
Type and
License

Network

Address

IP address or DNS host name of the device.

HTTP port

® 80

If [Use default HTTP port] is selected, HTTP
communication to the unit will be performed through the
default port number 80. To use another port, deselect
the check box and specify the port number in the field to
the left of the check box. Default value for [Use default
HTTP port] varies depending on the device.

FTP port

o 21

If [Use default FTP port] is selected, FTP
communication to the unit will be performed through the
default port number 21. To use another port, deselect
the check box and specify the port number in the field to
the left of the check box. Default value for [Use default
FTP port] varies depending on the device.

User Name

Password

Enter the password for logging into the device using the
root account (also known as Admin or Administrator
account).

Device type

Hardware type

For selecting the type of device from the list.

Serial number (MAC address)

Serial number of the device. The 12-character MAC
address of the device is normally used.

Device license key (DLK)

Not used.

Replace Hardware Device

Replace the device in use with a new one (= Page 118
"Replacing a Hardware Device").
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Item | Preset Values Description
Hardware Devices (Hardware Properties) (continued)
PTZ Device | PTZ Connected Select check box Select this check box when a PTZ camera is included in
settings cameras have | @ Do not select the cameras connected to the unit. If this check box is
Pan/TiltVZoom check box not selected, the PTZ function is not available.
capabilities
PTZ type on @® None Select a control method suitable for PTZ camera(s) if
COM!1 JCBP-S the camera is controlled through the COM1/COM2 port
PTZ type on Pelco-P of the network encoder (IP video server). Select [None]
com2 Pelco-D when no PTZ cameras are controlled through the
COM1/COM2 port.
Camera The camera name is displayed.
Type @ Fixed Select whether the camera is [Fixed] or [Moveable].
Moveable [Fixed]: Fixed camera
[Moveable]: PTZ camera
Port CcOoM1 Available when [Moveable] is selected for [Type].
COoMm2 Select the control port of the network encoder (IP video
server) to control the PTZ function.
Port Address @0 Available when [Moveable] is selected for [Type].
Specify the camera’s port address. Normally, specify
the address as “0” or “1”.
When series connection is applied for PTZ cameras,
the unit identifies the cameras by the port address.
Confirm the recommended setting for each camera
referring to the camera’s instruction.
Fisheye Fisheye Enable fisheye | Select check box Select this check box to use the fisheye lens function.
@ Do not select
check box
Fisheye license key For specifying the license key to use the fisheye lens
function.
® For details on purchasing a license key, consult our
authorized dealers or JVC KENWOOD service
center.
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ltem Preset Values Description
Camera (Camera Properties)
Camera General Enabled Select check box Select this check box to use this camera. Default value
Properties |camera Do not select check | varies depending on the camera.
settings box
Camera name |— The name is used to identify the selected camera. Do
not assign the camera name already used for other
devices.
® The “Camera name” is not the name specified for the
camera unit, but for identifying the camera on this
unit.
® The following characters cannot be used.<> &"'" \/
20
Camera — For specifying the camera number.
shortcut number ® Do not assign a camera number that is used by other
cameras.
Frame rate |Frame rate |Regularframe |1to 10, 15, 20, 25, For specifying the frame rate for live display.
selection rate: 30,
(MJPEG) |Live frame rate |Second, Minute, Hour
@ 20 Second
Regular frame | @ 10.00 Second For specifying the frame rate for recording.
rate: ® The values that can be specified differ depending on
Recording frame the settings for [Regular frame rate: Live frame rate].
rate ® You cannot specify values larger than [Regular frame
rate: Live frame rate].
Enable speedup | Select check box Select this check box to use the speedup function.
® Do not select ® The speedup function is enabled by [Motion
check box detection] or [Event].
Speedup frame |@ 20 Second For specifying the frame rate for live display when the
rate: speedup function is enabled.
Live frame rate ® The values that can be specified differ depending on
the settings for [Regular frame rate: Live frame rate].
® You cannot specify values smaller than [Regular
frame rate: Live frame rate].
Speedup frame | @ 10.00 Second For specifying the frame rate for recording when the
rate: speedup function is enabled.
Recordingframe ® The values that can be specified differ depending on
rate the settings for [Speedup frame rate: Live frame rate].
® You cannot specify values larger than [Speedup
frame rate: Recording frame rate].
On motion Select check box For specifying whether or not the speedup setting is
@® Do not select enabled to increase the frame rate for recording when
check box any motion detection or event occurs. Select this check
On Event Select check box box to enable it. .
o |f the [Event] check box is selected, set the start
@ Do not select
event and stop event.
check box
Start event o —
Stop event
Configure Hardware input Select an event and click [Open] to display the settings
events events screen for the selected event.
Manual events
Generic events
o —
Caution:

® Be sure to set the frame rate so that the total frame rate does not exceed the performance capacity of this unit. For the
performance of this unit, see “Recording/Displaying live images/Distribution performance” (i=*Page 196).
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Item

Preset Values

Description

Camera (Camera Properties) (continued)

Video Video Properties
Configure Video | — Click to display the [Video Properties] screen.
Properties Make detailed display settings for the selected camera.
Note:
® The displayed items and initial settings differ
depending on the camera. For details, see the
instruction manual of the camera.
Preview — For displaying the preview.
Audio Audio Default — This setting is applicable when microphones and/or a
selection microphone speaker are used. Available microphones/speakers
Default speaker | — vary depending on the camera.
Recording |Recording | Recording Always Always: Select this check box to always record images.
Properties settings Never Never: For recording images manually without
. recording settings.
Conditionally Conditionally: For setting the conditions to record

images.

® Default value varies depending on the camera.

® Configure settings below when you select
[Conditionally].

Built-in motion

Select check box

Select this check box to record all images where any

detection @® Do not select motion is detected.
check box
Event Select check box Select this check box to start recording at the

@® Do not select

occurrence of an event.

check box o |f the [Event] check box is selected, set the start
Start event — event and stop event.
Stop event
Configure Hardware input Select an event and click [Open] to display the settings
Events events screen for the selected event.
Manual events
Generic events
o —
Enable pre- Select check box Images before/after the occurrence of motion or an
recording @® Do not select event can be recorded. You can specify units of
check box seconds to record before/after the occurrence.
second(s) — e Default value varies depending on the camera.
Enable post- Select check box
recording ® Do not select
check box
second(s) —
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Item

Preset Values

Description

Camera (Camera Properties) (continued)

Recording
and
Archiving
Paths

Recording
settings

Recording path

D:\MediaDatabase

Do not change this setting.

Archiving path

@ Using dynamic
path

For specifying the archiving destination of the database.
® You can not specify the destination when a dynamic
path is used.

Retention Time

Day(s), Hour(s),
Minute(s)
@ 7 Day(s)

For saving records to the database until the record
reaches the predefined recording time. Specify the
recording time in the next field and select the unit of
time (Minute(s), Hour(s), or Day(s)) from the list.

Database repair
action

@ Repair, scan,
delete if fails
Repair, delete if fails
Repair, archive if fails
Delete (no repair)
Archive (no repair)

For selecting the action to take when problems are
found in the database. The number of options available
varies depending on whether archiving is enabled.
Caution:
® Select [Archive (no repair)] in normal circumstances.
If you have selected another option, the data may be
lost if problems occur in the database.

Repair, scan, delete if fails:

Two different repair methods, quick repair (recovery)
and complete repair (scan), are used. Content of the
database will be deleted if both repair methods fail.
Repair, delete if fails:

The fast repair method is used. Content of the database
will be deleted if fast repair fails.

Repair, archive fif fails:

This option is available only if archiving is enabled for
the camera. The fast repair method is used. Content of
the database will be archived if fast repair fails.

Delete (no repair):

Do not select this item.

Archive (no repair):

This option is available only if archiving is enabled for
the camera. Content of the database is archived. Select
this option.
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Item

Preset Values

Description

Camera (Camera Properties) (continued)

General archiving settings for all cameras

For configuring common archiving settings for all
cameras.

Configure | Enable dynamic | @ Select check box | Select this check box to automatically select an
Dynamic path selection Do not select check | @rchiving destination drive from the registered list.
Paths... for archives box The registered archiving destination will be listed along
Use @ Select check box | with the drive, path, capacity and free space.
Do not select check | Deselecting the [Use] check box will disable the
box selection.
Drive —
Path —
Drive Size —
Free Space —
New UNC path | — For specifying a drive path you want to register for
automatic selection by dynamic path.
Event Event Available events | Hardware You can view the yellow display in the title bar area on
Notification | notification Manual the upper part of the live image display screen in case a
Generic specific event occurs.
® Select an event from the [Available events] list and
Selected events | @ None : .
move it to the [Selected events] list.
Configure Hardware input Select an event and click [Open] to display the settings
events events screen for the selected event.
Manual events
Generic events
o —
Output Output Available output | @ None For displaying the available output ports.
activation
On manual @ None For specifying an output port to output when a specific
activation event or manual event occurs.
On motion @ None For specifying an output port to output when motion is
detected detected.
Configure Hardware input Select an event and click [Open] to display the settings
events events screen for the selected event.
Manual events
Generic events
o —
Motion Motion Sensitivity 0 to 256 For determining the level of change in the image pixel
Detection detection @ 40 that is to be recognized as motion. As the value is
and Exclude decreased, the sensitivity is increased, and minor
Regions changes in the pixels are recognized as motion.
(.= Page 44) Motion 0 to10000 For determining the number of pixels for which a
@ 640 change is to be recognized as motion. When the slider
is moved from side to side, the black vertical line at the
bottom of the screen moves together, and the boundary
(Motion Sensitivity) is adjusted. When detected motion
exceeds the selected sensitivity level, the bar changes
from green to red, indicating a positive detection.
Motion detection | @ 240 milliseconds | For specifying the motion detection interval.
interval
Exclude Enable Select check box Select this check box to specify region(s) where the
regions @® Do not select motion detection is disabled.
check box
Show Grid Select check box Select this check box to show the grid on the preview

@® Do not select
check box

screen.
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Item

Preset Values

Description

Camera (Camera Properties) (continued)

PTZ Preset | PTZ preview — For directing the PTZ camera to any position.
Positions Audio Default — This setting is applicable when microphones and/or a
(v= Page 39) | selection microphone speaker are _used. Available microphones/speakers
Default speaker | — vary depending on the camera.
PTZ preset |PTZ Type Type 1 (stored on Type 1 (stored on server): For setting and saving a
positions server) preset position on the server.
Type 2 (stored on Type 2 (stored on camera): Click [Import/Refresh], then
server) read the preset position from the camera. The preset
Type 3 (stored on position is saved on this unit.
camera) Type 3 (stored on camera): Click [Import/Refresh]. The
preset position is imported from the camera and stored
on the camera.
Note:
® When using a JVC camera, it is recommended to
select the more positionally accurate [Type 3]. (Not
selectable depending on the camera.)
Add New — For adding a preset position you just set to the list.
Set New — For modifying a preset position selected in the list. Use
Position the PTZ preview screen to modify the position.
Delete — For deleting a preset position selected in the list.
Test — For testing a preset position.
PTZ Patrolling profiles — For displaying a defined patrol and creating a new
Patrolling patrolling profile.
(v= Page 41) Patrolling — For displaying a defined patrolling profile.
Profiles
Add New — For creating a new patrolling profile.
Delete — For deleting a patrolling profile selected in the list.

Patrolling list

For editing the patrolling details.

Preset Positions

For displaying a defined preset position on the selected
camera. Select a preset position you want to add to the
patrolling profile and click [i‘] and then it is added to
the profile.

Patrolling List

For displaying a preset position registered with the
patrolling profile. To delete it from the patrolling profile,
select a preset position you want to delete and click

[

Wait time (sec.) |@ 10 For specifying the period for which the camera stops in
each preset position.
Transitiontime |@ 5 For specifying the period for which the camera moves

(sec.)

between preset positions. During the period, motion
detection is disabled.
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Item

Preset Values

Description

Camera (Camera Properties) (continued)

PTZ
Patrolling
(continued)

PTZ scanning

Select check box

@® Do not select
check box

(Speed)

High
@® Medium
Low

For confirming and specifying the scanning speed in
case of a camera with the PTZ scanning function.

Pause
patrolling

Pause patrolling

Select check box

Select this check box to pause patrolling when any

if motion is @ Do not select motion is detected.
detected check box
Resume seconds after first For specifying timing to resume the patrolling paused
patrolling motion detection due to motion detection.
seconds after last
motion is detected
Resume PTZ @ 30 seconds For specifying timing to resume manual PTZ operation

patrolling after

or to resume patrolling interrupted due to an event.

PTZ on event
(v= Page 52)

Event @® None
PTZ Preset @® None
Position

For specifying a combination of an event and a preset
position in case the PTZ camera is configured to be
moved by an event.
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Cameras and Storage Information
@: Initial value

Item | Preset Values Description

Recording and Archiving Paths

Template

For displaying template settings.

Recording Path

D:\MediaDatabase

Do not change this setting.

Archiving Path

@ Using dynamic
path

For specifying the archiving destination of the

database.

® You can not specify the destination when a dynamic
path is used.

Retention Time

Day(s), Hour(s),
Minute(s)
® 7 Day(s)

For saving records to the database until the record
reaches the predefined recording time. Enter the
recording time, then select a unit from the list.

(For each camera)

For configuring settings for each camera.

Apply Template

Select check box

® Do not select
check box

Select this check box to apply the template setting.
Note:

® Click [Select All] to select check boxes of all
cameras.

® Click [Clear All] to deselect check boxes of all
cameras.

Camera Name

For displaying the camera name.

Shortcut

For specifying the camera number.
® Do not assign a camera number that is used by
other cameras.

Recording Path

D:\MediaDatabase

Do not change this setting.

Archiving Path

@ Using dynamic
path

For specifying the archiving destination of the

database.

® You can not specify the destination when a dynamic
path is used.

Retention Time

Day(s), Hour(s),

For saving records to the database until the record

Minute(s) reaches the predefined recording time. Specify the
@ 7 Day(s) recording time in the next field and select the unit of
time (Day(s), Hour(s), Minute(s)) from the list.
Cameras Open For displaying the [Camera Properties] window.
Dynamic Path Selection — Archives

Dynamic path
selection - All
cameras

Enable dynamic path
selection for archives

Select check box

Do not select check
box

Select this check box to automatically select an
archiving destination drive from the registered list.
e Default value varies depending on the camera.

Use

Drive

Path

Drive Size

Free Space

The registered archiving destination will be listed along
with the drive, path, capacity and free space.
Deselecting the [Use] check box will disable the
selection.

New UNC path

For specifying a drive path you want to register for
automatic selection by dynamic path.
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Item

Preset Values

Description

Video Recording

Template

For displaying template settings.

Record on

Always
Never

@® Motion
detection

Event

Event and motion
detection

For selecting a recording method.

Start Event

Stop Event

® None

For specifying an event to start recording and an event
to stop recording.

Pre-recording

Select check box

® Do not select
check box

Second(s)

®3

Post-recording

@ Select check
box

Do not select check
box

Images before/after the occurrence of motion or an
event can be recorded. You can specify units of
seconds to record before/after the occurrence.

Stop Event

Second(s) ®3
(For each camera) For configuring settings for each camera.
Apply Template Select check box Select this check box to apply the template setting.
@ Do not select Note:
check box ® Click [Select All] to select check boxes of all
cameras.
® Click [Clear All] to deselect check boxes of all
cameras.
Record on Always For selecting a recording method.
Never
@ Motion
detection
Event
Event and motion
detection
Start Event @® None For specifying an event to start recording and an event

to stop recording.

Pre-recording

Select check box

® Do not select
check box

Second(s)

Post-recording

@ Select check
box

Do not select check
box

Second(s)

Images before/after the occurrence of motion or an
event can be recorded. You can specify units of
seconds to record before/after the occurrence.

e Default value varies depending on the camera.

Manual Recording

Manual Recording

Enable manual
recording

Select check box

Do not select check
box

Select this check box to use the manual recording
function.
® Default value varies depending on the camera.

manual recording

Default duration of @ 300 sec For specifying the recording time for manual recording.
manual recording Recording will end automatically after the defined time.
Maximum duration of | @ 1800 sec For specifying the maximum duration of manual

recording.
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Item

Preset Values

Description

Frame Rate - MUPEG

Frame rate (MJPEG)

Regular Frame Rate

Live Frame Rate 11010, 15, For specifying the frame rate for normal live display.
@ 20, 25, 30 Note:
® The validated setting value differs depending on the
camera. Refer to the instruction manual of the camera
and confirm the validated setting value before setting.
Recording Frame @ 10.00 For specifying the frame rate for normal recording.
Rate ® The values that can be specified differ depending on
the settings for [Regular frame rate: Live frame rate].
® You cannot specify values larger than [Regular
frame rate: Live frame rate].
Note:
® The validated setting value differs depending on the
camera. Refer to the instruction manual of the camera
and confirm the validated setting value before setting.
Time Unit @® Second For specifying the time unit.
Minute
Hour
Apply Template Select check box Select this check box to use a template when you
® Do not select configure settings for each camera.
check box Note:
® Click [Select All] to select check boxes of all cameras.
® Click [Clear All] to deselect check boxes of all cameras.
Camera Open For displaying the [Camera Properties] window.

Speedup Frame Rate

Enable Speedup

Select check box

® Do not select
check box

Validates speedup.

Live Frame Rate

® 20

For specifying the frame rate for speedup live display.

® The values that can be specified differ depending on
the settings for [Regular frame rate: Live frame rate].

® You cannot specify values larger than [Regular
frame rate: Live frame rate].

Caution:

® Be sure to set the frame rate so that the total frame
rate does not exceed the performance capacity of
this unit. For the performance of this unit, see
“Recording/Displaying live images/Distribution
performance” (i=Page 196).

Recording Frame
Rate

@ 10.00

For specifying the frame rate for speedup recording.

® The values that can be specified differ depending on the
settings for [Speedup frame rate: Live frame rate].

® You cannot specify values larger than [Speedup
frame rate: Live frame rate].

Caution:

® Be sure to set the frame rate so that the total frame
rate does not exceed the performance capacity of
this unit. For the performance of this unit, see
“Recording/Displaying live images/Distribution
performance” (i=rPage 196).

Time Unit

@® Second
Minute
Hour

For specifying the time unit.
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Item

Preset Values

Description

Frame Rate - MJPEG (continued)

Frame rate (MJPEG) (continued)

Speedup Frame Rate (continued)

Speedup on Motion Detection Set when the speed up setting is activated.
@ Event
Event and motion
detection
Schedule only
Start Event @® None When [Speedup on] is set to [Event] or [Event and
Stop Event motion detection], select the start/stop event.
Apply Template Select check box Select this check box to use a template when you
® Do not select configure settings for each camera.
check box Note:
® Click [Select All] to select check boxes of all
cameras.
® Click [Clear All] to deselect check boxes of all
cameras.
Camera Open For displaying the [Camera Properties] window.
Frame Rate - MPEG
Frame rate (MPEG) | Live FPS 1to0 10, 15, 20 For specifying the frame rate in live display.

Note:

® The validated setting value differs depending on the
camera. Refer to the instruction manual of the
camera and confirm the validated setting value
before setting.

Record Keyframes
Only

Select check box

® Do not select
check box

Select this check box to record keyframes (I Frame)
only.

Record All Frames on

Motion detection
Event

Event and motion
detection

@ Schedule only

For selecting conditions for recording all frames.

Start Event

® None

For specifying an event to start recording and an event

Stop Event to stop recording.
Apply Template Select check box Select this check box to use a template when you
® Do not select configure settings for each camera.
check box Note:
® Click [Select All] to select check boxes of all
cameras.
® Click [Clear All] to deselect check boxes of all
cameras.
Camera Open For displaying the [Camera Properties] window.
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Item

Description

Audio Selection

Audio selection

Preset Values
Default Microphone @® None
Default Speaker @ None

This setting is applicable when microphones and/or a
speaker are used.

Apply Template Select check box Select this check box to use a template when you
® Do not select configure settings for each camera.
check box Note:
® Click [Select All] to select check boxes of all
cameras.
® Click [Clear All] to deselect check boxes of all
cameras.
Camera Open For displaying the [Camera Properties] window.
Audio Recording
Audio recording Record audio - all @ Always For selecting whether to record audio sound together
cameras Never with images.
Storage Information
Storage information | Drive Information of the storage currently used is displayed.
Path Path, capacity, video data amount, other data amount
Usage and free space are displayed for each drive.
Drive Size
Video Data
Other Data
Free Space
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Events and Output

@: Initial value

Ports and Polling

Ports and
polling

Item Preset Values Description
Alert and generic event port 1 to 65535 For specifying a port number to handle a warning
® 1234 triggered by an event, such as a generic event.
SMTP event port 1 to 65535 For specifying a port number to send event
@ 25 information from a device to the monitoring
system via SMTP.
FTP event port 1 to 65535 For specifying a port number to send event
@ 21 information from a device to the monitoring
system via FTP.
Polling interval [1/10] second @® 10 (1 sec) For some devices, the monitoring system must

check the status of device input port to detect

whether or not the input has been received. Such

regular status check is referred to as “polling”

® For I/O devices, set the polling interval as
short as possible.

® For devices that require polling, refer to the
relevant instruction manuals for 1/O devices.

Hardware Input Events (1= Page 48)

(Hardware
Device name)

Event
configuration

Enable event

@ Select check
box

Do not select

Select this check box to use the event function.

Note:
® The following setting items vary depending on

check box selected events.
Event name For specifying an event name.
® The following characters cannot be used. <> &'" \/:*?[[]
Pre/post alarm Images from — For selecting cameras to acquire images.
images camera
Number of pre- | @ 3 For specifying the number of images to acquire.
alarm images
Frames per o1 For specifying the number of image frames.
second
E-mail Send e-mail if | Select check box | Select this check box to send an e-mail when an
notification this event @ Do not select | event occurs.
occurs check box

Attach image
from camera

Select check box

® Do not select
check box

Select this check box when you attach an image
to the e-mail, and select an image source by
using the pull-down menu.

SMS notification | Send SMS if Select check box | Note:
this event @ Do not select | e This unit does not support notifications by
occurs check box SMS.
System motion | Create a Select check box | Select this check box when you create an event
detection event | system motion | @ Do not select | to be triggered by motion detection.
detection event check box

for the camera

Hardware Output (1= Page 56)

(Hardware
Device name)

Output Settings

Output name

For specifying a name for the output.
® The following characters cannot be used. <> &'" \/:*?[[]

Output
connected to

For selecting which destination to connect the output to.

Keep output for

For specifying the output holding time in units of 1/10 seconds or

seconds.

Test Output

Click this to perform a test on the output settings.
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Item

Preset Values

Description

Manual events (== Page 50)

Global/(Manual
Event name)

Event Event name For specifying an event name.
configuration ® The following characters cannot be used. <> &'" \/:*?[[]
E-mail Send e-mail if | Select check box | Select this check box to send an e-mail when an
notification this event @ Do not select | event occurs.

occurs check box

Attach image
from camera

Select check box

® Do not select
check box

Select this check box when you attach an image
to the e-mail, and select an image source by
using the pull-down menu.

SMS notification | Send SMS if Select check box | Note:
this event @ Do not select | e This unit does not support notifications by
occurs check box SMS.
Generic Events (== Page 46)
(Generic event | Event Event name — For specifying an event name.
name) configuration ® The following characters cannot be used. < >
&'"\/:*?1[]
Event — Enter the words to be used as keywords when
substring analysing the received character string. When
[Add] is clicked for and entered word, it is added
to [Event message expression].
® The following characters cannot be used. < >
&'""\/:*21[]
Event — The added words are displayed. Use the
message following buttons to edit the conditions.
expression ® (): Bundle related words.
Words enclosed with () are prioritized over
other words.
® AND: Insert between words which must both
be included.
® OR: Insert between words where either is
required.
® Delete: Delete the word to the left of the
cursor.
Event protocol | Any Choose which protocol this unit uses to receive
® TCP on the detection of an event.
UDP
Event rule type | Match Set the rule for analysing the received data (data
® Search which exactly matches is analysed, or data which
partially matches is analysed).
Event priority | 0 to 1000 Each event is prioritized to determine which
@0 event will function when the received data
complies with more than on event rule.
E-mail Send e-mail if | Select check box | Select this check box to send an e-mail when an
notification this event @ Do not select | event occurs.
occurs check box

Attach image
from camera

Select check box

® Do not select
check box

Select this check box when you attach an image
to the e-mail, and select an image source by
using the pull-down menu.

SMS notification

Send SMS if
this event
oceurs

Select check box

® Do not select
check box

Note:

® This unit does not support notifications by
SMS.
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Item

Preset Values

Description

Output Control on Event

Output on
Event

Activate output
on event

Event

Set the combination of set events and outputs.

Output

Configure events

I/O input events
Manual events
Generic events

Select an event and click [Open] to display the
settings screen for the selected event.

Configure Output...

Display the output settings screen (x= Page 105
"Hardware Output").

Scheduling and Archiving

@: Initial value

Item

Preset Values

Description

Scheduling All Cameras (= Page 121)

Schedule all cameras

Online @ Always off
Speedup Always on
E-mail

SMS

PTZ Patrolling @ None

For specifying options for Online, Speedup, Send e-
mail/SMS, and PTZ patrolling schedule for each
camera.

Note:
@ This unit does not support notifications by SMS.

Apply Template (for each camera)

Select check box
@ Do not select check box

Select this check box to use a template when you
configure settings for each camera.

Scheduling Options

Scheduling options

Start cameras on
client request

Select check box
@ Do not select check box

Select this check box to start the camera on request
from the viewer.

Schedule profile | Always off For specifying the default schedule value applied to
for new cameras Always on any new camera added.
® Default value varies depending on the camera.

Hardware device Maximum delay @ 10 For specifying the maximum delay for reconnect.
communication between reconnect

attempts

Restore Default | — Reset the maximum delay time for reconnection.

Archiving

Archiving time @ 12:00:00 For specifying the archiving time.

Archive failure
notification

Send e-mail on
archive failure

@ Select check box
Do not select check box

Select this check box to send an e-mail when any
failure occurs during archiving.

Send SMS on
archive failure

@ Select check box
Do not select check box

Note:
® This unit does not support notifications by SMS.
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Item

Preset Values

Description

(Camera name)

Online Period (1= Page 123)

Online schedule Schedule
profiles

@ Always on
Always off

For selecting a schedule profile.

Set camera to start/stop on time

@ Select check box
Do not select check box

For activating/deactivating cameras at a specified
time.

Set camera start/stop on event

Select check box
@ Do not select check box

For activating/deactivating cameras when an event
occurs.

Start event

Stop event

For specifying a start event and a stop event.

Configure Events

Hardware Input Events
Manual Events
Generic Events

Select an event and click [Open] to display the
settings screen for the selected event.

Weekdays, Everyday

o —
Start time 0:00 to 23:59 For specifying the start time and stop time.
End time

Day Monday to Sunday, For specifying the duration.

Speedup (== Page 123)

Weekdays, Everyday

Speedup schedule | Schedule Always off For selecting a schedule profile.
profiles Always on e Default value varies depending on the camera.
Start time 0:00 to 23:59 For specifying the start time and stop time.
End time
Day Monday to Sunday, For specifying the duration.

E-mail Notification (x= Page 123)

Weekdays, Everyday

E-mail schedule Schedule Always off For selecting a schedule profile.

profiles Always on ® Default value varies depending on the camera.
Start time 0:00 to 23:59 For specifying the start time and stop time.
End time
Day Monday to Sunday, For specifying the duration.

Weekdays, Everyday
SMS Notification Note:
® This unit does not support notifications by SMS.

SMS schedule Schedule Always off For selecting a schedule profile.

profiles Always on ® Default value varies depending on the camera.
Start time 0:00 to 23:59 For specifying the start time and stop time.
End time
Day Monday to Sunday, For specifying the duration.

Weekdays, Everyday
TZ Patrolling (=== Page 124)

PTZ Patrolling Schedule @ None For selecting a schedule profile.
schedule profiles ® Default value varies depending on the camera.
Patrolling profile — For selecting a patrolling profile.
Start time 0:00 to 23:59 For specifying the start time and stop time.
End time
Day Monday to Sunday, For specifying the duration.
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Matrix

@: Initial value

Item

Preset Values

Description

Matrix Recipients (1= Page 53)

Matrix recipients

Enable Matrix

Select check box
@® Do not select

For enabling the Matrix function to distribute images at the
occurrence of an event.

check box
Name —
Address —
Port —
Password —
Matrix recipient is a | @ Select check
Smart Client box

Do not select check
box

For specifying the recipient of the images distributed by
the Matrix function.

Matrix Event Control (r= Page 53)

Matrix event

Configure events

Hardware Input

Select an event and click [Open] to display the settings

control Events screen for the selected event.
Manual Events
Generic Events
Logs

@: Initial value

Item

Preset Values

Description

Logs (=== Page 128)

Logs Path @ L:\Log\MS For specifying the path of the storage location of system
log files.
Days to log @ 10 For specifying the number of days for storing the system
log files.
Event log Path @ L:\Log\MS For specifying the path of the storage location of event log
files.
Caution:
® Do not change this setting.
Days to log @ 10 For specifying the number of days for storing the event log
files.
Audit log Enable audit Select check box Enables you to configure log file settings related to client
logging @ Do not select computer users.
check box Select this check box to enable logging.
Path @ L:\Log\MS\ISAud | For specifying the path of the storage location of audit log
itLog files.
Days to log @ 10 For specifying the number of days for storing the audit log

files.

Minimum logging
interval

@ 60 (seconds)

For specifying the minimum time interval for acquiring
logs.

In sequence
timespan

@ 10 (seconds)

For specifying the maximum viewing time interval that is to
be considered as the same sequence.
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E-mail

@: Initial value

Item

Preset Values

Description

E-mail Settings (1= Page 59)

E-mail settings

Enable e-mail
(Recording Server)

Select check box

@® Do not select
check box

Select this check box to send e-mail from Management
Application.

Enable e-mail Select check box Select this check box to send e-mail from Smart Client.
(Viewer) @ Do not select
check box
Recipient(s) — For specifying the e-mail addresses to send alerts to. If
you are specifying more than one e-mail address,
separate the e-mail addresses using semicolons.
Subject text — For specifying the mail title.
Message text — For specifying the message text.
Include image Select check box Select this check box to include images in the message.

@® Do not select
check box

Do not send e-mail
on camera failures

@ Select check
box

Do not select check
box

Select this check box not to send e-mail when the camera
is faulty.

Time between
motion- and
database-related e-
mails per camera

@ 0 minute(s)

For specifying the time interval (minutes) for sending each
e-mail alert.

Test

For sending a test e-mail.

Mail server settings

Sender e-mail
address

Outgoing mail
(SMTP) server
name

Server requires
login

Select check box

@® Do not select
check box

User name

Password

For specifying the sender’s e-mail address, outgoing
(SMTP) mail server name and login settings.

110




Server Access

@: Initial value

Item

Server Access

Server access

Preset Values Description
Server name @ Server For specifying the server name.
Local port @ 80 For specifying the port number to use for the server.

Enable internet
access

Select check box

@® Do not select
check box

Select this check box to enable access to this unit from a
surveillance computer connected to the Internet via the
router or firewall.

If you have selected this option, specify the global IP
address in the Internet address field for the Internet router
or firewall, and the port number in the Internet port field for
access to the Internet by the surveillance computer. You
have to configure an appropriate port forwarding on the
router or firewall to allow access by a surveillance
computer that is connected to the Internet.

For details, refer to the relevant instruction manuals of the
respective devices.

Internet address

For specifying the global IP address or host name when
connecting to this unit via the Internet.

Internet port

For specifying the port number to use when connecting to
this unit via the Internet.

Max. number of
clients

For specifying the maximum number of Smart Client users
who can connect to the system at the same time. Those
who use the Smart Client on the live display and playback
display of this unit are also included in the users. Do not
specify 11 or higher.

Local IP Ranges

Local IP ranges

Start Address

End Address

Validate access to this unit from the internet, and set when connection to this unit
from a surveillance computer within the local network is necessary. Click [Add],
and specify the IP address range of the surveillance computer. The IP address
range can be set for only when it is necessary.

® You may specify only one IP address. (Example: 192.168.10.1 to

192.168.10.1)

Language Support and

XML Encoding

Language support

Language

For selecting the language used for the camera name, user name, and password

(local character set).

Arabic (864) (IBM864)
Arabic (ASMO 708) (ASMO-708)

Western European (DOS) (ibm850)

Western European (IA5) (x-IA5)

@ Western European (ISO) (iso-8859-1)
Western European (Mac) (macintosh)

Western European (Windows) (Windows-1252)

Caution:

® Make sure to set this item to [Western European(ISO)(iso-8859-1)] before
use. Use with a language other than [Western European(ISO)(is0-8859-1)]

will cause a failure.
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Master/Slave

@: Initial value

Item

Preset Values

Description

Master Server (== Page 64)

Master server Enable as master Select check box Master/slave settings for using more than one of this unit.

server ® Do not select Select this check box to use this unit as the master server.
check box
Add — For adding a new slave server.
(Slave server) (= Page 65)

(Slave server 1) Address — For registering the address and port of the slave server.

Port @ 80
Users
@: Initial value
Item Preset Values Description

Administrator (r= Page 70)

Administration Protection

Administration
protection

Enable

Select check box

@® Do not select
check box

Change password

Old password

New password

Confirm password

Select the check box and set a password to enable
start up security for Management Application.

Once set, a login screen will appear and the password
must be entered when Management Application starts
up.

(User name)

User information (== Page 67)

User access overview

The list of the registered user name, type, and access
authority is displayed.
By default, the user below is specified.
® User name: Administrator
Password: None
User type: Windows user
® User name: admin
Password: jvc
User type: Basic user

Group access overview

The list of the registered group name, user, and access
authority is displayed.

Administration protection overview

Display/change the startup security settings of
Management Application.

User information

User name — For creating a user account.
Password —
Password (repeat) —
User type — For displaying the user type.

General Access Properties (i Page 67)

General access settings

For specifying authorities to use Smart Client functions for each user.
Deselected functions are not available for the user.

Live

@ Select check

Playback

box

Setup

Do not select check

Edit shared views

box

Edit private views

You can view live images.

You can play back recorded images.

You can use screen display setup tabs.

You can create and edit views shared in the group.

You can create and edit a private view.
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Preset Values

Description

(User 1) (continued)

Camera Access (= Page 67)

Camera access
settings

(Camera name)

Rights for new
cameras when
added to system

Live

PTZ

PTZ preset
positions

Output

Events

Incoming audio

Outgoing audio

Manual recording

Playback

AVI/JPEG export

Database export

Sequences

Smart search

Recorded audio

@ Select check
box

Do not select check
box

For specifying authorities to use Smart Client functions
for all cameras or each camera. Deselected functions
are not available for the user.

Note:

® The initial setting differs depending on the camera.
For details, see the instruction manual of the
camera.

Services

Item

Description

Service Name

Recording Server service

Image Server service

Image Import service

Log Check service

Status Started
(Starting)
(Stop)

Service Start/Stop Stop
(Start)

Service Restart Restart

For starting/stopping/restarting each service of the recording
server, as well as confirming status of each service by using
Management Application.
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2 cClick [Resolution] and drag the slider to select a

Changing the Monitor resolution.

Settl ngs \:J\:/ [ < Display » Screen Resslution
Change the appearance of your display

Changing the Monitor Resolution
This section describes procedures to change the resolution Disly:
of a display connected to this unit. e
Recommended monitor resolutions are listed below: T | e sttt commeniod _
° 1024 X 768 — — Advanced settings
e 1280 x 768 B
® 1280 x 1024
e 1600 x 1200 b |
® 1920 x 1080 Ly e
Note:
® Using a monitor with more than 1280 x 1024 resolution is Caution:

recommended. ;

o |f you attempt to set a resolution that is not supported by

o - . .
Some monitor resolutions may not be displayed the monitor, monitor synchronization may be interrupted.

depending on the monitor connected.

1 Right-click on the desktop and select [Screen 3 Click [OK]
resolution] The preview is displayed.

‘S"ewb ' 4 Click [Keep changes]
ort by 4
Refresh The setting is changed.
Paste NOte:
Paste shortcut ® |f no operations are made for 15 seconds, the setting is
New 8 reverted.

S Screen resolution l

W Gadgets

@ Personalize

The [Change the appearance of your display] window

appears.
mEERT X
QQ [B < Displey » Screen Resolution v [ 42 ][ Scarch Con. P
Change the appearance of your display

Digplay:

Resolution: i
Advanced settings
Make text and ether items larger or smaller

What display settings should I choase?
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Establishing a Dual-monitor
Configuration
This section describes procedures to connect multiple

monitors to this unit and use them as one display.
® Connect multiple monitors to this unit in advance.

1 Right-click on the desktop and select [Screen
resolution]

View 3
Sort by 3
Refresh

Paste

Paste shortcut

MNew 3

ES Screen resolution l

W Gadgets

B Personalize

— - ]

Q\’/ |88 << Display » Screen Resolution ~ [ || Scarch ContolParef

Change the appearance of your displays

Digplay: 2.0ELETTFP ~

Resolution: 1020768~
Orientation: Lendscape -

Mol deplys [Easndtheedplys <)

ntly your main diplay. Advanced settings

2 Drag a monitor in the [Change the appearance of
your display] window to align the main display (1)
and sub display () to their actual positions

3 Click the [Multiple displays] pull-down menu
and select [Extend these displays]

BT T < Dspi » Sccen Rsiion
| Change the appearance of your displays
a
=
Display z.oaLam <)
e
‘ =
o) (o]
I
I

4 Click [OK]

Caution:

The [Change the appearance of your display] window appears.

® When a dual-monitor configuration is used or the output
size is large, the load on the CPU will be increased. If the
CPU meter becomes red, reduce the load by, for example,
lowering the displaying or recording frame rate.
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Locking Operations

This unit is equipped with an operation lock feature to
prevent unintended shutting down by mistake.

Note:

Note:

® When operations are locked, no operations other than
closing the on-screen keyboard or canceling operation
lock are available.

® A password for locking or unlocking operation is not set at
the time of purchase. When no password is set, do not
enter anything.

1 Double-click [3. Operation Lock] on the desktop

310peration
[foCk

The [Operation Lock] window appears.
2 Click [Start]
o

3 Enter the password

Click [Run On-Screen Keyboard] as necessary to enter
the password.

Input Password - =)
Run On-Screen Keyboard

4 click [OK]

Operations are locked and the [Unlock] button appears on
the desktop.

H To unlock operations

1 Double-click [Unlock] on the desktop

The password entry window appears.
Input Password - g

2 Click [Run On-Screen Keyboard]
3 Enter the password and click [OK]

Operations are unlocked and you can perform operations.
H To change the password

1 click [Change Password] in the [Operation
Lock] window
The [Change Password] window appears.

2 Enter the current password

3 Enter a new password
® Enter the password twice for confirmation.

4 Click [OK]



Changing the System
Configuration

Even after configuring the system, you can add new cameras
and remove or replace registered cameras.

Caution:

® Never turn off the power while saving settings of
Management Application.

® When you change settings, restart the Management
Application service; otherwise, the new settings are not
applied.

Manually Registering a Camera

Cameras not automatically detected or newly installed
cameras may be registered on the system manually by
entering the IP address and port.

Caution:

® A user name and password is required for camera
registration. Be sure to confirm beforehand. For details,
see the instruction manual of the camera.

® Cameras with restricted user access may not be
registered. For more information about the access
restrictions, see the instruction manuals of the respective
cameras.

1 Double-click [Management Application] on the
desktop

i

&.;@ 1. Add Hardwaro Dovicos
S
1433) 2 consoes viden nd ocorsin
5
B

ssongacrargse: | ron Dt

3 Select [Manual] and click [Next]

'Add Hardware Devices o

Add Hardware Devices
m Tris dalog heps you detect and set up IP hrdware devices.

Import from CSV fle

milesione

“The Open Platform Company

Help <Back Nea> | | Cancel |

4 Click [Use]

'Add Hardware Devices ==
Specty hardvare infomation and select the hardvware diver manualy.
Optonal use Ao detect to deect the hartware diver automaticaly.
St
em Address Pot__UserName Paseword Hardware Drver Verhed
[=] I 80 [<defaut> |~ |Erterpassword [Astodetect hardware type | ]
Hep <Back Ned Cancel

5 Enter the address, port number, user name, and

password for the camera to add and ¢

Camera verification starts.

lick [Next]

When verification is complete, a summary of the added

camera (hardware device) appears.

The folowing hardhare will be added
c

'Add Hardware Devices ==

- m

Wy Gutom Tt Ao generted e ot [Devstpel umbel

o)

Hardware Device to Add Enable  Name

Hardware device: Hardware Device 1
Camera 1
Microphone 1

Help <Bsck Erish Cancel

Note:
® For the registered device, a name such as “C

amera 1,

“Camera 2, etc. will be assigned names automatically

according to the device type (camera, microp

hone, etc.)

and the added order number. Click on a device name to

edit it.
® In the case that a camera cannot be verified,

please

confirm the user name and password. If the user name for
the camera has been changed, it is possible to verify by

resetting the user name and selecting [defaul
still not be registered, click [Back] and confirm
driver for the camera is displayed on the pull-
of [Hardware Drivers].

t]. If it can
whether the
down menu
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Changing the System
Configuration (continued)

Manually Registering a Camera
(continued)

6 Click [Finish]

The camera has been added.
The added camera will be listed in “Hardware Devices” of
[Advanced Configuration].

3 Enter the license code in the [Software license
code (SLC)] field, and click [OK]

Note:

® A camera can also be added by right clicking [Hardware
Devices] of [Advanced Configuration] and selecting [Add
New Hardware Device].

® Devices other than cameras (dedicated input/output
devices, etc.) can be added using the same procedure.

Adding a Camera License

To increase the registration allowance for NVR cameras,
purchase additional camera licenses and add them to this
unit. With additional licenses, up to 64 cameras (32
additional) can be registered for VR-X3200U, and up to 32
cameras (16 additional) can be registered for VR-X1600U.

Note:

® For purchasing additional licenses, consult your nearest
JVC KENWOOD dealer or service center.

1 Double-click [Management Application] on
desktop

|ﬁE|iEEEii[..
Applicationt

2 Click [Help] and select [About...]

Sstngs crarges

118

About XProtect Enterprise ==

XProtect Erterprse
y Version 7.0e
Copyrcht ©2000-2011 iestone Systems A/S
System network address (MAC)
00012915778
I Software lcense code (SLC) I
Plug-inis) and version information ‘
milésione
The Opon Platform Company [ ok |

If the code is valid, the number of licenses will appear.

Replacing a Hardware Device

This section describes procedures to replace a hardware

device currently used such as a camera with a new hardware

device.

® Use the [Replace Hardware...] wizard for configuration
after connecting a new hardware device.

1 Double-click [Management Application] on the
desktop

2 Click [+] in [Advanced Configuration]
3 Click [+] in [Hardware Devices]

4 Right-click the hardware device you want to
replace and select [Replace Hardware Device]

The wizard is launched.
5 Follow the instructions of the wizard to enter the

IP address, port number, user name, and the
password of the new hardware device

===

Replace Hardware Device
o - ——

New hardware device information

Hardware device address: 192.168.0.207
Hardware devioe port: 80

User name: oot -

Hardware device type: | Ads 207/210/211 Series -

 Amedmey | /utodetectthe hardwars type. or sdlect the type manualyin
Verty Hastwars Dece Type the dropdown ist and verfy the hardware type.

Help <Beck Next Cancel

6 Select the driver for the new hardware device from
the [Hardware device type] list and click the [Auto
Detect/Device Type Confirmation] button
The driver is configured.

@ If you click the [Auto Detect/Device Type] button without

selecting a driver, a necessary driver will be
automatically detected and configured.

7 Confirm the serial number (MAC address)



8 When replacing a camera, decide whether to
carry over the recorded images from the camera

There are three options.

® Take over recorded images: The new camera takes
over past image data.

® Discard past recorded images of the camera.

® Record new image data: Record new image data while
maintaining past image data.

9 Click [Finish]

Deleting a Hardware Device

This section describes how to delete an unused hardware
device such as a camera from the surveillance system.

1 Double-click [Management Application] on the
desktop

2 Click [+] in [Advanced Configuration]
3 Click [+] in [Hardware Devices]

4 Right-click the hardware device you want to
delete and select [Delete Hardware Device]

A confirmation message appears.
5 click [Delete]

i

Delete Hardware

Confirm
' Do you really want to delete this hardware device and all the
. recordings from the cameras on this hardware device?

[ Do not show this dialog again.

S

How to Use a Network

Proper Use of LAN1/LAN2

In this system, use LAN1 to connect to network cameras,
and LAN2 to connect to surveillance computers and the
timer server (NTP server).

@

By
@ 1r
NS

@

&

(@ This unit (master NVR)
(2 Switching hub (LAN1)
(3 Network cameras

@ NAS

(® Switching hub (LAN2)
(8 Surveillance computer
(D Time server (NTP server)
Slave NVR

Caution:

® | AN1 and LAN2 cannot communicate with each other. It
is not possible to configure settings of cameras connected
to LAN1 from a surveillance computer connected to
LAN2. Connect a computer for camera setup to LAN1 in
order to configure settings for cameras connected to
LANT.
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HOW to Use a Network 3 Select the [Enable internet access] check box

Server Access Properties |
(continued) R

Server Access

Server access

Local IP Ranges Servername:  Server

Language Support and XML Encoding Localport: 80

[emenomem o ]
Performing Remote Monitoring
through WAN Max. number of clerts: 11

This section describes settings for using the
monitoring service of this unit through the Internet.

1 click [+] in [Advanced Configuration]

5 tep
e i
e opnitatom compary

Welcome to the Milestone XProtect Enterprise Management Application.
anco systom.

(S yyo—
- —— 4 Set the internet address and internet port
=0 SRS Server Access Properties. . i e ]

T po— m

Server Access

Server access

Local IP Ranges Servername:  Server

Language Support and XML Encading Local pot: 80

Enable intemet access:

Intemet address:

Inteimet port:

Max_number of clients

2 Right-click [Server Access], and select properties

3

yyyyyyyyyyyyyyyyyyyyyyyy

mmmmm

Item Description

Internet address | Set the global IP address or host
name for connecting to this unit
through the internet.

Internet port Set the port number for connecting to
this unit through the internet.

The [S A P ti indow is displayed.
e [Server Access Properties] window is displaye Note:

® For more information, consult the network administrator.

5 click [0K]
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Changing the Recording
Settings

Defining a Recording Schedule

To set a recording schedule for a camera, create schedule
properties and apply them to the camera.

H Creating a Profile

1 click [+] in [Advanced Configuration]

Welcome to the Milestone XProtect Enterprise Management Application.
Use o wiards blowt congur e suveilance systom.

. —
£ =2}

.
}x 3. Adjust Motion Detection.

T —

ssungacrarges: | sl Ducas

2 Double-click [Scheduling and Archiving]

e zards  Applation Sattings  Help

3 Click [Create...]

‘scheduling and Archiving Properti

Schedde al cameras
Scheduling Options Templte schede

sxchiing Grine =0 Emal Sis PTZ Pataling
Mwsof () Aveysof  [x) Ao [x) Amymef =] <Nore> 5|
Apply
Tehiste Camera Oriine Speedip Emsil sus P12 Patoling
0 [cament Aveysen  [o] Avaysof  [o] Aveysof  [v]|Aeyeat 2] <ore> =
| Camen2 vwson =] Aumysof (o] Aot [v] Ammof =] <hones g

Soean ]

Gex Al

New schedde, urwﬁwl Crete.. | I

oK Cancel

4 Click [Apply]

Apply/Discard Changes

Corfirm

' E Do you want to apply or discard your changes?
L]

[F] Do net show this dilog again.

[ |t ) [ o]

5 select an item

Schedule Properties ™ e e

nine schedule
ichedule profies:
ey off =

Pz Patrolling

Schedelegend
o || i |
| i |

3 ‘ e o ratorm Compery u

| | Welcome to the Milestone XProtect Enterprise Management Appiication.

z Configure Video and Recording.

o
?ﬂ- 3. Adiust Motion Detection.

[ Yr—

[Scheduling and Archiving Properties] screen appears.

[ e i e |
[rb et e e o]
[ e i e i |
[ i e p ol
[ e i )

[ e T e

[ e e e e e e e i o
ot -
Satme: 1647 2 Endtme: [1£47 Day

6 Input the profile name, and click [Add New]

(=16 s
Schedule Properties e
Orie schede
S e |
[ — o || i |

[ e i e i |
[rb et e o]
[ e i e |
[ i e p ol
[ e i i )

[ e T e

[ e o
sotoe -
Satme: 1647 2 Endtme: [1£47 Day
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Changing the Recording
Settings (continued)

Defining a Recording Schedule
(continued)

7 Prepare a schedule
® For details of the setting items, see “ Scheduling Profile
Setting Descriptions” (e=*Page 123)

Item Description

Online Period Duration in which images are received
from the camera

Speedup Duration in which speedup recording
is enabled

E-mail Duration in which e-mail notification is

Notification sent

SMS Notification | —

PTZ Patrolling Duration in which the PTZ camera
performs patrolling (r= Page 41)

Note:

@ This unit does not support notifications by SMS.

4 Click [OK]

Scheduing and Archiving Properties - \4@&.)‘

Seect Al
Cear Al

The schedule of the camera is set.
Note:

® By selecting the [Apply template] check box to the left of
the camera name and clicking [Set], you can apply the
profile selected in [Template Schedule] to all selected
cameras at once.

e If you click [Select All], the check boxes of all cameras will
be selected.

e |f you click [Clear All], the check boxes of all cameras will
be deselected.

8 click [OK]
The schedule profile is set.

Note:

® To edit the name of a registered profile, select the profile to edit
from the "Schedule Profile: " list and click [Rename].

® To delete a registered profile, select the profile to delete
from the "Schedule Profile: " list and click [Delete].

B Applying a Scheduling Profile to a Camera
1 click [+] in [Advanced Configuration]

2 Double-click [Scheduling and Archiving]
The schedules of the cameras in use appeatr.

3 Select the profile to apply for each item of the
camera you want to set

‘Scheduling and Archiving Properties - [ )

[ cen ] Now schedi pote: [_Gese

ok ) (o ]
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l Scheduling Profile Setting Descriptions

@ Speedup

@ Online Period P —— -
‘Schedule Properties = — BN m
| — T |
e HI‘:::}“: P e e e o oo o afuogn]
ST AL A T T A e e e e e e E LT EATIRCEE TR e [l ffeu oo aaa oo
TR NN X TR R T et e e e e e T Jrvafenf e e e oo oo oo
Prffouf g egooogafuguuguungog [fefenuvfe e afuofuuoofuufagofo
Tttt fgdegeefegeoobmad g o [l e oo afau oo
s o O e O
bbb Jrvafenf e e e oo oo
[ g o - -
St et Sop vt [Corbpre Bets- ]
Star time: 122 End time: 1 Day: L‘il ol
— Item Description
ltem Description Start time/End Select the period (time/day) for which
Set camera to Select to set a period for which this time/Day speedup recording is enabled.
start/stop on unit will constantly show images from ® You can also set the period by
time the camera. This is indicated by the dragging the mouse on the display
pink bar on the scheduling screen. bar.
Set camera to Select to display images at the Set Period The period set by the [Start time] and

start/stop on
event

occurrence of the specified event. This
is indicated by the yellow bar on the
scheduling screen.

Start event/Stop
event

Select the event which brings the
camera online and the event which
takes in offline for when [Start up/shut
down the camera with an event] in
selected.

[End time] will be represented on the
bar display.

Change Period

Start time/End
time/Day

Select the period (time/day) for which

the images from the camera are

displayed.

® You can also set the period by
dragging the mouse on the display
bar.

Set Period

The period set by the [Start time] and
[End time] will be represented on the
bar display.

Change Period

Adjust the period shown on the bar.
With the bar selected, enter and click
[Start time], [End time], and [Day].

Configure Select an event and click [Open]. The

Events setting screen of the selected event
will appear.

Note:

o |f the event name
long, it will not be

for [Start event] or [Stop event] is too
displayed fully.

Adjust the period shown on the bar.
With the bar selected, enter and click
[Start time], [End time], and [Day].

@® E-mail Notification

‘Schedule Properties = —
r

= N

—

Emsi schede

Schedue pofes

v ot )

N

Scheelegend ‘
Send emal on moton detection: | |

0 e e e e e e
[ aaifufuaoufufagofo
Jefenf e oo oo o afu o]

R e e e e e e e

Endtime: 122 Day:

oK =

Item

Description

Start time/End
time/Day

Select the period (time/day) for which

email notification is enabled.

® You can also set the period by
dragging the mouse on the display
bar.

Set Period

The period set by the [Start time] and
[End time] will be represented on the
bar display.

Change Period

Adjust the period shown on the bar.
With the bar selected, enter and click
[Start time], [End time], and [Day].
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Changing the Recording
Settings (continued)

Defining a Recording Schedule
(continued)

@ PTZ Patrolling

‘Schedule Properties

mmmmmmmmmmmmm

gy W0 @00 400 (G0 B0 000 1200 40 1600 60 A0 20 20
o Ry R X e e e e E e e e e e e )

N W0 (200 00 0600 0E00 1000 1200 1400 1600 1800 2000 200 200
essr Tenfefen e e oo e feo e e oo oo

W00 0200 0400 00D OBI0 1000 1200 1400 1600 100 2000 2200 2400
Ry R X ] e e e e e e e e e e e )

000 (200 00 0600 O0B00 1000 1200 1400 1600 1800 2000 200 200
[ e e
WO (200 G40 0600 0BG 100 200 1400 1600 1500 2000 200 200
[ e i e e i
Saundey

W0 (200 00 0600 O0E0 1000 1200 1400 1600 1800 2000 200 200
[ e e e

ooy 0 @20 000 M B0 100 1200 MO 6O 500 AW 20 240
e [ e e e o e

Patlingprofe: New Patoling Prfle 1

Endtime: 1221 1 Day ~] [ Crenge Perod SetPerod

Cox o]
Item Description
Patrol profile Select the PTZ patrol profile to set the
schedule.
Start time/End Select the period (time/day) for which
time/Day the PTZ patrol profile is enabled.

® You can also set the period by
dragging the mouse on the display
bar.

Set Period The period set by the [Start time] and
[End time] will be represented on the

bar display.

Change Period Adjust the period shown on the bar.
With the bar selected, enter and click
[Start time], [End time], and [Day].
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Setting Speech Communication
with Cameras

Settings for exchanging audio sounds between this unit and

cameras.

® You cannot send/receive audio sounds without a
microphone and a speaker for each camera.

® Some cameras follow the settings on camera side. If you
cannot send/receive audio sounds by configuring settings
of this unit, check the settings at the camera side.

1 click [+] in [Advanced Configuration]

B

le Servoes weards Applcation Settings oo

2 Click [+] in [Hardware Devices]

3 Right-click a camera you want to configure
settings for to display [Camera Properties]

4 Click [Audio]

5 select a device for each of [Default
microphone:] and [Default speaker:]

6 Click [OK]



Adding a Drive

You may add the following drives as a storage destination for
recorded images, archiving, and export data.

Type Connection method

DVD drive One of the SERIAL terminals on
the rear panel

External HDD A SERIAL terminal or eSATA
terminal on the rear panel

(v= Page 71)

Built-in HDD For details, consult our authorized
dealers or JVC KENWOOD
service centers.

NAS Network (LAN1) connection
(v= Page 75)

Note:

® For details of compatible devices and additional HDD,
consult your nearest JVC KENWOOD dealer. You can
also check on our website.

e For formatting additional external HDD, see "When an
External HDD has been added" (=== Page 71).

® For setting NAS as the archive destination, see "Specify
NAS as the archiving destination" (1= Page 76).

® For building a RAID configuration using the built-in HDD,
see "Building a RAID Configuration” (r= Page 72).

Using UPS

Connecting a UPS (uninterruptible power supply) to the HDD
will protect it from damage by automatically shutting down all
operations prior to switching off the power supply in the event
of a power failure.

Note:
® For details of compatible UPS, consult you nearest JVC
KENWOOD dealer or service center. In some cases, a
UPS used with VR-N1600/VR-N900 series may not work

with this unit.

H Connection and setup
1 Set up the UPS.

® For details, refer to the instruction manual of the
device.

2 Press and hold down the [OPERATE] button for
about 2 seconds to shut down the system and
switch off the power switch on the rear panel

3 Connect a UPS communication cable to the
SERIAL terminal on the rear panel

AC IN_120V-240V~s
'50Hz/60Hz

:::::::

o) | P
@

) uPs

Connect to a SERIAL terminal
on the rear panel.

(@ Supplied power Connect the power cable of
cord this unit to the power outlet of
the UPS.

4 switch on the power of the UPS and then this
unit

Caution:

® Make sure that the UPS communication cable is
connected before switching on the power of this unit.

® Do not disconnect the communication cable when
operations are in progress.

® When a power failure occurs while formatting a HDD or
archiving, subsequent operations may be affected even
when a UPS is connected.

® The recorded images may not be played back properly if
they are not archived before the power failure.

® The connecting cable and settings vary depending on the
UPS used.
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Setting SNMP

By enabling SNMP, you can monitor the status of this unit
from an SNMP manager on the surveillance computer. For
monitoring, you need to register MIB extension information
(JVCNVRMIB.txt) with the SNMP manager.

1 Insert a USB flash memory to the SERIAL
terminal

2 Double-click [4. Unit Setup] on the desktop

‘- ¥ F
|
|

~
The [Unit Setting] window appears.

Unit Setting
I Startlp play setting

NAS Setting JUG Lo Setting
[C1Smart Glient

l

[Z1GPU Meter \
[7]HOD Meter

l

l

Save Setting

SHMP Setting Load Setting

Hardware error notification setting

l
J
l
l

Mail Setting Tit Setting

Notify by dialog

- .
Natity by mail International Setting
Cancel
Unit Setting
Startlp play setting
{ NAS Setting J { VG Log Setting J
[]Smart Client
IO iz { 1P Leass Setting ‘ { Save Setting ‘
[71HOD Mster
|{ SNMP Settine I { Load Settine ‘
Hardware error notification setting
sty s { Mail Setting ‘ { Init Setiing ‘
— -
iy et International Setting
"""" oK Carcel

The [SNMP Setup] window appears.

126

4 select the [Enable SNMP] check box in the
[SNMP Setting] section

e ———————————

SNMP Setting: Moritoing interval:

Enzble SNMP

CPU Load: 1o [sec]
Enable TRAP

SNMP Maniager IP address: DOES e ® =
192 .18 .0 .5 e T It feed]

Gl = Camera status: 60 fsec]

el

Copy extended MIB file to flash memory I

® Select the [Enable TRAP] check box in the [SNMP
Setting] section to use TRAP.

e For TRAP notifications supported by this unit, refer to
"A list of TRAPs supported by this unit" (== Page 127).

5 Enter the IP address of the surveillance
computer in the [SNMP Manager IP address]
field

6 Specify the SNMP community name
Example: kanshi1

Caution:

® You can use up to 32 characters for the community name.

® For TRAP, transmission may fail at the recipient side due
to its communication specifications. Use TRAP only as an
auxiliary measure and use polling judgment as a primary
measure.

7 Click [Copy extended MIB file to flash memory]

® The MIB extension information (JVCNVRMIB.txt) is
copied to a USB flash memory.

8 Resister the MIB extension information with the
SNMP manager on the surveillance computer

® For procedures to register the obtained MIB extension
information with the surveillance computer, refer to the
relevant instruction manuals of the SNMP manager.

9 Configure settings for monitoring (polling) by
the SNMP manager on the surveillance
computer

® For setup procedures, refer to the relevant instruction
manuals of the SNMP manager.

® For available statuses supported by this unit, refer to "A
list of statuses that can be obtained from this unit"
(= Page 127).

Caution:

e To disconnect the USB device from the unit, be sure to
perform “remove” by right-clicking the target removal disk
on the explorer.




H A list of statuses that can be obtained from this unit
OID: iso(1) - org(3) - dod(6) - internet(1) - private(4) - enterprises(1) - jvc(718) - nvr(916) - nvrObjects(1)

Group Identifier Name SYNTAX MAX- UNITS Description
ACCESS
INTEGER {
1 nvrRecStatus off(0), read-only - REC status
on(1)
}
N ° CPU usage
Current mrStausGroup nvrCpuUsage :Elggiggwm read-only é;t / Sl &: —
value 1 . . . ) yte, riting rate o
(1) 5 nvrDdriveWrite 4294967295) read-only Sec drive
INTEGER {
6 nvrRunViewer stop(0), read-only - Smart Client
run(1) executed status
}
. SEQUENCE OF not- Table of last 10
1 nvrWarningTable ) . - .
NvrWarningEntry accessible warnings
NvrWarningEntry
. INDEX { not- Table of last 10
1.1 nvrWarningEntry . . - . .
nvrWarninglndex accessible warning entries
L nvrWarningGroup }
Warning list @)
1.1.1 nvrWarninglndex INTEGER(1..10) read-only - Warning list index
1.1.2 nvrWarningDate DateAndTime read-only - :/i\rljlgmng date and
Warninalnf Displ ) | ) Warning
1.1.3 nvrWarninginfo isplayString read-only information
. SEQUENCE OF not- Table of 32
1 nvrRegistCameraTable ) . - connected
NvrRegistCameraEntry accessible
cameras
NvrRegistCameraEntry Table of 32
. INDEX { not-
1.1 nvrRegistCameraEntry . - connected
nvrRegCamindex accessible .
camera entries
}
Connected
Camera nvrCameraGroup | 1.1.1 nvrRegCamindex INTEGER(1..64) read-only - camera list index
List (3)
Connected
1.1.2 nvrRegCamlpAddress IpAddress read-only - camera IP
address
1.1.3 nvrRegCamName DisplayString read-only - Camera Name
INTEGER {
1.1.4 nvrRegCamConnection disconnect(0), read-only - Camera.
connect(1) connection status
}

Ml A list of TRAPs supported by this unit
OID: iso(1) - org(3) - dod(6) - internet(1) - private(4) - enterprises(1) - jvc(718) - nvr(916) - nvrTraps(2)

Identifier Name OBJECTS STATUS Description
1 nvrRecStatusChange nvrRecStatus current REC status change notification
nvrWarninglndex,
3 nvrNotifyWarning nvrWarningDate, current Warning occurrence notification

nvrWarninginfo
nvrRegCamIndex,

. nvrRegCamlpAddress, Camera connection status
4 nvrNotifyCamConnect current e
nvrRegCamName, change natification
nvrRegCamConnection
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<Recorder Part> Reference

Changing the Log Storage
Period

The logs for this unit are stored on the L drive.
Logs are used in the case of maintenance service.
Use 2 windows to configure log settings.

Changing the Log Storage Period
for Management Application

With the Management Application, 3 types of logs can be
saved: system logs, event logs and audit logs.

1 click [+] in [Advanced Configuration]

[

ise Management Application.

.
- 2 i oo Dotcion

[ Y——

I&? e
I z S

Evmw—

128

The [Log Properties] window appears.

Log Properties BT

Path:  L¥LoghMS¥ ()

Daystoleg: 1p

Evertlog

Path:  L¥Log¥MS¥ ()]

Daystolog: 10

Audtt log
] Enable audt logging

L¥Log¥ MS¥15 Audit Log¥

10

10

3 Change the retention days

Caution:

® Do not change the destination.

4 Click [OK]
Changing the Log Storage Period

for the Unit Settings
1 Double-click [4. Unit Setup] on the desktop

F

EHUTTESEtU)

The [Unit Setting] window appears.

| Startllp auto-display setting

HAS Settine JVG Log Setting

[Tsmart Glisnt
[Z1CPU Meter
[1HDD Meter

IP Lease Setting Save Setting

SNMP Setting Load Setting

Hatdwate: errar rotification setting

I
I
I
I

| |
J
J
) |

Mail Setting Tt Setting

Hatify by dialog

Natify by mail




2 Click [JVC Log Setting]

Unit Setting

Startlp isplay setting
\ NAS Setting

| \ WG Log Setting I

[]Smart Glient I
(e l IP Leass Setting I l Save Sefting J
[F1HDD Meter

l SNMP Settine I l Load Settine J
Hardware ervor natification setting
it l Mail Setting I l Init Setting J
= -
ety Gt International Setting

The JVC log setting screen appears.

IVC Log Setup

LOG Storage period [Days]

10

Automatically delete old log file in case of storage space shortage.

3 Specify the retention days

® Select this check box to delete unnecessary logs and
reduce the load on this device. Old logs will be deleted
automatically.

4 Click [OK]

Saving Maintenance
Information

You can save maintenance information on a USB flash
memory.

I Connect a USB flash memory to a SERIAL
terminal on the front panel

2 Double-click [5. Maintenance Info] on the
desktop

S
iylis)
The [Maintenance Information] screen appears.

e

Operating time
101158 { Version information J

Power fail hist
e { Export maintenance information J

{ Turn off WARNING light J

ltem Description
Operating time For displaying the runtime of this

unit.

Power fail history | The power failure history
appears.The [Power fail history] is
empty if no power failure has
occurred in the past.

Version For displaying the version
information information of this unit.

Export For displaying the save maintenance

maintenance information screen.

information

Turn off WARNING | For turning off the WARNING light
light on the front panel.

Close Closes the [Maintenance

Information] screen.

3 Click [Export maintenance information]

4 select a period and click [Export]

A folder called “NVR_Log” will be created on the USB
flash memory and the maintenance information and log
will be stored.

Caution:

e To disconnect the USB device from the unit, be sure to
perform “remove” by right-clicking the target removal disk
on the explorer.
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<Recorder Part> Reference

HDD Maintenance

Checking HDD Usage

H Displaying the HDD meter

You can check the usage of HDD(s) of this unit with the
meter.

1 Double-click the [2. HDD Meter] on the desktop

The HDD meter appears.

.
Mame  CapacityGE) Free(GE) Used(4) .
2 |

C: 1000 076 | a
[ 40000 29826 [0 |

l Changing HDD meter settings

You can specify the monitoring interval and HDD settings.
® Each drive is used for the purpose indicated below.

Drive Purpose
C System disk
M For saving temporary files of export
data.
L For saving operation logs.
D or other For saving recorded images.
than the
above

1 click [Settings] in the HDD meter screen

: ®
Mame  Capacity(GE) Free(GE) UsedX) j

c: 1000 076 | a7t ]
L 40000 g9a36 [0 |

2 Adjust the settings

Settings -

l Update interval 10 2 [sed] I
Transparency 0 = (%]

Select drives to monitor

Drive Letter Type

Oec Local HDD
Flo: Local HDD
B Local HOD
B m: Local HOD

o
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Item Preset Values Description
Update 10 to 300 For specifying the update
interval seconds interval in seconds.
Transparency | 0 to 90% For specifying the

transparency of the HDD
meter.
Select — Built-in HDD(s) and
drives to recognized external

monitor HDD(s) are listed.
Select HDD(s) to monitor.

3 Click [OK]

Checking the Load Factor of This
Unit

This unit is equipped with a CPU meter, so you can check
the load factor of this unit from the meter.

When the load factor increases, malfunctions such as failure
to record images at the specified frame rate may occur.

1 Double-click the [1. CPU Meter] on the desktop

o

1.CPU Meter

The CPU meter appears.

Green  Yellow Red Close

b

Load factor below 5%:  Grayed out

\lv
- E Load factor below 60%: Lighting up in green
7 1\
\ |
_‘ = Load factor below 90%: Lighting up in green
1 and yellow

> pfa
- = Load factor over 90%: Lighting up in green,
70N yellow and red

Caution:
® When there is a red indication on the CPU meter,
decrease the load by, for example, lowering the

displaying/recording frame rate.




Performing Error Check

1 Click the [Start] button on the desktop and
select [Computer]

2 Right-click a drive to perform error check and
select [Properties]

The [Properties] screen of the drive you selected appears.

3 Click the [Tools] tab and click [Check now...]

. Local Disk (D) Properties =)
Seamy | o | Gwa | Cusoms |
Generd | Tools | Hadwere | Shering
Erorchecking

__ This option will check the drive for emors
v

Defragmentation

E 5 This option wil defragmert files o the dive.

Defragment now

Backup

& This option wil back up fils on the dive.

£
Back up now.

I oK Cancel 2op)

The [Check Disk] screen of the drive you selected
appears.

4 Click [Start]

Check Disk Local Disk (D3 =

Check disk options

Automatically fix file system errors
[ Scan for and attempt recovery of bad sectors

The error check starts.

|
Checking Disk Local Disk (D) (s

Check disk options

Automatically fix file system errors
Scan for and attempt recovery of bad sectors

260732 index entries processed.

h 4

Once the error check is completed, the result of the check
is shown.

5 click [Close]

Checking Disk Local Disk (D) W | o Sk

Some problems were found and fixed

Anyfiles that were affected by these problems were moved to a folder named "Found” on the device or disk. Your device or disk is
now ready to use,

If you removed the device or disk before all iles were fully written to it, parts of some files might still be missing. I so, go back to
the source and recopy those files to your device or disk.

) See details

Performing Defragmentation
e Defragmentation may take several hours.

1 Click the [Start] button on the desktop, followed
by clicking [All Programs]

2 Click [Accessories] — [System Tools] — [Disk
Defragmenter]
The [Disk Defragmenter] window appears.

L > Disk Defragmenter consolidates fragmented files an your computer's hard disk to improve system |

Tell me more

Schedule:
Scheduled defragmentation is turned on
Run ot 1:00 AM every Wednesday
Next scheduled run: 0/14/2011 1:56 AM

Current status:

Disk Last Run Progress
I | &< 9/10/201112:20 PM (0% fragmented

& g
Il |csm 9/10/201112:15 PM (0% fragmented)

Only disks that can be defragmented are shown.
To best determine if your disks need defragmenting right now, you need to first analyze your disks.

[ ®aeygedaskc | [ Bibdgmentaek |

Close

3 Right-click a drive to perform defragmentation
and click [Defragment disk]

Defragmentation of the selected drive starts.
e When the defragmentation is completed, current date
and time is displayed in the [Last Run] field.

4 Click [Close]

Initializing the Settings
Initialize the unit settings.
1 Double-click [4. Unit Setup] on the desktop
2 Click [Init Settings]
A confirmation message appears.
3 Click [Init]
4 click [OK]

Caution:
® When the settings have been initialized, restart the unit.
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Viewer Part

Basics

You can view live images and play back recorded images by using the viewer (Smart Client). This
chapter describes basic settings of the viewer and how to install the viewer to a surveillance

computer.

Caution:
® |f you change settings of Management Application while Smart Client is on, shut down Smart Client, then restart it.




<Viewer Part> Basics

Starting Smart Client

You can view live images and play back recorded images by
using the viewer (Smart Client).

Note:

Item

Description

® To use the Smart Client on a computer other than this
unit, make sure to install the Smart Client in advance.
(v= Page 136)

(@) Server address

For specifying the IP address and
port number of this unit. (For
example, in the case of [http:/
192.168.1.253:80], [:80] is the port
number.)

The port number is the number as
specified in [Advanced
Configuration] under [Server
Access] of the Management
Application. (=== Page 111)

1 Double-click the Smart Client shortcut on the
desktop

{‘}

L~

Milestone
> ProtecEzsn

The Smart Client login screen appears.
Note:

@ If the Smart Client shortcut is not found on the desktop,
select “Smart Client” from [All Programs] in the [Start]
menu.

2 Specify your login information in the following
fields

(@ Authentication

For selecting one of the three types
of authentication.
Select [Basic authentication].

Windows
authentication
(current user)

Login as the current Windows user.

Windows
authentication

Login as the Windows user, but a
user name and password (MUST)
will be required.

Note:

® You will use this setting when
you login as the Windows user
to this unit from an outside
monitoring PC. You need to set
the login password for this unit
(= Page 87).

Basic
authentication

A user name and password will be
required to login to this unit.

® User name

For entering the Windows user
name if you have selected
[Windows authentication] for the
[Authentication] in 2) (1= Page 87).
For entering the user name
registered in the [Users]

(v= Page 66) of the Management
Application if you have selected
[Basic authentication].

Connect to Server =)

-mee  XProtect™ Smart Client ﬁ
Server address: I http-//192.168.0.253 - ‘_®
Authentication | Basic authentication ~| ‘_@
User name: ‘Adminitrater - —@
Password — ‘_@
[ Remember password }—@

Connect Cancel ‘

Note:

® Each of the default of the user name and password is set
as follows:
User Name: admin
Password: jvc

@ Password

For entering the login password for
this unit if you have selected
[Windows authentication] for the
[Authentication] in (2) (i Page 87).
For entering the password
registered in [User Setup]

(= Page 66) of Management
Application if you have selected
[Basic authentication].

(5) Remember
password

If you have selected [Windows
authentication] or [Basic
authentication] for the
[Authentication] in 2), select this
check box to login the next time
simply by clicking the [Connect]
button.

(® Auto-login

Enables you to login automatically.
Select this check box to
automatically login to the Smart
Client from the next time.
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<Viewer Part> Basics

Starting Smart Client
(continued)

3 Click the [Connect] button

® The Smart Client screen appears after a short while.
Caution:

® When you log out after reaching the maximum number of
distribution clients, you may need to wait for several
minutes before you can establish the connection again.

® \When multiple computers are connected and audio sound
is played back, the sound may be distorted.

H To log out

I Click [[#. (Log Out)]

) @ (2)() @) |«

You are logged out and the Login screen of the Smart
Client appears again.

Caution:

o |f you have restarted this unit, or the Smart Client on this
unit, log out from the Smart Client at the surveillance
computer, and login again.

H To finish

1 click [[&¢3| (Close)]
%-

l--A. . @ ‘

The Smart Client is closed.
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Viewer Description

| Live ]Q

|
« (& Shared
+ [ New Group

[T New View (1x 1)
] New View (4 x 4)

‘Cameras

I g Server

Event

I @ Server

Output

Activate

«

I G Server

Item |

Description

(1) Screen selector tabs

[Live] For viewing live images from
cameras. (1= Page 142)

[Playback] For playing back recorded images.
(= Page 147)

[Setup] For displaying the viewer setting
screen. (i Page 139, Page 171)

(@ Operation ® The section to be displayed varies
section depending on the current content

of the screen.

® Click any icon at the bottom of this
section to display the section you
want to use.

(3 Camera images

(5 Viewer operation buttons

@ (Full screen)

For enlarging camera images.

@ (Notification

Display the status of the connected

~ Dialog) server.
2 (Help) For displaying the help.
(i) (About) For viewing information about the

Smart Client.

@ (Options)

For confirming/changing settings of
the Smart Client.

@ (Log Out)

For logging out.

@ View

For viewing a split screen display of
images from multiple cameras. (==
Page 139)

[l (Minimize) For minimizing the window.
[z (Maximize/ | For maximizing the window.
Restore)
=3 (Close) For closing the Smart Client.
®) View list For selecting one of the registered

views.
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<Viewer Part> Basics

Viewer Description
(continued)

Note:

® The Smart Client logs in to a distribution server within the
VR-X3200U/VR-X1600U to operate.

® Embedded Smart Client also logs in to the distribution
server of this unit (http://localhost or http://127.0.0.1). By
default, it is configured to automatically log in to this unit.
For how to log in, refer to “ Starting Smart Client”
(v= Page 133).

® |f surveillance computers of the maximum number of
clients are connected, you cannot log into the Smart
Client built into this unit.

Caution:

@ |f you have changed recording settings using the
Management Application, log out from the Smart Client
and then log in again. (1= Page 133)

® By default, you can log in to the system by just clicking
[Connect] in the [Connect to Server] screen.

When you have changed the settings, refer to descriptions
from Step 2 in the “Starting Smart Client” section
(v= Page 133).

® Even in the following situations, you may restore the
system by restarting the Smart Client:
® Live images and playback screen black out.
® Operations of the Smart Client are slow.
® The Smart Client is not responding.

® In the Smart Client, images and audio sounds may be out
of synchronization.

@ |f you have configured e-mail settings, conduct a test to
ensure that e-mails will be sent. (x= Page 110)

® |f you have connected an additional HDD, startup may
take several minutes.

® Be sure to set the Smart Client so that the live frame rate
does not exceed the performance of this unit; otherwise,
the recording frame rate may decrease. For the
performance of this unit, see “Recording/Displaying live
images/Distribution performance” (1= Page 196).

® Avoid continuous playback of recorded images (for longer
than 1 hour) as it may cause recording failure.

Installing the Viewer on a
Computer

Installing the viewer (Smart Client) on a computer connected
to NVR and network will allow for:

® Viewing live images on the computer
® Controlling network cameras on the computer
® Viewing recorded images on the computer

Caution:

® Connect the computer to the LAN2 network.

® Settings for cameras connected to the LAN1 network
cannot be specified from a computer connected to the
LAN2 network.
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System Requirements

Item Description
Operating Microsoft Windows Server 2008 R1/R2
System (32- or 64-bit*)

Windows Server 2003 (32- or 64-bit*)
Windows Vista Business (32- or 64-bit*)
Windows Vista Enterprise (32- or 64-bit*)
Windows Vista Ultimate (32- or 64-bit*)
Windows XP Professional (32- or 64-bit*)
Windows 7 Professional (32- or 64-bit*)
Windows 7 Enterprise (32- or 64-bit*)
Windows 7 Ultimate (32- or 64-bit*)

CPU Intel Core2 Duo or higher (Xeon for large
views) recommended, minimum 2.4 GHz
RAM Minimum 1 GB (more than 1 GB is

recommended for large screens)

Network Ethernet, 100 Mbps or higher
recommended

Graphics AGP or PCI-Express, minimum 1280 x

Card 1024, 16-bit colors or higher

Hard Disk At least 100 MB free

Space

Software Microsoft .NET 4.0 Framework and

DirectX 9.0 or later versions
Microsoft Internet Explorer 6.0

Computer Network Settings

If using this unit with the factory default settings, set the

following computer network.

® For details, consult the network administrator. If using this
unit with settings different from the factory default
settings, confirm the setting with the network
administrator.

M Initial LAN2 Settings of This Unit

External address | 192.168.1.253
255.255.255.0
192.168.1.254

Subnet mask

Default gateway

Il Computer Settings

External address | 192.168.1.11
255.255.255.0
192.168.1.254

Subnet mask

Default gateway

Caution:

® Do not use the same IP address in the same network
environment.

® Do not register multiple IP addresses with one NIC when
specifying the computer network settings.
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Installing the Viewer on a
Computer (continued)

Installing the Smart Client

Caution:

® Before installing, check to ensure that Microsoft. NET
Framework 4.0, DirectX 9.0 or later versions, and
Microsoft Internet Explorer 6.0 or later versions are
already installed on the computer. If any of these are not
installed, installation of the Smart Client may fail.

1 Open the Internet Explorer browser (6.0 or later
versions), and enter the IP address of NVR as
“http://192.168.1.253”

A welcome page will appear.

(Z Milestone XProtect Enterprise VR-X16/32 7.0 - Windows Internet Explorer,

QO ~ [l imismiz DEESE] el

E s Toos telp
¢ Favartes | 3 B Free Hotmall @ % MDIE v &) 2 34015 IHHEST| ~

(@ Wilestons XProtect Enterprise VR-X 16/32 7.0 &-8

ml e

“The Open Piatform Company

s and tools for your surveillance system. If in doubt about which one to use,

© 2009 Milestone Systems A/S

oore @ Temet Voo Wi -

Caution:

® Do not select [Remote Client].

2 Click [(Smart Client Installer) English]

The [Do you want to run or save this files?] confirmation
message appears.

3 Click [Run].

File Download - Security Warning

&3

Do you want to run or save this file?

Hame:  NVRViewerexe
Type: Application, 43.4ME

From: 192.168.1.253

[ A ]| sae ][ Cance |

potertially harm your computer. i you do not trust the sourcs, da not

I ﬁ) While files from the Intemet can be useful, this file lpe can
\
e Tun or save this software. Wwhat's the risk?

Confirmation message appears, asking “Do you want to
run this software?”.
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4 Click [Run].

Internet Explorer - Security Warning

Do you want to run this software?
Mame: NVR Viewer Installer
Publisher: Milestone Systems A/S

[¥] Mare aptions Bn

‘While files From the Inkernst can be useful, this file type can potentially harm
your computer, Onky run software from publishers you trust, What's the risk?

Doing so starts up the Smart Client Setup Wizard.

WinZip Self-Extractor - NVR_Viewer [1]exe

e |

5 click [Next] and follow the installation
instructions

15 Milestone XProtect Smart Client 5.5c

Welcome to the Milestone XProtect Smart Client
5.5c Setup Wizard

The installer wil guide you through the steps required to install Miestone Protect Smart Client 5 5c.
onyour computer.

WARNING: This computer program is protected by copyrioht law and intemational reatiss
Unauthorized duplication or cistibution of this program. or any potion of i, may resultin severe oiil
o ciminal penakies, and wil be prosected to the maximum extent possible under the lan.

Cancel | Nert > |

1% Milestone XProtect Smart Client 5.5¢

License Agreement

Please take a momeri 1o rear the license agreement row. If you accept the terms below, cick 1
Agree” then "Neat'. Otherwiss oick "Cancel”

{13

Milestone XProtect™ End-user
License Agreement

[This End-user License Agreement (EULA) is 2 legally binding

agreement between you (sither an individual or a single Isgal entity)
and Milestone Systems 4/S (“Milestone”) for the XProtect™ software
product, whith may indude associated software companents, media,
printed materials, and onling or electronic documentation (“Product”), &

O DaNetAgres @ kges

[ oonea ) [ <Bak J|_ne> |l
| !

1% Milestone XProtect Smart Client 5.5¢

Customer Information

Enter your name and company or arganizstion in the bok bedow: T he installr will uss this information
for subsequent installtions.

Name:

‘JVC

Orgahization:
e

Concel | [ <Baok

Ned> |




1% Milestone XProtect Smart Client 5.5¢

Select Installation Folder

The installer wilinstal Miestane XProtect Smart Clisnt 5.5¢ o the following folder,

Ta installin this folder. click "Nexl". T install to a diferert folder. enter it below or ick "Browse'.

Eolder

CtfProgram FilesYMilestone' xProtect Smart Clientd Browse.

Install Milestone XPratect Smart Client 5.5 for yourself, of for anyone wha uses tis computer:
() Everpone
O lustme
——
Cancdl | [ <Back  f[ News ||
L ||

1% Milestone XProtect Smart Client 5.5¢

Confirm Installation

The installe is ready to install Milestone XProtect Smart Clisnt 555 on your computer.

Ciick "Nert” to start the installation.

—
Cancl | [ <Back | News ||
L ||

15 Milestone XProtect Smart Client 5.5c

Installing Milestone XProtect Smart Client
5bc

Milestone XProtect Smart Cient 5.5¢ is being installed.

Please wai.

Cancel

18 Milestone XProtect Smart Client 5.5¢ (@=L
N

Installation Complete

mart Cliznt 5 8¢ has been

Click "Close’ to ext.

Please use Windows Lipdate to check for anp criical updates to the NET Framework.

6 Click [Close]

Installation ends and a shortcut to the “Smart Client” is
created on the desktop.

Caution:

e |f the .Net Framework 4.0 installation window is displayed
during installation and the computer is not connected to
the internet, it may not be possible to continue with the
installation.

Creating a View

Groups and Views

Split screen display of images from multiple cameras in the
Smart Client is called “view.” Any number of views can be
created in accordance with camera locations and quantity
and managed by groups (folders).

H Group and view structure

The following 2 groups are preset as root groups for groups
you will create.

Private Views in this folder are only accessible to
the user who created them.

Shared Views in this folder are accessible to all
computer users who can access the
system.

® You can check the group and view structure from the
[Views] section.

Private
4 [L3 Shared
4 [ New Group
[I] New View (1 x 1)

New View (4 x 4)

s (4] (4] [x

Shortcut:

Caution:

® Select [Basic Authentication] for the authentication
method. Enter the user name and password of the basic
user. For details of the default registered basic user, see
“Users” (i== Page 112).

® The [View group saving error] dialog may appear when
you attempt to change views in the shared folder. In this
case, click [OK] to close the error dialog and log out from
the Smart Client (== Page 134). Then log in to the system
again to try to change views again.
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<Viewer Part> Basics

Creating a View

To create a view, you need to create a group first and
registers a camera to show in the view.

Note:

e If the [View] section is not displayed, click | E ] to display
it. )

1 Click the [Setup] tab

Thursday, September 08, 2011-230:45 PM | =01

@O e0e ®

2 In the [Views] section, select a root folder
(Private or Shared) you want to create a new
group in

New View (1x 1)
New View (4 x 4)

& @ ) X

Shortcut:l:l
3 cClick [@I (Create New Group)]

A new group is created.

I Private
y
4 [ New Group
New View (1x 1)

New View (4 x 4)

Create New Group Shorteut: l:l
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4 Entera group name for the new group

Views ¥
I Private
4 [ Shared
4 |5 New Group
[ New View {1 x 1)
B hit i (4 x 4)

Shortcut:

Then, create a new view in the group you just created.

5 click [ [J | (Create New View)] and select a
layout for a new view

[ Private
4 [ Shared
+ (5 New Group
[X]New View (1x 1)

New View (4 x 4)
[ Shared

e
43
4:3 Portrait
16:9
16:9 Portrait

A new view is created in the group.

Views ¥

I Private
4 [ Shared
4 |5 New Group
[T New View {1 x 1)
New View (4 x 4)
4 [ Shared
L] New View (1x 1)

Shorteut:

6 Enter a view name

Views ¥

L Private
4 L Shared
4 [ New Group
New View (1 x 1)
New View (4 x 4)
4 [ZSharad

]

Shortcut:

Next, register the camera to display the created view.



7 Click [ $ ]to the left of [Server] in the [System
Overview] section

A list of available cameras appears.

[ System Overview ¥
4 |5 Cameras
4 I Server
“® Camera 1
= Camera 2
¥ Larousel
Hotspot
[@] HTML Page
Image
[H Matrix

8 select a camera you want to view from the list
and drag it onto the image display screen to the
right
® |mages from the selected camera are displayed along

with its camera name.
® Repeat the same steps for each camera.

Editing Views
l Changing a group/view nhame

] Selecta group/view you want to change the
name for in the [Views] section

I
Private
4 [L} Shared
4 [ New Group
[ New View {1 x 1)
Lolhio View (4 x 4)

e

Shortcut:

2 Click the [_2| (Rename)] button and enter a
group/view name

B —
Private
4 [L3 Shared
4 [ New Group
[T]New View (1x 1)
Tohionfiew (4 x 4)
B

Toonalce

Shorteut:

l Deleting a group/view

1 Selecta group/view you want to delete in the
[Views] section

2 Click the [[E (Delete)] button

A confirmation message prompts you to confirm you want
to delete the selected group and all views in the group, or
selected views.

3 Click [Yes]
Hl Remove the camera from the view

1 click [x] in the upper right of the camera window
to remove

The camera is removed from the view.
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Viewing Live Images

Showing the Live Window

1 Click the [Live] tab
The live window appears.

M To check the camera status

Check the status from the 3 color box indicators and the
characters that indicate camera operation status on the blue
bar at the top of the window of each camera.

Item ‘ Description

(1) Camera operation status indications

Live (green) For indicating that live images
are being displayed without

recording.

Recording (red) For indicating that images are

being recorded.

Stopped (yellow) For indicating that images
cannot be acquired form the

camera or the camera is offline.

@ Event indicator
(left: yellow)

Turned on when any event
occurs. If no event is specified
or exists, the indicator remains
in black.

3 Motion indicator
(center: red)

Turned on when any motion is
detected.

@ Live indicator
(right indicator:

Blinking each time it receives
images from the camera.

green)

Item Description

) [Live] tab For displaying the Live

window.

(2 Operation section | (== Page 143)

(3) Camera images Live images from the camera

@ View Segmented display of images

from multiple cameras

Note:

® To enlarge the camera window, double-click the upper
blue bar. To restore the original size, double-click the
upper blue bar again.

@ Click the active event or motion indicator to turn off the
indicator. You can hide the live indicator in "Display
settings" (1= Page 172)

() [Close] button For closing the Smart Client.

(® View list For switching views.

® |f you configure camera recording settings without closing
the live window, live images may not be displayed
correctly after you configure the camera recording
settings.
In this case, “Cannot connect to server! Retry” or “Cannot
connect to 127.0.0.1:80 on [device name] (camera name)”
will be displayed in the live screen. (127.0.0.1:80 is an
internal IP address of this unit during operations.)

Note:

® |t may take a while to show images from cameras
depending on the network line status.

® |t may take several minutes to show the live image display
screen depending upon the number of additional HDD(s)
connected.
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l Operation section on the live screen

In the live image screen, you may use the following

operations in corresponding sections.

® You can select to show/hide each section by clicking an
icon.

Section name Icon Operation

Views P For selecting a view to
l—'] display from the registered
views.

Cameras For displaying a camera
list. By selecting a camera
not listed in the view and
drag it into the view, you
can view images from the

camera.

e
@
AL

Event g For manually triggering a
b preset event.

Output For performing a preset
a output.

Audio 0: For using a microphone or
& a speaker connected to the
camera.

For displaying a list of

Sequence
ﬂi recorded images.

Explorer

PTZ Control i For performing camera
L operations (pan, tilt and
zoom).

Switching Views

This section describes procedures to switch views and
display images from another camera.

1 Select a view in the [Views] section, or from the
view list on the upper part of the window

Caution:

Manually Recording
Images of a Specific
Camera

You can record images of a specific camera when you view

live images.

® Access to this feature is limited. For details, please
contact your monitoring system administrator.

® You need to set an upper limit of recording time in the
Management Application in advance. (“Manual
Recording” (1= Page 101)

1 Right-click on a camera image you want to
record and select [Start Recording...] from the
shortcut menu

@ Start Recording for 5 Minute(s) l
Launch Sequence Explorer

Bn,  Copy

Camera »

7

Sound Notifications

Matrix
By Send Camera »

Recording starts and will automatically end after the
specified time.

Note:

® You cannot stop recording while it is in progress.

® You cannot change the recording time from the Smart
Client. For details, please contact your monitoring system
administrator.

® Do not switch views frequently in a short time.

@ |f live images are not displayed in VN-C625U/VN-C655U,
change the password for VN-C625U/VN-C655U
connection set in the camera and this unit. For setup
procedures, refer to the relevant instruction manuals of
cameras used, and the [Password] setup procedures
under [Hardware Devices] in [Advanced Configuration]
described in this manual (== Page 92).
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<Viewer Part> Basics

Operating Cameras on the
Live Image Screen

Viewing Images by Using PTZ
Features

PTZ (pan, tilt and zoom) operations are available only when
the camera supports the PTZ features.

® Button operations are ignored when the camera does not
support the PTZ features.

Note:

e |f the [PTZ Control] section is not displayed, click [ «& ] to
display it.

I Click the top bar of the live screen of a camera
you want to select, and select the camera

® When you select a camera, the blue top bar turns to
light blue.

2 Click the PTZ navigation buttons in the [PTZ
Control] section

Presets

< No presets >

Fisheye PTZ positions:

Digital zoom

Item Description

(@) PTZ navigation | For moving the camera in the

H Digital zoom

You can view enlarged images from cameras by selecting the
[Digital zoom] check box in the [PTZ Control] section.
Performing the digital zoom operation will show a small view
of the whole image at the lower right.

Presets

< Mo presets > n
Fisheye PTZ positions: ‘

|—Di;ii;lzoom ('f Q

Note:

® |[mages to be recorded are not zoomed even when digital
zoom is used.

® When digital zoom is used, the recording frame rate may
decrease due to increased load on this unit.

® Deselect the [Digital zoom] check box to finish digital
zoom.

Caution:

® When the [Digital zoom] check box is selected, actual PTZ
operations are not performed.

Using the Preset Features

By selecting from the preset list, you can move the camera
direction to the preset position.

Note:

o |f the [PTZ Control] section is not displayed, click [|~& ] to
display it.

® This operation is available only when the camera supports
the PTZ features.

® The preset list can be configured from [Advanced
Configuration] = [Hardware Devices] = (PTZ camera’s)
[Camera Properties] =» [PTZ Preset Positions] in the
Management Application. (=== Page 39)

buttons direction of arrows.
(2 Home button For returning to the home position.
® [+ For zooming in/out.
Note:

® \When the mouse pointer turns to a crosshair point on the
PTZ camera image screen, you may change the direction
of the camera by pointing and clicking the image screen. If
it does not, you cannot perform camera operations on the
image screen. For some PTZ cameras, the mouse pointer
may not turn to a crosshair pointer. Moreover, operations
may not be available even when the mouse pointer turns
to a crosshair pointer, depending on the type of PTZ
camera. In these cases, perform operations by using the
PTZ navigation buttons in the [PTZ Control] section.

® For any analog camera connected to a network encoder
(IP video server: VN-E4U/E, etc.) the pointer does not
turn to a crosshair pointer.

e With a mouse with a scroll wheel, you can use the wheel
to zoom in/out with a PTZ camera.

® [f you use the electronic zoom feature of VN-V685U/VN-
V686U/VN-V686BU Series, the electronic zoom
operations stop temporarily on the boundary between the
optic zoom and electronic zoom. To continue zooming,
perform the zoom operation again.
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Presets n

< Mo presets > g h
Fisheye PTZ positions: ‘
[¥] Digital zoom Qt t

1 Selecta preset position from the preset list in
the [PTZ Control] section

® The camera moves to the preset position.



Playing Back Recorded Images for
Specific Camera(s) (Independent
Playback)

In the [Live] tab, you can view live images of all cameras.

By using the independent playback function, you can switch
to view past recorded images on specific camera(s) only.
® Independent playback function can be used for multiple

cameras.
® Independent playback function can also be performed
from the view in the [Playback] tab.

1 Point the cursor to camera images in the view

The independent playback start button appears on the
camera images.

e

2 Click the independent playback start button
The camera’s title bar turns yellow and playback pauses.
To start playback, click [7,)] to the right of the time and
date display. -~

202

3 Search for images you want to view

2:47$PM
I -iz—-o|1 v

Item Description

@ Time For displaying the date and time when the
and date | image was recorded.

@ p— ™ | For reverse/normal playback
¢ | e Click once to use them as pause buttons.

® Slider For changing playback speed during playback.

® Audio sounds will not be played back.

For switching to the playback view at the
time of the present recorded image.

For finishing independent playback.

® The controller disappears when the cursor goes out of
the camera images.

4 Click [ -] to finish independent playback
The color of the title bar returns to normal.
Note:

® |f the camera window is displayed small, the slider is not
displayed. In this case, display the slider by maximizing
the Viewer or double-clicking the bar on the upper edge of
the camera window to enlarge it.

Other Useful Features

l Speech communication

A speech communication feature is available from the [Audio]
section with a microphone or a speaker is installed to the
camera.

Note: -
o [f the [Audio] section is not displayed, click [ ﬁ,‘.‘ ]to
display it.

I
Microphones

Listen to:

[Mlcmphone 1 VI
7] Mute

Speakers
Talk to:

No speaker sources

]

[] Lock to selected audio devices
[7] List only devices from current view

To hear audio sounds from a microphone installed to the

camera, select the microphone from the [Listen to] list.

® Select the [Mute] check box to temporarily mute the
microphones.

To talk to the other party through a speaker installed to the
camera, select the speaker from the [Talk to] list. Select [All
Speakers] to talk to all speakers at the same time.

e During talking, keep [Talk] clicked.

® Talker’s volume level can be checked from the level meter.

Caution:

® Audio sounds may be interrupted when more than one
surveillance computer listen to the sounds.

® When you return from the setting screen to the live image
display screen, the microphone and/or speaker are
deselected. Select them again if necessary.

o |f the network is congested, audio sounds may not be
transmitted.

Note:

e |f any camera for which an audio source is specified in
[Audio] under [Camera Properties] of [Hardware Devices]
is selected, the specified audio sounds are output.

(r= Page 95)

@ |f you select the [Lock to selected audio devices] check
box, the current microphone and/or speaker will remain
selected when you select another camera with a
microphone and/or speaker.

® Select the [List only devices from current view] check box
to list the audio devices in the view only.

® |f any camera for which an audio source is specified is
selected, the last audio sound output will be used
continuously.

® When live images are displayed at the same time as
recording, images and sounds may be out of
synchronization. (This does not affect recording to this
unit of additional HDD.)
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<Viewer Part> Basics

Operating Cameras on the
Live Image Screen
(continued)

Other Useful Features (continued)

Hl Manual events

You can trigger an event manually. Select an event in the
[Event] section and click [Activate].

Note:

e |f the [Event] section is not displayed, click [ B ]to
display it.

l Camera shortcut menu

You can open the shortcut menu by right-clicking on the

camera image screen.

® The menu items may differ according to the camera
settings.

[“Event ¥

4 b Server
4 [ Camera 1
T Manual Event 1
4 [5 Camera 2
¥ Manual Event 2

Note:

® For events, refer to "Events and Actions" (1= Page 46).

® You need to set an event in advance. (i Page 50 "Event
Configuration—Manual Event")

H Output control

This feature provides a preset output such as lighting on/off
and siren, etc. Select an output in the [Output] section and
click [Activate].

Note:

e |f the [Output] section is not displayed, click [| _ ]to
display it.

@ Start Recording for 5 Minute(s) —
Launch Sequence Explorer —@
By Copy 3
= Camera ¥ O
Sound Notifications —5)
PTZ Presets (®
Matrix @
D Send Camera . ®
ltem Description
@) start For starting recording with the
recording selected camera (manual recording).
for...
@ Launch For launching the Sequence Explorer
Sequence of the selected camera.
Explorer
® Copy Copy the image from the selected
camera as a still picture. The copied
still picture can be pasted into other
applications (word processing
software, etc.) as a bitmap file.
@ Camera For displaying images of other camera
in the selected position.
(& Sound For muting warning sound, etc.
Notifications | temporarily.
(6 PTZ Presets | For selecting a preset position and
moving the camera.
@ Matrix Manually distribute images using
Matrix.
Send Camera | For displaying images of the selected
camera in the specified window.

[“Output ]
4 I Server
4 (5 Camera1
¥ Output 2
Note:

® You need to set an output in advance.
(= Page 56 "Action Setup—Output")
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Viewing Recorded Images

Item Description

@) [Playback] tab | For displaying the [Playback]

screen.

(2 Operation
section

(r= Page 148)

Notes:

® The recording frame rate may decrease during
operations in the playback screen.

® When there is frequent access to the HDD, i.e. recorded
images are played back at the same time with
recording, playback images or audio sounds may be
interrupted. (This does not affect recording to this unit of
additional HDD.)

® When returning to the playback screen from the setting
screen, the microphone selection for the [Audio] section
may return to [None]. Reselect the microphone.

® Use the same time zone for the computer and this unit.
When you play back recorded images on a computer
with different time zone, the time of recorded images of
this unit will be converted to the computer’s time zone.

® |f you want to change the time zone from date and time
settings, click the [x] button to exit the Smart Client and
restart.

(3 Cameraimages | Recorded images from the camera

@ View Segmented display of recorded

images from multiple cameras

® Recorded images of the same
time and date (the time and date
displayed in the [Time
Navigation] section) are
displayed for all cameras in the
view.

(® [Close] button For closing the view.

® View list For switching views.

Displaying the Playback Screen

1 Click the [Playback] tab
The playback screen appears (it may take several minutes).

R OCGG

®

e |f you configure camera recording settings when the
playback screen is active, playback images may not be
displayed correctly after you configure the camera
recording settings.

In this case, “Cannot connect to server! Retry” or
“Cannot connect to 127.0.0.1:80 on [device name]
(camera name)” will be displayed in the playback
screen. (127.0.0.1:80 is an IP address of this unit
during operations.)

e |f you attempt to play back when there are no recorded
images, the playback screen keeps showing “Connect:
[NVR] Cameral on 127.0.0.1:80”.

Note:

® The live indicator appears in the top bar of the playback
screen. It lights up in green each time new images are
displayed.

® Recorded images are saved as a database. Recording
data is called a database in this unit.

e |f a message such as “Before database start” is displayed
in the playback screen, there is no database (recorded
images) before the current position.

o |f a message such as “No data” is displayed in the
playback screen, there is no database (recorded images)
after the current position.

e |f the timeline is not displayed correctly (for example, it is
split), switch the screen by clicking the [Live] or [Playback]
tab, then click the [Setup] tab again.

Caution:
® Do not switch between the live screen and the playback
screen frequently in a short time.
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<Viewer Part> Basics

Viewing Recorded Images

(continued)

Displaying the Playback Screen

(continued)

H Operation section on the playback screen
In the playback screen, you may use the following operations

in corresponding sections.

® You can select to show/hide each section by clicking an

icon.

Section Icon

Description

Switching Views

This section describes procedures to switch views to show
images of other cameras.

1 Select a view in the [Views] section, or from the
view list on the upper part of the window

Caution:

® Do not switch views frequently in a short time.

o If live images are not displayed in VN-C625U/VN-C655U,
change the password for VN-C625U/VN-C655U
connection set on the camera and this unit. For setup
procedures, refer to the relevant instruction manuals of
cameras used, and the [Password] setup procedures
under [Hardware Devices] in [Advanced Configuration]
described in this manual (== Page 92).

Views —
=

For selecting a view to
display from the registered
views.

Cameras
-

For displaying a camera
list. By selecting a camera
not listed in the view and
dragging it into the view,
you can view images from
the camera.

Recording =
Search 13:

For searching for recorded
images by sequences.

Sequence
Explorer s

For displaying a list of
sequence images of all
cameras in the view.

Alerts

For searching for recorded
images by alerts.

Time
Navigation L,)

For searching for recorded
images by specifying date
and time, as well as for
performing playback
operations for recorded
images.

Audio

[
i

For performing speech
communication with
camera(s).

Smart Search

k9|

For searching for images
with any motion.

Print

For printing recorded
images.

Export

&

For saving recorded images
on the desktop, etc.

PTZ Control

i
Al »
¥

For performing PTZ camera
operations.
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Searching for Recorded
Images

You can search for images recorded by this unit in following
ways.

Search method Reference

Search by recording date and time | (x= Page 149)

Search by listing sequences of (v= Page 149)

recorded images

Search by with/without recording (r= Page 150)

Search for sequences of recorded | (x= Page 151)

images by recorded date and time

Search from the alert list (== Page 151)

Search by changes in images in (r= Page 152)

specific areas (Smart Search)

Search for recorded images by date
and time

This section describes procedures to search for recorded
images by using the [Time Navigation] section in the
playback screen.

Note:
e |f the [Time Navigation] section is not displayed, click

[ (3 1to display it.

Thursday, September 08, 2011 1.00x

2:26:29.300 PM

al L 13
Back Time Forward
“”i L I

Playback
I L !
Slow N Fast
(<)8(>)
(/] Skip gaps during playback
[ 9/ 82011 - 2:226:35PM |5 Go To
|

] Select a search date and time in the [Time
Navigation] section

® Specify a date and time in the left and right boxes,
respectively.

2 Click [Go To]

Images of the specified date and time are displayed in the
view.
e Date and time of the present images are displayed in the
master time display part.

Note:

® There may be no images of the specified date and time of
multiple cameras in the view if, for example, images were
recorded by motion detection. In this case, the last images
before the specified date and time in the camera database
are displayed. (Recorded images are saved in a database.)
® Playback speed currently selected is displayed.

Caution:

® |[tems in the master time display part may be beyond the
recording date and time of the latest recorded images. In
this case, click ) in the browser button section to move
to the latest recorded images, and click the playback
button (»).

o |f the [Skip gaps during playback] check box is selected in
the [Time Navigation] section, playback may be stopped
when it reaches the end of the recording part during
simultaneous image playback. In such a case, deselect
the [Skip gaps during playback] check box. When
playback is stopped, click the playback button again.

Searching from the Image List

You can use the Sequence Explorer to search from a list of the
first image of each sequence (a group of recorded images
triggered by an event or motion) or specified time interval.
Note:
e |f the [Sequence Explorer] section is not displayed, click

[ #m ]todisplay it.

‘ Launch View... ‘

Launch Camera..

1 select a target for listing in the [Sequence
Explorer] section and launch it

Item Description
Launch View... | For displaying a list of recorded images
of all cameras in the current view.
For displaying a list of recorded images
of the selected camera.

Launch
Camera...

2 Select a list type (sequence or span)

3 Click images you want to view from the list

The images you selected are displayed in the left part of
the screen.

Note:

® To change the listed images, drag the [Resize] slider right
or left.

® You can exclude any camera from search objects by
deselecting the corresponding check box of each camera.

e |f images are not displayed correctly in the sequence
explorer window, changing the display by clicking [| & |x]
at the top right of the window may solve the problem.
==

B Image only

H Date

¥ Camera, Date

Caution:
® |t may take time if lots of sequences exist. In such a case,
the recording frame rate may decrease while displaying

the sequence.

® |t you close the sequence explorer before all sequences
are displayed, the recording frame rate may decrease or
live images will not be displayed correctly for a while.

® To prevent unwanted sequences from being created, set
[Motion Detection and Excluded Regions] in [Camera
Properties] correctly. If motion detection is not used, set
[Exclude regions] to [Enable], then select [Select All].
(r= Page 97)
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Searching for Recorded
Images (continued)

Searching for Images by With/
Without Recording

The timeline browser in the right part of the playback screen
enables you to search for images by with/without recording
and/or types.

Caution:

H Search by timeline
1 Select a timeline display

Item Description

Span For selecting a span to display.

Newest images Select this check box to reverse the
at top time flow on the timeline.

® Timeline is only for reference. It may be misaligned with
the actual time.

H Timeline Description

2 Drag the timeline upwards or downwards to
search

® Check the time indication pointer when you drag it.

Note:

® Display settings of the timeline browser will not be
retained. Settings will be lost when you restart the Smart
Client.

e With a mouse with a scroll wheel, you can use the wheel
to search through the timeline.

® Double-click any part of the timeline to show images at the
time.

Caution:

® When you drag the timeline upwards or downwards with
your mouse, a part of the timeline may not be updated. In
such a case, exit the Smart Client (== Page 134) and then
restart it (1= Page 133).

Timeline For indicating recording status. One for
each camera available in the Smart
Client is displayed. The timeline of the

selected camera is highlighted.

Red For indicating recording triggered by
any motion detection or event
occurrence.

(In pink when highlighted)

Green For indicating recording before/after a
motion detection.
(In light green when highlighted)

Black For indicating a period with no
recording.
(In grey when highlighted)

White center | For indicating the time of present
line (time images.

indication
pointer)

H (At the left For showing or hiding the timeline/
hand side of | browser.
the timeline/
browser)
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Searching for Recorded Images

This section describes procedures to list recorded images by
sequences of images recorded due to any event or motion.

Note:

e |f the [Recording Search] section is not displayed, click
[|1Z ] to display it.

[C] Auto-preview

p Camera 1 (4.236 sec) =
S/32011 22527 PM

=p Camera 1 (20 sec)
8/6/2011 2:25:32 P

p Camera 1 (30.541 sec)
S/812011 2:25:58 P

9182011 22633 PM

% Camera 1 (45.125 sec)
91812011 2:37:26 PM

“=p Camera 1 (43.663 sec)
9/5/2011 2:35:30 PM

p Camera 1 (630.128 sec) |

[*] Show details =B

@ Selected camera
All cameras in view

1 Select a search target

® When searching for a camera: select a camera to
search in the view, and then select [Selected camera]
in the [Recording Search] section

® When searching for a view: display a view to search,
and then select [All cameras in view] in the [Recording
Search] section.

2 Click [Search]

20 images each for before/after the displayed time are

listed.

® Select the [Auto-preview] check box to view a preview
image when you point the mouse pointer to a
sequence in the list.

3 Click a sequence in the list

All images in the view are displayed according to the date
and time of the selected sequence.

Note:

® When [Auto-preview] is selected, a sequence preview can
be displayed by hovering the cursor over a sequence
name in the list.

® The first image of the selected sequence can be printed
by clicking the print icon in the [Recording Search] section
(== Page 156 "Printing a Recorded Image (operation from
surveillance computer)").

® Exporting can be performed by clicking the export icon.
(= Page 164 "Saving Images and Audio Sounds on a
USB Flash Memory (Export)")

® The exact date and time of when a detected motion or
event triggered recording to start, and the exact date and
time of the start and finish of a sequence can be displayed
by clicking [Show details].

Caution:

® Multiple sequences in a row may be consolidated as one
sequence depending on settings for recording before/after
any motion/event occurrence (i Page 58).

Searching for Recorded Images from
the Alert List

This section describes procedures to list recorded images by
types of trigger (event) of recording.

Note:

e |f the [Alerts] section is not displayed, click [| ! ]to
display it.

4 P Server ‘
A VT NVR ALARM IN1 BREAK
A VT NVR ALARM IN1 MAKE
A VT NVR ALARM IN2 BREAK
A VT NVR ALARM IN2 MAKE
A VT NVR ALARM IN3 BREAK
A VT NVR ALARM IN3 MAKE
A VT NVR ALARM IN4 BREAK
A VT NVR ALARM IN4 MAKE

A VT NVR ALARM IN5 BREAK
A RO NV AL ADM ING MAKE

m

Alert Time

1 Select an event from the alert list of the [Alerts]
section

® You can select a preferred event, camera or [Server].

2 Click [Get List]

A list of detected events is displayed.
® You can view recorded images of a selected event by
clicking the event list.

Note:
® Event(s) in the period before and after the time specified
in the [Time Navigation] are obtained in the alert list.
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Searching for Recorded
Images (continued)

Smart Search

You can search for images with any motion by specifying a
search area from recorded images of the selected camera.

Note:

e |f the [Smart Search] section is not displayed, click [ @&
to display it.

1 Select a camera for searching by clicking
camera images

2 Select the [Show grid] check box under [Search
area] in the [Smart Search] section
“Smart Search ¥ |

Search setup

Sensitivity:

[ Medium -

Interval:

[N\ images - ]

Search area

[] Show grid s

@ Include Exclude
Load Save

Search

[ Frevious ] Next ]

® Blue grids are displayed.

I
1
R | | 1
TR 1
TN FL 1
TR T I O I O O
I s el ] I 1 T Y
T 7 I s ] s o Y I O I O I
T T T s e I ) Y I O O
O ) N N I B
| L] T ]
I
|1
|1
L]
i
|
|
| 1]
[
W
=
P
e | |
=
—
|1

3 Click and drag within the screen to specify an
area to search

The specified area becomes transparent.

® Select the [Include] check box to add the dragged part
to the search area. Select the [Exclude] check box to
delete the dragged part from the search area.

® Select the [Invert] check box to select to include or
exclude the selected area.
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4 selecta sensitivity level from the [Sensitivity]
list under [Search setup]

Select from parameters below:
® [Very high]

® [High]

® [Medium]

® [Low]

® [Very low]

5 Specify a time interval in the [Interval] list
6 search by repeatedly clicking [Next] or
[Previous]

Searching for data where any motion is detected in the
area starts. It will be displayed when any motion is
detected in the area and such motion will be highlighted.

Caution:

® Smart Search searches for data [Forward] or [Backward]
from the present image time.

® When Smart Search is used during recording, the
recording frame rate may decrease. Use the feature to the
extent that the display does not turn red by checking the
CPU meter.

Note:

® You can save the area specified in Step 3 temporarily by
clicking [Save].
You can restore the saved area settings by clicking [Load]
after specifying another area.

® To cancel the area selection, select the [Exclude] check
box and drag the whole area.




Playing back Recorded Images

This section describes procedures to perform playback, stop,
and skip operations in the [Time Navigation] section of the
Smart Client.

Note:

o |f the [Time Navigation] section is not displayed, click
[ (5 1to display it.

Thursday, September 08, 2011 1.00x

2:26:29.300 PM

(=g (=) (-iw_l: :_\_\:—) (») (>

a1 L 1
Back Time: Forward
“l L e

Playback
i L | 1
Slows Fast
(«)8(>)

/| Skip gaps during playback

9/ 8/2011 - 22635PM %

Functions of buttons and sliders are as follows.
@® Browse buttons

Move to the previous image of the selected

£ \ .
L\":” /" camera. (Frame rewind)

Move to the next image of the selected camera.

%
: ”y' (Frame advance)

Move to the top image of the previous sequence
| y . of the selected camera. (The function may not
\ _/J " work properly depending on the existence or
- length of the sequence.)
Move to the top image of the next sequence of
f \ . the selected camera. (The function may not
l,:l_ /" work properly depending on the existence or
- length of the sequence.)
Move to the oldest recorded images of the
. selected camera. (The function may not work
| | | : . .
_/J properly during playback at 10 or more times
- faster than normal)
Move to the latest recorded images of the
f , . selected camera. (The function may not work
l_:'_""l /" properly during playback at 10 or more times
=" faster than normal)

L

Caution:

® The browse buttons are inactive unless a camera is
selected.

® |t may take a while to complete movement after you click
the browse buttons (1) (») . Note that clicking any of the
buttons in a row before completion of the movement will
move the sequence as a whole.

@ [Time] slider

Drag the slider to the left to show older images and to the
right to show newer images. Use the upper slider for fine
adjustment in a limited time span (0.4 to 240 times), and the
lower slider for rough adjustment in a longer time span (20 to
36,000 times).

@ [Playback] slider

Playback speed is normal with the slider at the center
position. Drag the slider to the left to decrease the playback
speed and to the right to increase the speed. Drag the slider
to the left end to pause.

The speed during playback is indicated in the upper right in
the master time display part.

@ [Playback] buttons

( ﬂ) For reverse playback.

I.\.t ). For normal playback.

O}

Note:

® When the playback slider is at the left end (pause), the
playback buttons are inactive. Set the playback slider to a
preferred speed.

For pausing playback.

l To skip parts with no recording

You can skip parts with no recorded images on the selected

camera during playback by selecting the [Skip gaps during

playback] check box in the [Time Navigation] section.

® When in split screen display, even when there are no
images recorded by the selected camera, if there are
images recorded by another camera this part will not be
skipped. In this case, the image shown last is displayed on
the camera with no recording.
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Searching for Recorded
Images (continued)

Playing Back Recorded Images of
Different Times for Specific
Camera(s) (Independent Playback)

In the playback tab, recorded images of the same time are

played back all together for all cameras.

By using the independent playback function, you can view

images of different recording times for specific camera(s).

® Independent playback function can be used for multiple
cameras.

® Independent playback function can also be performed
from the view in the live tab.

1 Point the cursor to camera images in the view

The independent playback start button appears on the
camera images.

T

2 Click the independent playback start button
The camera’s title bar turns yellow and playback pauses.
To start playback, click [7,] to the right of the time and
date display. —

Item Description

@ Time For displaying the date and time when the
and date |image was recorded.

@ r— ™ |For reverse/normal playback

l L ® Click once to use them as pause buttons.

(@ Slider For changing playback speed during playback.
® Audio sounds will not be played back.
@ For finishing independent playback.

® The controller disappears when the cursor goes
outside of the camera image.
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4 Click [ ] to finish independent playback

The color of the title bar returns to normal.
Note:

e |f the camera window is displayed small, the slider is not
displayed. In this case, display the slider by maximizing
the Viewer or double-clicking the bar on the upper edge of
the camera window to enlarge it.

Listening to recorded audio sounds

Microphones

Listen to:

[ Microphone 1 - ]
[ Mute

Speakers
Listen to:

Mo speaker sources

Mute

[] Lock to selected audio devices
[C] List only devices from current view

You can listen to audio sounds (recorded sounds) of a
camera with a microphone.

Note:

e If the [Audio] section is not displayed, click [ ©§ ] to
display it.

1 Select an audio sound from the [Listen to] list in
[Microphones].

® To mute temporarily, select the [Mute] check box.
Caution:

® Audio sounds may be interrupted when more than one
surveillance computer plays back the sounds.

® When returning to the playback screen from the setting
screen, the microphone selection for the [Audio] section
may return to [None]. Reselect the microphone.

® No audio sound is output during still image display,
searching at other than forward X 1 speed or frame
advance playback.

® When any playback operation of recorded images is
performed during recording, playback sounds may be
interrupted.

Note:

e |f any camera for which the audio sound setting is
specified, the specified audio sound will be output.

e |f any camera for which the audio sound setting is not
specified, the last audio sound output will be used
continuously.

® [Speakers] cannot be used on the playback screen.




Viewer Part

Applications

This chapter describes procedures to customize views according to specific applications.

Caution:
® |f you change settings of Management Application while Smart Client is on, shut down Smart Client, then restart it.
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Printing a Recorded Image
(operation from surveillance
computer)

You can print a playback image presented on the screen.
Caution:

® You cannot print images from VR-X3200U/VR-X1600U.
This is a function used in [Smart Client] downloaded from
the surveillance computer.

1 Click the [Playback] tab

2 Click [Print...] in the [Print] section

® The [XProtect Smart Client Surveillance Report]
screen appears.

® When any comment is entered in [User's note], it will
also be printed.

Miestone XProtect Smart Client Surveillance Report I o]

‘XProtect Smart Client Surveillance Report ‘

Camera name: Camera 1

Thursday, September 08, 2011 2:49:47 PM

Thursday, September 08, 2011 3:11:36 PM

User: JVCNVR\Administrator

User’s note: |

Copyright © Milestene Systems A'S - wwiw.milestonesys.com

[ Pagesewn || Preview J[ Pt ][ Gose |

3 Click [Page Setup] to configure printer settings
4 click [Print] to start printing

® When printing is finished, click [Close] to exit the
printing screen.
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Automatically Switching
Images of Multiple
Cameras

You can use the carousel function to view images from
multiple cameras in one display position by rotation. You can
also specify the camera switching interval.

1 Click the [Setup] tab

2 Click [Carousel] in the [System Overview]

section and drag to a preferred position in the
view

System Overview ¥

4 [ Cameras
4 Ik Server
= Camera 1

L

yora 2
58 Carousel
e
[@] HTML Page
Image
[ Matrix

3 Release the mouse button at a preferred
position

The setting screen appears.

Move Up Move Down
Default carousel fime:

Time for selected camera:
10 2] seconds ®

4 select a camera in the [Cameras] list and click
[Add]

It is added to the [Selected-cameras] list.



5 Specify a display period in seconds

Item Description
(1) Default carousel | For specifying units of seconds
time common to multiple cameras, if
applicable.
@ Time for For specifying a display period for

selected camera | cameras selected in the list in
seconds. Select the [Default] check
box to set the units of time set in
[Default carousel time].

3 Move Up/ For changing the order of the
Move Down selected cameras.
6 Click [OK]

P
fow (145)
fow (44)

2] (3] (4] X
Shoret

Note:

® The green frame indicates that the area in the frame is set
for the carousel feature.

l Changing the Camera While the Carousel
Function is Active

On the live images screen, the following operation icons will
be displayed if you place the cursor in the bar of the camera
window set for the carousel function.

Item Description
Change the camera in the order
set for the carousel function.
@ Pause playback.

Enlarging Images of a
Selected Camera (Hotspot)

This section describes procedures to display a camera
selected in the view in the hotspot area. You can view an
enlarged view by setting a display area larger than the
others, i.e. [1] in the [1 + 7] layout, as a hotspot.

1 Click the [Setup] tab

FEE |
2 Click [Hotspot] in the [System Overview] section
and drag to a preferred position in the view

System Overview ¥

4 [% Cameras
4 ¥ Server
o Camera 1
=0 Camera 2

[F Fmemimnl

e —
Image
LR Matrix

3 Release the mouse button at a preferred
position




<Viewer Part> Applications

Enlarging Images of a
Selected Camera (Hotspot)
(continued)

4 select the area you set as [Hotspot] and
configure properties in the [Properties] section

Item Description

Image quality For adjusting resolution and image
quality of images to display. Always
set this to [Full].

Frame rate Frame rate of the display.

Select from [Unlimited] (the same
as default and live settings),
[Medium] (25% frame rate), or
[Low] (5% frame rate) for the frame
rate set on the [Camera Properties]

screen.
Keep when Select to preserve the set image
maximized quality when enlarging the display

by double-clicking the camera
window. If not selected, full quality
will always be used when enlarging

the display.
Maintain image Select this check box to not
aspect ratio expand/contract images to the

display area size. Images will be
displayed at the original aspect
ratio.

Show For showing/hiding the title bar and
live indicator.

Caution:

® The recording frame rate may decrease when the image
quality is changed. Use the [Full] setting since [Image
quality] settings affect the recording performance.

Note:

® You can use the hotspot feature to use a higher frame rate
for the hotspot and a lower frame rate for the other images
for your convenience.

® The orange frame indicates that the area in the frame is
set as a hotspot.

® When you set multiple views as hotspots and switch
views, the hotspot window you switched to shows camera
images that have been displayed in the view you switched
from.
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Displaying a Web Page
(HTML Page) in View

You can display an HTML page instead of camera images.
1 Click the [Setup] tab

2 Click [HTML Page] in the [System Overview]
section and drag to a preferred position in the
view

[“System Overview V']
4 [5 Cameras
4 ¥ Server

= Camera 1

o Camera 2

nnnnnn

[ HTML Page

[H Matrix

3 Release the mouse button at a preferred
position

The [Open URL] window appears.

Enter the URL or path to an HTML page on the Internet, your
play

computer, or your network that you want to display.

Open |

4 Enter a URL and click [OK]



5 select an HTML page in the view and configure
properties in the [Properties] section

Item Description
URL To enter a new URL, click [New...] button.
Scaling For selecting a display size of the HTML
page.
Enable HTML | Select this check box to specify an HTML
scripting file including navigation and trigger

features.

Hide toolbar

Select to hide the toolbar on HTML pages.

Caution:

® This unit does not support ActiveX and Flash, etc.
® Do not install ActiveX.
® Some link destinations may pose security problems.

Displaying a Still Image
instead of Camera Images

You can display a still image in the view instead of images

when there is an unused camera.
Caution:

® This setting is for surveillance computers. Do not set still

images on the unit.

® Any still images located on other computers cannot be

used.

1 Click the [Setup] tab

2 Click [Image] in the [System Overview] section
and drag to a preferred position in the view

System Overview Y

4 [ Cameras
4 B Server
= Camera 1
0 Camera 2
[i4 Carousel

3 Release the mouse button at a preferred position

The [Open] window appears.

&} Open ]
—~
G » tibreies » Fictures » [ 3 ][ Search Pictures o]
Organize » New folder =~ 0 @
4% Favorites — Pictures library Arangeby:  Folder
B Desktop Includes: 2 locations.
18 Downloads |
5 Recent Places
4 Libraries
> & Sample Pictures
| &= Pictures
> [ Videos
> & Homegroup
48 Computer
> & Local Disk (C)
File name: + Al Picture Files -

4 select an image file and click [Open]
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Creating a Frequently-used
Operation Button

You can register frequently-used features as overlay buttons.

® The overlay buttons are displayed when you point the
cursor on camera images and you can click each button to
execute the corresponding feature.

® You can create buttons for each camera image.

® Some features may be unavailable depending on users
due to access limitations of each feature.

Caution:

® Available features vary depending on the camera.

1 Click the [Setup] tab

2 Selecta necessary feature in the [Overlay
Buttons] section and drag an overlay button
onto the preferred camera images

Overlay Buttons ¥
&L Application

!
I < Camera
b
I

S PTZ
@ Device

3 Release the mouse button
An overlay button for the features is displayed.

4 Resize and/or rename

® Drag a button handle to resize.

® Double-click the button text and edit the button name.
Press the [ENTER] button on the keyboard after
editing.

Note:

® You can also rename the button by right-clicking an
overlay button you want to rename and selecting [Edit].

® To delete an overlay button, right-click the overlay button
you want to delete and select [Delete].
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Displaying a Floating
Window

You can display the view as a floating window when, for
example, using multiple monitors.

1 Click the [Live] tab or [Playback] tab

2 In the [Views] section, right-click the view you
would like to display as a floating window

3 Select [Floating Window] from [Send View To] in
the popup menu

® Display live images in a floating window even when
displaying the [Playback] tab.

Caution:

o |f many floating windows are used, the load on the CPU
will be increased.
If the CPU meter is red, reduce the load on the CPU by,
for example, lowering the display or recording frame rate.

® You may not be able to move Smart Client after closing
the floating window. In this case, once maximize Smart
Client, and then restore it to enable you to move Smart
Client.




Customizing Joystick
Settings

You can perform PTZ camera operations by using a joystick
(sold separately).

Note:

® For details of compatible joysticks, consult you nearest
JVC KENWOOD dealer or serve center. You can also
check on our website.

1 Click the [ @ (Options)] button at the top right
corner of the screen

Sients P S
)| (P,

M) @ (20|

Cption:

Setting

Fanes Maimize o ful screen

Functions Black image with overiay.

Joystick

Keyboard
Advanced

Language

£33 K1 K1 K2 KN EX BN RN KRR K

2 select [Joystick]

Setting
{Manimize to ful screen

Black image with overlay

Panes

Functinne

Joystick l

Advanced

Langusge ‘Show in empty camera spaces Wiestone logo

View grid spacer 1 picel

Defaut image qualty Ful
Defaut frame rete Unlimited
Start mode Last

E1K1 B2 K1 K1 K Kl BN R KA KR K

Start view Last

3 Selecta joystick from the [Selected joystick] list

soslcaton [ Dioble ol iovsbits
Panes

Bl [l

Functions

Keyboard
Advanced

Langusge

Button setup

4 Specify the settings for each axis in the [Axis
setup] section

Z axis

Joystick
Item Description
Invert By default, the PTZ camera moves to
the right when you push the joystick to
the right along the X-axis, and moves
up when you pull the joystick towards
you along the Y-axis. The movements
are reversed if you select [Invert].
Absolute The angle of the joystick corresponds
to the direction of the camera.
Action For specifying the action when you
move the joystick.
PTZ Pan Moves the camera horizontally
PTZ Tilt Moves the camera vertically
PTZ Zoom Zooms in or zooms out the camera
No Action No action
Preview Image | You can check how each camera
moves on each axis with the joystick.
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Customizing Joystick
Settings (continued)

5 set the “play” (dead zone) of the joystick for
pan/tilt and zoom

® As the slider is moved to the right, the dead zone is
expanded and the amount of joystick movement
required for operation of the camera is increased.

6 Assign an action to each joystick button in the
[Button setup] section

® Select the action to assign in the [Action] field.

H Disabling Joystick Operation

To disable the joystick operation, select the [Disable all
joysticks] check box.
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Viewer Part

Reference

This chapter describes operations to make full use of the viewer. Lists of available features in
each screen and settings are also provided.

Caution:
® |f you change settings of Management Application while Smart Client is on, shut down Smart Client, then restart it.
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Saving Images and Audio
Sounds on a USB Flash
Memory (Export)

Images and audio recorded on this unit can be saved
(exported) as video, still pictures, or in database format, and
be viewed on computers outside the surveillance system.

® A surveillance computer may write recorded images and
audio sounds to a USB flash memory or the desktop.

® When using a USB flash memory, connect the USB flash
memory to the front of this unit beforehand.

Saving as a Video or Still Image
1 Click the [Playback] tab

:‘.u'l\)"l‘i&ug BN (2]

2 Enter start date/time and stop date/time in the
[Export] section

“Expo ———————————¢'|

Start time
91472011 ~  4:2837PM |2
End time:
914/2011 ~ 43038 PM |£
Source
ICamem'I ']
[ AVIAJPEG Export ][ Database Export ]

® When you click [Set] in [Start time], the date/time is
entered in the master time display part in [Time
Navigation].

® When you click [Set] in [End time], the date/time
displayed in the master time display part in [Time
Navigation] plus 1 second is entered.

3 Select a camera from the [Source:] list

Caution:

® You may fail to use [Export] if images to export contain
ones with a large time gap by changing the time. In this
case, export images separately, images before changing
the time and ones after changing the time. (Example:
summer time, etc.)
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Start time:
9/14/2011 v 428:3TPM %
End time:
9/14/2011 -~ 43038PM %
Source:
[Camem'\ V]

| | AVIWPEG Ewpor.. || Database Bpot.. | ‘

4 cClick [AVI/JPEG Export...]

Start time:
9/14/2011 v 4:28:37PM %
End time:
9/14/2011 ~  4:30:38PM %
Source:
[Cameﬁﬂ ']
I[ AVIUPEG Bpor.. || Database Bport.. |
J

The export dialog will appear.
® Ensure that the start and end date/time and camera
name you entered are displayed.

o s . =

| Starttime: Thursday, Sepiember 08, 2011 2:26:28 P I
Endiime Thursday, September 08, 2071 226:35 P

Camera 1

Exportformat ® © JPEG
Add timestamp: ® Yes ©No
Frame rate © Full © Half

Digital zoom export Yes No

e
BExport destination
S
Path C¥Bxport
AV file name: 20110908 142628 avi
7] Close oncomplion
Note:

® Preparation for export may take a while depending on
connection status of additional HDD(s).

5 select the export format

® Select [AVI] (movie clip) or [JPEG] (still image).
® Select whether to display the time in the image to
export.

6 i you have selected [AVI], select a frame rate

® Select either [Full] to transmit all images to an AVI file,
or [Half] to transmit images for each second to
decrease the AVI file size (images are played back in
real time).

7 When AVI format is selected, select the codec
type from the [AVI codec] list



8 Specify the export destination

[T Xprotect Smart Cle ==

Start time: Thursday, September 08, 201122628 PM
End fime: Thursday. September 08, 2011 2:26:35 PM

Camera 1

ot type
Export format: @ AVl O JPEG

Add timestamp @ Yes ©No
Frame rate: ® Ful 9 Half

Digital zoomexport. ~ © Yes No

Ancoses

Export destination

o Desor

Path C¥Bxport
AV file name: 20110908-142628 avi
[¥] Close on completion
Item Description

Desktop Select this radio button to export data to

the desktop.

Path Select this radio button to specify a folder

to which data will be exported and to

enter a path.

® When viewing on another computer,
select [Path] and specify a path from
the USB flash memory.

9 Enter a file name (when AVI is selected)

® Unless you specify a name, the file name will be the
export start date/time (“yyyymmdd-hhmmss.avi”).

Caution:

e |f the date/time of data you ran [Export] previously is the
same as Start date/time, AVI file will be overwritten. If you
want to store the previous data, run [Export] only after
changing the path or AVI file name.

10 click [Export]

An [Exported Images] folder is automatically created in
the specified location and exporting is started.

Saving Images in Database Format
1 Click the [Playback] tab

EX EX

2 Enter start date/time and stop date/time in the
[Export] section

“Export |
Start time:
942011 v 42EITPM [
End time:
914/2011  ~  4:30:38PM [

Source

ICamem1 V]

[ AVIAJPEG Export ][ Database Export ]

® When you click [Set] in [Start time], the date/time is
entered in the master time display part in [Time
Navigation].

® When you click [Set] in [End time], the date/time
displayed in the master time display part in [Time
Navigation] plus 1 second is entered.

Caution:

® You may fail to use [Export] if images to export contain
ones with a large time gap by changing the time. In this
case, export images separately, images before changing
the time and ones after changing the time. (Example:
summer time, etc.)

3 Select a camera from the [Source:] list

Start time-
920N~ 42BITPM
End time:

914201~ 430:38PM 2

Source

[CamemT V]

| | AVIWPEGEmot ||  Database Bport. | ‘

® When you have selected [- Current view sources -],
images from all cameras in the view will be exported.

4 Click [Database Export...]

Start time-
942011 v 42EITPM [
End time:

914/2011  ~  4:30:38PM [

Source

ICamem1 V]

AVIAJPEG Export I Database Export I
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Saving Images and Audio
Sounds on a USB Flash
Memory (Export) (continued)

Saving Images in Database Format
(continued)

The export dialog will appear.
I‘ Export status F
| P

Start time Thursday, September 08, 2011 2:26:28 PM
End time: Thursday, September 08, 2011 2:26:35 PM
Source(s) Camera 1
Incluge incoming audio
Include outgoing audio
Securty
|| Compress exported database.
[F] Encrypt exported database
Password:
Repest password
Export destination
@ Desktop
© Path C¥Bxport
Include Viewer program files

Close on completion Eqat

Note:
® Preparation for export may take a while depending on
connection status of additional HDD(s).

5 Specify contents to save

Start time: Thursday, September 08, 2011 2:26:28 PM
End time: Thursday, September 08, 2011 2:26:35 PM

Sourcels): Camera 1

Include Incoming audio
Include outgoing audio

Security

[C] Compress exported database

[F] Encrypt exported datsbase

Password:

Repeat password

Export destination

@ Deskiop

@ Path C:¥Export
Include Viewer program files

Clese on completion

Item Description

Include incoming Select these check boxes to
audio/Include include incoming/outgoing audio
outgoing audio sounds in images to export. (The
check boxes are inactive when
there is no audio source.)

Compress exported | Select this check box to compress

database data to export.
Encrypt exported Select this check box to encrypt
database data to export. Set a password for

decryption.
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6 Specify the export destination
I Export status |
| —

Start time: Thursday. September 08. 2011 2:26:28 PM
End time: Thursday. September 08, 2011 2:26:35 PM
Source(s) Camera 1
Include incoming sudio
Include cutgoing audic
Securiy
[F] Compress exported database
[] Encrypt exported database
Password.

Repeat password

Export destination
@ Desktop
© Path C¥Export

Include Viewer program files

Close on completion

Coon ) oo | |

Item Description

Desktop Select this radio button to export data to
the desktop.

Path Select this radio button to specify a folder

to export data to.

® When viewing on another computer,
select [Path] and specify a path from
the USB flash memory.

® Select the [Include Viewer program files] check box to
assign a dedicated application to play back recorded
images with data to export. For viewers, refer to
"Viewing Exported Data by Computer" (e Page 167).

Caution:

e |f the destination of database that you ran [Export]
previously is the same as the current destination, the
database will be overwritten. If you want to store the
previous data, run [Export] only after changing the path.

7 Click [Export]

An [Exported Images] folder is automatically created in
the specified location and exporting is started.

Caution:

® The recording frame rate may decrease during exporting.




Viewing Exported Data by Viewing Exported Data

Com puter M Viewing Data on a Specific Date/Time Using
Date/Time Selection

1 Click the [W] button for date selection, and
select the specified date from the calendar

To view data exported in the database format by a computer, Images of the selected date appear.

use the dedicated viewer (export viewer). The installer of the
dedicated viewer is located in the [Exported Images] folder
created at the time of exporting.

Tl
4 @5 uf
oo s s v

Starting the Export Viewer

1 Copy the exported data ([Exported Images]
folder) onto the computer’s desktop

2 Open the [Exported Images] folder

3 Double-click [Viewer.exe] in the data folder

Records InLatest Database : 11
LiitIn Latest Database : 24n00m:005

|+ Bported images » - [ ] Searcn Exported images »

Type

"o 2 Click the [¥] button for time selection, and
b select a specific time

Images of the selected time appear.

Double-
e o click

The viewer is launched.

‘

v
& ]
@
@
6}
¢
@« Video Feed Ao Faeds
& Caners ¢ L) ee————— ﬂﬂg)@:ﬂ
o Records InLatest Database : 11 e Sor e at
@ Lt InLtestDatabase + 24:00m005 Froseer- L | [e] ]
@ ;
| C—TH]
o
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Viewing Exported Data by
Computer (continued)

Viewing Exported Data (continued)

H Viewing Data on a Specific Date/Time Using
Timeline

The vertical timeline indicates the progress status of a
recording operation.

Az

sz

9/8/2011
2:26:29 PM

FOGEC PE %P

4 6

1 Drag the mouse pointer upwards or downwards
on the Timeline

® You can view data at the specified date/time while
checking the images.

Exiting the Export Viewer

1 select [File] > [Exit] from the menu
® The Export Viewer is closed.

Note:

® You can also click [x] on the top right of the screen to exit
the viewer.

® For details of the viewer, refer to the "Help" (by clicking
(©2) or Milestone XProtect Smart Client User's Manual
available on the website of Milestone Systems (http://
www.milestonesys.com).

® The URL address may be subject to change.

Note:

® You can also use the Smart Search function. If the start
time and end time cannot be set when using the Smart
Search function, click [ .. | ] of [(i)]> [Image Feed] and

select each file to play back (extension ".pgz") one by one.

Data Playback/Stopping Data
Playback

H Playback
1 Setthe playback speed using the speed control

2 Click the Play button
® The database is played back at the specified speed.

[vomn =

|

9/8/2011
2:26:29 PM
9112011 1:56:25 P

$THHCEC  PB % 3z

m‘«ti»m
ERja] s

H Stopping Playback
1 Click the Stop button
® Data playback stops.

168



Operations and Settings
Available on Each Screen

Thursday, September 08, 2011 - 2:27:

.
Live Screen
Milestone XProtect Smart Client
[T tve |4p Payback |gb sewp | (@ [NewViewttxn -
[Views —————————— ¢ & o
‘_ 0\
| | b

[ Private
4 [ Shared

4 5 New Group
[T New View (1x 1)

New View (4 x 4)

«|

" Sorer
FIEIEIICHEIE
Section Item Description
Views — For hierarchical display of the registered views.
Cameras — For displaying a camera list. By selecting a camera not listed in the view
and dragging it into the view, you can view images from the camera.
Event — For starting a manual event. Select an event to start from the list and
click [Activate].
Output — For activating an output. Select an output to activate from the list and
click [Activate].
Audio Microphones For selecting a source (camera) you want to listen to audio sounds from.
® Select the [Mute] check box to mute the microphone.
Speakers For selecting a speaker to use.
e During talking, keep [Talk] clicked.
Lock to selected audio Check the check box to keep using the selected microphone and/or
devices speaker when you select another camera with a microphone and/or
speaker.
List only devices from Check the check box to list the audio devices in the view only.
current view
Sequence Explorer Launch View... For displaying a list of sequence images of all cameras in the view.
Launch Camera... For displaying a list of sequence images of the selected camera.
PTZ Control Presets For selecting a preset position.
Fisheye PTZ | Load For moving to a location where the fisheye lens camera is saved.

positions Save For saving a specific location of the fisheye lens camera.

Navigation Arrows For directing the PTZ camera in the direction of each arrow.
buttons +/- For zooming in/out.
Digital zoom | Select this check box to use the digital zoom feature.
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<Viewer Part> Reference

Operations and Settings

Available on Each Screen
(continued)

Playback Screen

Microphones

Listen to:

< Select microphone > -

[ Lock to selected audio devices
[T List only devices from cument view |

g
H
g
H
«

Search setup

Sensitivity

|

Medium
Interval:
Allimages

Search area
] Show grid

Include Exclude

Print selected view item.

Start time:

o 82011 v 2:26:28PM |3 [ se
End time
o 82011 v 2:26:365PM [ [ se

[camera 1 -

WrEs I O LD

|
—n

q

] Newest images attop

Section Item Description
Views — For hierarchical display of the registered views.
Cameras — For displaying a camera list. By selecting a camera not listed in the view
and dragging it into the view, you can view images from the camera.
Recording Search | — For searching for sequences of recorded images by recorded date and
time.
Sequence Explorer | Launch View... For displaying a list of sequence images of all cameras in the view.

Launch Camera...

For displaying a list of sequence images of the selected camera.

Alerts

For displaying a list of images triggered by alerts.

Time Navigation

For date/time search and playback operations for recorded images.

(Date/time)

Date/time of recorded images presented in the view (master time).

Playback navigation button

For performing playback and frame advance.

Skip gaps during playback

Select this check box to skip the specified period.

(Date) (Time) [Go To]

For specifying search date/time and displaying in [Go To].

Audio

Microphones

For selecting a source (camera) you want to listen to audio sounds from.
® Select the [Mute] check box to mute the microphone.

Speakers

® Disabled in the playback screen.

Lock to selected audio
devices

Check the check box to keep using the selected microphone when you
select another camera with a microphone.

List only devices from current
view

Check the check box to list the audio devices in the view only.

Smart Search

For performing Smart Search.

Print

For printing recorded images.

Export

For saving recorded images on the desktop, etc.
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Section ltem Description

PTZ Control Presets e Disabled in the playback screen.
Fisheye PTZ | Load @ Disabled in the playback screen.
positions Save
Navigation Arrows Move the zoomed position during digital zoom.
buttons +/- For zooming in/out. (Disabled unless the [Digital zoom] check box is

selected.)
Digital zoom | Select this check box to use the digital zoom feature.

Setting Screen

Milestone XProtect Smart Client

Private
. g Shared
4 [5Gate
[L]Entrance
4 5 New Group
B New View (1 + 5)
New View (4 x 4)

e) (4] (4] (X

Shortcut:

System Overview

4 5 Cameras

4 B Server
o Camera 1
= Camera 2

8 Carousel

=] Hotspot

[@] HTML Page

5] image

’merlay Buttons.

& Application
I <o Camera
I s PTZ
I @ Device

“Properties

No properties available.

New View (4 x4) ~

Thursday, September 08, 20’

@: Initial value

Section Item Preset Values Description
Views For creating and editing a view.
System Overview For adding cameras and setting features such as HTML pages and hotspots
for the view.

Overlay Buttons Application For creating an overlay button.
Camera
PTZ
Device
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<Viewer Part> Reference

Section | ltem

Preset Values

Description

Properties

When the camera window is selected

Camera name

Display the name of the selected camera.

Image quality

@ Full

Super high (for megapixel)
High

Medium

Low

Set the display image quality.

Keep when maximized

Select check box
@® Do not select check box

Select to preserve the set image quality
when enlarging the display by double-
clicking the camera window. If not selected,
full quality will always be used when
enlarging the display.

Frame rate @ Unlimited Set the display frame rate.
Medium
Low

Fisheye split mode @ No split Select whether to use split mode when a
2 at a time fisheye camera is selected.

Maintain image aspect
ratio

@ Select check box
Do not select check box

Select to preserve the aspect ratio of the
camera image.

Update on motion

Select check box
@® Do not select check box

If selected, the live image screen will be
updated only when motion is detected.

Sound on motion @ Always off Select whether sound is emitted to notify of

detection Always on motion detection on the live image screen.

Sound on event @ Always off Select whether sound is emitted to notify of
Always on an event occurring on the live image screen.

In order to use this function, it is necessary
to set the event notification.

Display settings

Use default
display
settings

@ Select check box
Do not select check box

If selected, the showing/hiding of the title
bar and live indicator is determined by the
settings of [Application] in the [Options]
settings (1= Page 176).

Show title bar

@ Select check box
Do not select check box

If selected, the showing/hiding of the title
bar is set separately to the settings of
[Application] in the [Options] settings

(= Page 176).

Show live @ Select check box If selected, the showing/hiding of the live
indicator Do not select check box indicator is set separately to the settings of
[Application] in the [Options] settings
(= Page 176).
Apply to all — Apply all of the above settings to every

camera.

When the HTML window is selected

URL — Display the URL. To enter a new URL, click
[New...].
Scaling @ No scaling Select the display size for HTML pages.
1280 x 1024
1024 x 768
860 x 600
640 x 480
320 x 200

Enable HTML scripting

@ Select check box
Do not select check box

Select when specifying HTML files which
contain navigation or trigger functions.

Hide toolbar

@ Select check box
Do not select check box

Select to hide the toolbar on HTML pages.
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Section Item

Preset Values

Description

Properties (continued)

When the Matrix window is selected

Image quality

@ Full

Super high (for megapixel)
High

Medium

Low

Set the image quality of the distributed
image.

Keep when maximized

Select check box
@® Do not select check box

Select to preserve the set image quality
when enlarging the display by double-
clicking the camera window. If not selected,
full quality will always be used when
enlarging the display.

Frame rate

@® Unlimited
Medium
Low

Set the frame rate of the distributed image.

Maintain image aspect
ratio

@ Select check box
Do not select check box

Select to preserve the aspect ratio of the
camera image.

Window index

110 30

Set the window ranking order for when
multiple Matrix windows are set within the
view. Starting from “1,” newly distributed
live images from cameras are displayed in
order.

Show

Use default
display
settings

@ Select check box
Do not select check box

If selected, the showing/hiding of the title
bar and live indicator is determined by the
settings of [Application] in the [Options]
settings (i Page 176).

Title bar

@ Select check box
Do not select check box

If selected, the showing/hiding of the title
bar is set separately to the settings of
[Application] in the [Options] settings

(= Page 176).

Live indicator

@ Select check box
Do not select check box

If selected, the showing/hiding of the live
indicator is set separately to the settings of
[Application] in the [Options] settings

(v= Page 176).

Connection Settings...

Set the TCP port and password for
distributed image signals.
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<Viewer Part> Reference

Section ltem Preset Values Description
Properties (continued)
When a hot spot is selected
Image quality @ Full Set the display image quality.

Super high (for megapixel)

High

Medium

Low

Keep when maximized

Select check box
@® Do not select check box

Select to preserve the set image quality
when enlarging the display by double-
clicking the camera window. If not selected,
full quality will always be used when
enlarging the display.

Do not select check box

Frame rate @ Unlimited Set the display frame rate.
Medium
Low
Maintain image aspect | @ Select check box Select to preserve the aspect ratio of the
ratio Do not select check box camera image.
Show
Use default @ Select check box If selected, the showing/hiding of the title
display Do not select check box bar and live indicator is determined by the
settings settings of [Application] in the [Options]
settings (1= Page 176).
Title bar @ Select check box If selected, the showing/hiding of the title

bar is set separately to the settings of
[Application] in the [Options] settings
(v= Page 176).

Live indicator

@ Select check box
Do not select check box

If selected, the showing/hiding of the live
indicator is set separately to the settings of
[Application] in the [Options] settings

(= Page 176).

When an image is selected

Image location

Display the storage location of the image
file. To select a new image, click [...].
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Section | ltem | Preset Values

Description

Properties (continued)

When automatic screen conversion is selected

Image quality @ Full

Super high (for megapixel)
High

Medium

Low

Set the display image quality.

Keep when maximized Select check box
@ Do not select check box

Select to preserve the set image quality
when enlarging the display by double-
clicking the camera window. If not selected,
full quality will always be used when
enlarging the display.

Frame rate @ Unlimited Set the display frame rate.
Medium
Low
Maintain image aspect | @ Select check box Select to preserve the aspect ratio of the
ratio Do not select check box camera image.
Show

Use default @ Select check box

If selected, the showing/hiding of the title

Do not select check box

display Do not select check box bar and live indicator is determined by the

settings settings of [Application] in the [Options]
settings (1= Page 176).

Title bar @ Select check box If selected, the showing/hiding of the title

bar is set separately to the settings of
[Application] in the [Options] settings
(v= Page 176).

Live indicator | @ Select check box
Do not select check box

If selected, the showing/hiding of the live
indicator is set separately to the settings of
[Application] in the [Options] settings

(== Page 176).

Carousel Setup —

Set the camera to display and the order.
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<Viewer Part> Reference

Option Setting

You can configure advanced settings of the viewer in the option setting screen.
To display the option setting screen, click “ @ ” shown at the upper right of the screen.

Option Setting
Panes Application maximization E[Mammlze to full screen -
Functions Camera emor messages [Black image with overlay - I
Joystick Server emor messages [H\de -
Defautt for live indicator [H\de hd
Keyboard
Defautt fortitle bar [Show hd
Advanced
Show curent time in title bar [Show -
Language Show in empty camera spaces [Mi\estona logo -
View grid spacer [1 pixel -
Default image quality [Full -
Default frame rate [Unlim'ﬂed A
Start mode [Last hd
Start view |Last -
%) s
-
@: Initial value
Item Preset Values Description
Application

Application maximization

@® Maximize to full screen
Maximize as normal window

Select a display type when maximizing the Smart Client
screen.

Camera error messages

Show as overlay
@ Black image with overlay
Hide

For selecting the camera error message display method.

Server error messages

Show as overlay

For selecting whether to show or hide messages from

@ Hide the server.

Default for live indicator Show For selecting whether to show or hide the live indicator.
@ Hide

Default for title bar @ Show Set whether to display the title bar.
Hide

Show current time in title bar | @ Show Set whether to display the current time on the title bar.
Hide

Show in empty camera spaces

@ Milestone logo

Nothing
Black image

For selecting contents to show in a space where no
camera is assigned in the view.

View grid spacer

Hide

@ 1 pixel
2 pixels

3 pixels

4 pixels

For specifying the grid interval.
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Preset Values

Description

Application (continued)

@® Unavailable

Default image quality @ Full For specifying the default image quality of the Smart
Super high Client.
High
Medium
Low

Default frame rate @® Unlimited For specifying the default frame rate of the Smart Client.
Medium
Low

Start mode Full screen For specifying the default screen size of the Smart Client.
Maximized
Window
@ Last

Start view @ Last For specifying whether to start the view at the startup of
None the Smart Client.
Ask

Panel

Mode @ Available For selecting a section used in each of live, playback and

Function Unavailable setting screens.

Setting

Functions

Live/Camera playback @ Available For selecting whether to enable functions of each of live,
Unavailable playback and setting screens (modes).

Live/Overlay buttons @ Available
Unavailable

Playback/Independent @ Available

playback Unavailable

Setup/Edit overlay buttons @ Available
Unavailable

Setup/Edit video buffering Available

Joystick

For allocating the PTZ features to a joystick.

Disable all joysticks

Select check box
® Do not select check box

Select this check box to disable joysticks.

Selected joystick

For selecting a joystick to configure settings for.

Axis setup

For setting available axis.

Invert display

By default, the PTZ camera moves to the right when you
push the joystick to the right along the X-axis, and moves
up when you pull the joystick towards you along the Y-
axis. The movements are reversed if you select [Invert].

Absolute value

The angle of the joystick corresponds to the direction of
the camera.

Action For specifying the action when you move the joystick.
Preview Image For checking settings by preview display.

Dead zone Pan/Tilt Set the dead zone of the joystick. As the [pan/tilt]/[zoom]
setup Zoom slider is moved to the right, the dead zone is expanded

and the amount of joystick movement required for
operation of the camera is increased.

Button setup

Select actions in the [Action] field and assign an action to
each button on the joystick.
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<Viewer Part> Reference

Item

Preset Values

Description

Keyboard

For allocating a shortcut key combining with keys such as Ctrl or Alt and other key(s) to a

certain operation.

Press shortcut key

Press a combination of shortcut keys you want to
register.

Use new shortcut in

@ Global

Live mode
Playback mode
Setup mode

For specifying in which screen of the Smart Client the
shortcut key to register will be used.

Categories/Commands

PTZ

Application

Events All

Camera

Keyboard
Detached windows
Views

Views All

Time Navigation

For selecting a category of a command to allocate and
then selecting the command from the command list of
the category.

Assigned keys

A list of assigned combinations of shortcut keys is
displayed.

Delete — For deleting a shortcut selected in [Assigned keys].
Advanced Maximum Auto Set the number of threads used when decoding a video
decoding ® Normal stream. The performance on the live/playback screen will
threads 1to 8 be increased for multicore computers. Select the optimal
setting according to the number of computers and
cameras used, and the frame rate setting.
Caution:
® This setting cannot be adjusted for each individual
screen or camera.
Deinterlacing | @ No filter When the camera image is interlaced, specify the
Vertical stretch top field deinterlacing method. If the camera image is not
Vertical stretch bottom field interlaced, this setting will have no effect on image
Content adaptive quallty-/ or performance.
Caution:
® When the camera image is interlaced, the recording
frame rate may decrease.
Language @ English (United States) For selecting the language used in the Smart Client.

To apply settings, restart the Smart Client.

178




Checking Version
Information

1 Click [ i | (About)]

[=10:A55" C=1T0 0 )
R 2|8 »P

-4
iru
=

The version information is displayed.
‘About Milestone XProtect Smart Chen_

Milestone XProtect Smart Client

Version 55¢
Build 57035
| 3 Copyright © Milsstone Systems A/S -
7 s milestonesys.com
g

milesione

‘The Open Platform Company

2 Click [OK] to close the window

Setting the Matrix Display
Area

Set the display position, image quality, etc. of the distributed
live video using the Matrix function.

Note:
® Matrix is a function to distribute images from the recorder

to display them on the viewer (Smart Client) installed on
any computer on the network. Settings for Matrix are
mainly made on the recorder. When an event occurs or
motion is detected, or important live images are to be
shared with another user, etc., live images are
automatically displayed on the specified computer.

1 Click the [Setup] tab

2 Drag [Matrix] in the [System Overview] section
into the view

3 Release the mouse button at a preferred position
A thin blue frame is displayed.

4 Make the image settings in the [Properties] section
® |[mage quality

Item Description
Full The same image quality as
the original images (default)
Super high (for megapixel) |640 pixels (VGA)
High 320 pixels (QVGA)
Medium 200 pixels
Low 160 pixels

® Frame rate

Item Frame rate by formats
JPEG MPEG MPEG
(I frame) (P frame)
Unlimited |For transmitting all frames.
(default)
Medium For transmitting |For transmitting all frames.
1 frame for every
4 frames.
Low For transmitting |For No
1 frame for every |transmitting |transmission.
20 frames. all frames.

® Maintain image aspect ratio: Select this check box to
maintain camera image aspect ratio. Deselect this check
box to reduce images according to the Matrix position.

5 cClick [Connection Settings...] and set a TCP port
and a password
® Enter the TCP port and password set in Matrix of
Management Application. (== Page 53 "Action Setup—
Distributing Camera Images (Matrix)")

Note:
® Multiple Matrix positions can be set in the view. In such a
case, set the window ranking order in [Window index] in
the [Properties] section. The most recently distributed
camera image will always be displayed in the Matrix 1

position.
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This section contains reference information such as the recording performance, summary of
initial values, and specifications of this unit. You may also want to refer to this chapter when any
trouble occurs.



Others

Compatible Network

Cameras

® Refer to the relevant instruction manuals of network cameras used.

@ : Compatible
—:Not compatible

Functions
Network camera

JPEG

MPEG4

H.264

Mega Pixel

PTZ

Microphone

Speaker

VN-V25U

VN-V26U

VN-V685U

VN-V686U

VN-V686BU

VN-V686WPBU

VN-V225U/VPU

Jve

VN-X235U/VPU

VN-C20U

VN-C655U

VN-C625U

VN-E4U/E

VN-C215U

VN-X35U

M1054

M1114

AXIS

M 3014

P 1346

Note:

e When VN-V685U and VN-V686BU Series are registered to NVR, do not enable the audio device although it is displayed. If it is

enabled, camera images may not be displayed correctly.
® When VN-X35U is used, make sure that the firmware version of VN-X35U is V2.00 or a newer version.
® When sending out audio data to VN-V26U, make sure that the firmware version of VN-V26U is 1.01 or a newer version.
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Recording Time Schedule

The actual recording time varies according to the camera settings, input image content, and condition of the HDD.

Use the tables below as a guide to the recording time.
@ JPEG VGA 32KB Recording (Unit:

Hour)

Frame rate per channel, per second [ips] 30 15 10 5 3 1
Video 16 ch — (*) 31 47 93 156 467
Recording |Video 16 ch + Audio 2 ch — (*) 31 47 93 156 452
channel Video 32 ch — — — 47 78 233
Video 32 ch + Audio 2 ch — — — 47 77 230
@ H.264 Recording (Unit: Hour)
Bit rate per channel, per second [bps] 3.6M 2M 1.8M M 660K 330K 128K 64K
VGA
Typical example of the bitrate above FuII_ HD 72.0P FuII_ HD 72.0P V(.EA V(.EA V.GA (Lo.w
30ips 30ips 15ips 15ips 30ips 15ips 1lips quality)
1ips
Video 16 ch (*) 32 58 65 117 181 362
Recording |Video 16 ch + Audio 2 ch (*) 32 58 65 116 179 353
channel Video 32 ch — — (*) 32 58 90 181
Video 32 ch + Audio 2 ch — — (*) 32 58 90 179
(*) Available only when RAID10 is built.
Caution:
|24'168 | |169'720 | 721- ® Recording time may be reduced by about 10% depending
Tday to 1 1 weekto 1 Over 1 on HDD status and images.
week month months
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Default Value List

Settings of This Unit
H StartUp auto-display setting

Smart Client

[Do not select check box]

CPU Meter

[Select check box]

HDD Meter

[Do not select check box]

Hardware error notification setting

Notify by dialog [Select check box]
Notify by mail [Select check box]
H NAS Setting

User name [None]

Password [None]

H IP Lease Setting

IP Lease feature

[Enable IP Lease]

Lease period [Unlimited]
Parameters

Head IP address [192.168.0.100]
Number [20 Units]

Subnet mask

[255.255.255.0]

Gateway

[192.168.0.254]

Primary DNS

[192.168.0.253]

Secondary DNS

[192.168.0.252]

Domain name [None]

Il SNMP Setting

Enable SNMP [Do not select check box]
Enable TRAP [Do not select check box]

SNMP Manager IP address

— (IP address)

Community name

— (1 to 32 characters. Alphanumeric
characters only.)

Monitoring interval | CPU Load

[10 sec]
D drive writing rate [60 sec]
Smart Client [10 sec]
Camera status [60 sec]
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H Mail Setting

Mail to [None]
Server name [None]
SMTP Port [25]
POP Port (110]
User ID [None]
Password [None]
Mail Authentication [None]
Mail from [None]
H International Setting

Select language | [English]
H JVC Log Setting

LOG storage period [Days] [10]

Automatically delete old log file in case of storage space shortage.

[Select check box]

l HDD meter setting

Update interval

[10 seconds]

Transparency

[0%]

Select drives to monitor

[Do not select check box]

Settings of This Unit (Network
Settings)

H LAN1

Network adapter interface name

Intel(R) 82578DM Gigabit Network
Connection

Obtain an IP address automatically

[Do not select check box]

IP address

[192.168.0.253]

Subnet Mask

[255.255.255.0]

Default Gateway [None]
Preferred DNS Server [None]
Alternate DNS Server [None]
Host Name [JVCNVR]
DNS Domain Name [None]

M LAN2

Network adapter interface name

Realtek RTL8168D/8111D Family PCI-E
Gigabit Ethernet NIC (NDIS 6.20)

Obtain an IP address automatically

[Do not select check box]

IP address

[192.168.1.253]

Subnet Mask

[255.255.255.0]

Default Gateway

[192.168.1.254]

Preferred DNS Server [None]
Alternate DNS Server [None]
Host Name [JVCNVR]
DNS Domain Name [None]
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Management Application (Advanced

Configuration)
Hl Hardware Devices

Item

Initial value

Hardware Devices (Har

dware Device Properties)

Name and Video

Hardware name and video

Hardware name

Channels channels Enable (Depending on cameras)
Network, Device Network Address [None]
Type and License HTTP port [80]
Use default HTTP port [Select check box]
FTP port [21]
Use default FTP port [Select check box]
User name [None]
Password [None]
Device type Hardware type [None]
Serial number (MAC address) | [None]
Device license key (DLK) [None]
PTZ Device The connected camera features pan, tilt, and zoom [Do not select check box]
functions.
COM1 PTZ type/COM2 PTZ type [None]
Type [Fixed]
Port [None]
Port address [0]
Fisheye Fisheye Enable fisheye [Do not select check box]

Fisheye license key

[None]

Camera (Camera Properties)

Recording frame rate

Camera General camera settings | Enabled (Depending on cameras)
Properties Camera name [None]
Camera shortcut number [None]
Frame rate Frame rate selection Regular frame rate: [20 Second]
(MJPEG) Live frame rate
Regular frame rate: [10.00 Second]

Enable speedup

[Do not select check box]

Speedup frame rate:
Live frame rate

[20 Second]

Speedup frame rate:
Recording frame rate

[10.00 Second]

On motion [Do not select check box]
On Event [Do not select check box]
Start event [None]

Stop event
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Item

Initial value

Camera (Camera Properties) (continued)

Video

Video Properties

Note:

® The displayed items and initial
settings differ depending on the
camera. For details, see the
instruction manual of the camera.

Audio

Audio selection

Default microphone

[None]

Default speaker

[None]

Recording
Properties

Recording

Recording settings

(Depending on cameras)

Built-in motion detection

[Do not select check box]

Event

[Do not select check box]

Start event [None]
Stop event
Enable pre-recording [Do not select check box]
second(s) [None]
Enable post-recording [Do not select check box]
second(s) [None]
Recording and Recording settings Recording path D:\MediaDatabase
Archiving Paths Archiving path [Using Dynamic Path]
Retention time [7 Day(s)]

Database repair action

[Repair, scan, delete if fails]

General archiving settings for all cameras

Configure Dynamic
Paths...

Enable dynamic path selection
for archives

[Select check box]

Use [Select check box]
Drive [None]
Path [None]
Drive Size [None]
Free Space [None]
New UNC path [None]
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Item

Initial value

Camera (Camera Properties) (continued)

Event Notification | Event Notification Available events [None]
Selected events [None]
Configure events [None]
Output Output activation Available output [None]
On manual activation [None]
On motion detected [None]
Motion Detection | Motion detection Sensitivity [40]
and Excluded Motion [640]
Regions Motion detection interval [240 milliseconds]
Exclude regions Enable [Do not select check box]
Show Grid [Do not select check box]
PTZ Preset PTZ preset positions PTZ Type [None]
Positions
PTZ Patrolling Patrolling list Wait time (sec.) [10 seconds]
Transition time (sec.) [5 seconds]
PTZ scanning [Do not select check box]

(Speed)

[Medium]

Pause patrolling

Pause patrolling if motion is
detected

[Do not select check box]

Resume patrolling ...

[30 seconds]

PTZ on event Event [None]

PTZ Preset Position [None]
l Cameras and Storage Information
Item Initial value
Recording and Archiving Paths

Recording Recording Path [D:\MediaDatabase]
Archiving Path [Using dynamic path]
Retention Time [7 Day(s)]

Apply Template

[Do not select check box]

Shortcut

[None]

Dynamic Path Selection — Archives

Dynamic path

Enable dynamic path selection for archives

[Do not select check box]

selection - All Use [None]
cameras Drive [None]
Path [None]
Drive Size [None]
Free Space [None]
New UNC path [None]
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Video Recording

Video Recording

Item | Initial value
Record on [Motion detection]
Start Event [None]
Stop Event
Pre-recording [Do not select check box]
Second(s) (Depending on cameras)
Post-recording [Select check box]
Second (Depending on cameras)
Apply Template [Do not select check box]

Manual Recording

Manual Recording

Enable manual recording

(Depending on cameras)

Default duration of manual recording [300 sec]
Maximum duration of manual recording [1800 sec]
Frame Rate - MUPEG
Frame rate (MJPEG)
Regular | Live frame rate [20]
Frame | Recording Frame Rate [10.00]
Rate Time Unit [Second]
Speedu | Enable Speedup [Select check box]
pFrame [TLive Frame Rate [20]
Rate Recording Frame Rate [10.00]
Time Unit [Second]
Speedup on [Event]
Start Event [None]
Stop Event
Apply Template [Do not select check box]
Frame Rate - MPEG
Frame rate Live FPS (Depending on cameras)
(MPEG) Record Keyframes Only [Do not select check box]

Record All Frames on [Schedule only]
Start Event [None]
Stop Event
Apply Template [Do not select check box]
Audio Selection
Audio selection Default Microphone [None]
Default Speaker [None]
Apply Template [Do not select check box]
Audio Recording
Audio Recording | [Always]
Storage Information
Storage Drive [None]
information Path
Use
Drive Size
Video Data
Other Data
Free Space
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H Events and Output

Ports and Polling

Ports and polling

Item Initial value
Alert and generic event port [1234]
SMTP event port [25]
FTP event port [21]

Polling interval [1/10] second

(10]

Hardware Input Events

(For each
Hardware Device)

Event configuration Enable event

(Depending on cameras)

Event name

[None]

Pre/post alarm images Images from camera

[None]

Number of pre-alarm images

(3]

Frames per second

(1]

E-mail Notification Send e-mail if this event occurs

[Do not select check box]

Attach image from camera

[Do not select check box]

SMS notification Send SMS if this event occurs

[Do not select check box]
Note:

® This unit does not support
notifications by SMS.

System motion detection | Create a system motion

[Do not select check box]

Hardware Output

(For each

Hardware Device)

event detection event for the camera
Output name [None]
Output connected to [None]

Keep output for

10 (1/10 seconds)

Manual events

Global

Event configuration Event name

[None]

E-mail notification Send e-mail if this event occurs

[Do not select check box]

Attach image from camera

[Do not select check box]

SMS notification Send SMS if this event occurs

[Do not select check box]
Note:

® This unit does not support
notifications by SMS.

(For each manual
event)

Event configuration Event Name

[None]

E-mail notification Send e-mail if this event occurs

[Do not select check box]

Attach image from camera

[Do not select check box]

SMS notification Send SMS if this event occurs

[Do not select check box]
Note:

® This unit does not support
notifications by SMS.
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Item

Initial value

Generic events

Generic events
Note:

® The following generic events are set by default.
JVC NVR ALARM IN1 to 8 BREAK
JVC NVR ALARM IN1 to 8 MAKE

Event name [None]
Event substring [None]
Event message expression [None]
Event protocol [TCP]
Event rule type [Search]
Event priority [0]
Event configuration Event Name [None]

E-mail notification

Send e-mail if this event occurs

[Do not select check box]

Attach image from camera

[Do not select check box]

SMS notification

Send SMS if this event occurs

[Do not select check box]
Note:

® This unit does not support
notifications by SMS.

Output Control on Eve

Output on Event

nt
Activate output on event Event [None]
Output [None]
Configure... [None]
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H Scheduling and Archiving

Item

Initial value

Scheduling All Cameras

Schedule all cameras

Online [Always off]
Speedup [Always off]
E-mail [Always off]
SMS [Always off]
Note:

® This unit does not support
notifications by SMS.

PTZ Patrolling

[None]

Apply Template (for each camera)

[Do not select check box]

Scheduling Options

Scheduling options

Start cameras on client request

[Do not select check box]

Schedule profile for new cameras

(Depending on cameras)

Hardware device communication

Maximum delay between
reconnect attempts

(10]

Archiving

Archiving time

[12:00:00]

Archive failure notification

Send e-mail on archive failure

[Select check box]

Send SMS on archive failure

[Select check box]
Note:

® This unit does not support
notifications by SMS.

(Camera name)

Online Period

Online schedule

Schedule profiles

[Always on]

Set camera to start/stop on time

[Select check box]

Set camera start/stop on event

[Do not select check box]

Start event [None]

Stop event [None]

Configure Events [None]

Start time [None]

End time [None]

Day [None]
Speedup

Speedup schedule Schedule profiles (Depending on cameras)

Start time

End time

Day
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Item | Initial value
(Camera name) (continued)
E-mail Notification
E-mail schedule Schedule profiles (Depending on cameras)
Start time
End time
Day
SMS Notification
SMS schedule Schedule profiles (Depending on cameras)
Start time Note:
End time ® This unit does not support
Day notifications by SMS.
PTZ Patrolling
PTZ Patrolling schedule Schedule profiles (Depending on cameras)
Patrolling profile
Start time
End time
Day
H Matrix
ltem | Initial value
Matrix Recipients
Matrix recipients Enable Matrix [Do not select check box]
Name [None]
Address [None]
Port [None]
Password [None]
Matrix recipient is a Smart [Select check box]
Client
Matrix Event Control
| Matrix event control Configure events | [None]
M Logs
Item Initial value
Logs Path [L:A\Log\MS]
Days to log [10]
Event log Path [L:ALog\MS]
Days to log [10]
Audit log Enable audit logging [Do not select check box]
Path [L:ALog\MS\ISAuditLog]
Days to log [10]
Minimum logging interval [60]
In sequence timespan [10]
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H E-mail

Item

Initial value

E-mail settings Enable e-mail (Recording Server)

[Do not select check box]

Enable e-mail (Viewer)

[Do not select check box]

Recipient(s): [None]
Subject text [None]
Message text [None]
Include image [Do not select check box]

Do not send e-mail on camera failures

[Select check box]

Time between motion- and database-related e-
mails per camera

[0 minute(s)]

Mail server settings Sender e-mail address [None]
Outgoing mail (SMTP) server name [None]
Server requires login [Do not select check box]
User name [None]
Password [None]
H SMS
Note:
® This unit does not support notifications by SMS.
H Central
Note:
® This unit does not support the Central funtion.
l Server Access
ltem | Initial value
Server Access
Server access Server name [Server]
Local port [80]

Enable internet access

[Do not select check box]

Internet address

[None]

Internet port [None]
Max. number of clients [11]
Local IP Ranges
Local IP ranges Start Address [None]
End Address

Language Support and XML Encoding

Language support Language

| [Western European(ISO)(is0-8859-1)]
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Hl Master/Slave

ltem | Preset Values

Master Server

| Master server Enable as master server | [Do not select check box]

(Slave server)

(Slave server 1) Address [None]
Port [80]
H Users
Item | Preset Values

Administrator

Administration Protection

Administration protection Enable [Do not select check box]

Change password Old password [None]
New password [None]
Confirm password [None]
(User name)
User Information
User Information User name [None]
Password [None]
Password (repeat) [None]
User type [None]
Generic Access Properties
Client access settings
Live [Select check box]
Playback [Select check box]
Setup [Select check box]

Edit shared views [Select check box]

Edit private views [Select check box]

Camera Access

Camera access settings (Camera name) [Select check box]

Rights for new cameras when added to [Select check box]

system

Live [Select check box]
PTZ [Select check box]
PTZ preset positions [Select check box]
Output [Select check box]
Events [Select check box]
Incoming audio [Select check box]
Outgoing audio [Select check box]
Manual recording [Select check box]

Playback [Select check box]

AVI/JPEG export

[Select check box]

Database export

[Select check box]

Sequences [Select check box]

Smart search [Select check box]

Recorded audio

[Select check box]
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Troubleshooting

Symptom

Action

Power cannot be turned on.

Check to ensure that the power cable has been plugged in correctly.
Check to ensure that the power switch on the rear panel is switched on.

Camera is not automatically detected.

Follow instructions in the camera’s [Instruction Manual] to check the IP
address settings.

When the IP Lease feature is in use, turn OFF the camera and ON again with
this unit started up.

If the user name and password of a camera have been changed from the
initial settings, there is a chance that the camera will not be automatically
detected.

Unable to operate.

Check to ensure that the operations are not locked. (1= Page 116)

Images are not recorded.

Check the [Camera Recording Settings].
Check to ensure that the scheduler is set to online.

Unable to play back audio sound.

Check the audio settings in camera properties under [Hardware Devices] in
[Advanced Configuration].

Check to ensure that [Listen to] is correctly selected in the [Audio] section.
If the network is congested, audio sounds may not be transmitted.

Unable to operate in a section(s) in the viewer.

Check to ensure that the section you want to operate in is set to [Available]
under [Panels] in option settings. (r= Page 176)

The message below appears after turning on
the power.

“CMOS Settings Wrong CMOS Date/ Time Not
Press F1 to Run SETUP Press F2 to load
default values and continue”

The built-in backup battery level is running low.
Consult your nearest JVC KENWOOD dealer.

H Actions when Warning Indicator Lights

Up

Error Message

Action to Take

WARNING:HDD(Disk)

The HDD seems to no longer be serviceable.
Consult your nearest JVC KENWOOD dealer.

WARNING:HDD(Drive name:) Deleted

Check to ensure that the power of the external HDD is switched on.
Check to ensure that the connecting cable is properly inserted.

If no abnormality is found above, consult your nearest JVC KENWOOD
dealer.

WARNING:HDD(Raid)

This is a HDD (during RAID setting) warning.
Consult your nearest JVC KENWOOD dealer.

FAN STOP

Fan abnormality. Check to ensure that the fan is running.
If the fan is not moving, stop using it. Otherwise, it may break down.
Consult your nearest JVC KENWOOD dealer.
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Recording/Displaying live
images/Distribution

performance
Hl VR-X1600U
@® When displaying live image on this unit
. Live image Live
'm"gﬁ:‘)"mat R[f::]'g,'g)g on this unit | Distribution
[ips] (*3) [ips]
JPEG VGA 192 192 192
H.264 VGA 300 300 300
H.264 720P 100 100 100
H.264 Full HD 44 44 44
@® When not displaying live image on this unit
. Live image Live
Imag?*:‘c))rmat R[ci-:::]rggg on this unit | Distribution
[ips] [ips]
JPEG VGA 270 0 192
H.264 VGA 960 0 300
H.264 720P 900 0 100
H.264 Full HD 480 0 44
l VR-X3200U
@® When displaying live image on this unit
. Live image Live
Imag?*:‘c))rmat R[ci-:::]rggg on this unit | Distribution
[ips] (*3) [ips]
JPEG VGA 192 192 192
H.264 VGA 450 450 450
H.264 720P 150 150 150
H.264 Full HD 66 66 66
@® When not displaying live image on this unit
. Live image Live
Imag?*:;)rmat '}?::]rg';)g on this unit | Distribution
[ips] [ips]
JPEG VGA 270 0 192
H.264 VGA 1920 0 450
H.264 720P 900 0 150
H.264 Full HD 480 0 66

(*1) Standard image quality of each format is as follows.

JPEG VGA 32KB per image
H.264 VGA 30ips 660Kbps
H.264 720P 30ips 2Mbps
H.264 Full HD 30ips 3.6Mbps
(*2) Performance when RAID10 is built. 65% performance

for no RAID configuration and 28% performance for
RAID5 configuration.

(*3)

Performance when outputting to an XGA monitor. 80%

performance when outputting to a Full HD monitor.

Caution:

® The above-stated performance is dependent on achieving
the maximum performance from the HDD. For more
information, see “Making Full Use of Recording
Performance” (i Page 37), or consult your nearest JVC
KENWOOD dealer.
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Specifications

M General
Allowable Operating Temperature
:5°Cto40°C
Allowable Storage Temperature
:-20°Cto 60 °C
Allowable Operating Humidity
: 30% to 80%
Power Supply : AC 120 V to AC 240 V ~ 50 Hz/60 Hz
Power Consumption:
VR-X1600U: 1.1 A
VR-X3200U: 1.2 A

Mass : Approx. 9.1 kg
H Interface
Network :RJ-45x 2
LAN1 1000BASE-T/100BASE-TX/10BASE-T
LAN2 1000BASE-T/100BASE-TX/10BASE-T
Serial : USB2.0 A-type (or equivalent) x 6
eSATA ix1
Video Output : D-sub 15 pin x 1 (up to 1920 x 1080)
DVI x 1 (up to 1920 x 1080)
Audio input : Analog audio mini jack
monaural x 1
Audio output  : Analog audio mini jack
stereo x 1
I/0O Terminals : Push terminal
Input x 10
OQutput x 2

Il Compatible Compression Formats

Video : JPEG/MPEG-4/H.264
Audio : p-law
H Recording

HDD Capacity : 1 TB x 1



Hl Attachments/Accessories

QuiCk REfErence .......cccoovcuiiiiiieiiieee e 5
Set UP GUIE ...t 1
Power Cord (2.4 M) ...ooiveiiiiieee ettt e e 1
Power Cord (2 M) c..uuueeeieeiiiie et 2
Rack Mount Bracket ..o 2
Warranty Card ........ooceeiiiiiiiieeeeeee e 1
Screw (M4 X 11 MM) .oeiiiiiieee e 6
Screw (M5 X 10 MM) c.eeiiiiiiiieeiie e 4

H Dimensional Outline Drawing (Unit: mm)
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# The specifications and appearance of this unit may be
modified for improvement without prior notice.
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Index
A
ACHON ... 46
Additional HDD
(070101 T=Yo11 (o) o [N 26, 71
[ 7Y | R 72
Archiving
SetiNGS oo 107
Storage location (Archiving Path).......... 36, 76, 96, 100
Audio
[\ =10 o [0 RN

Recorded audio
Automatic switching of multiple camera images
(=T o 10 E=T=1 ) SRR 156

C

Camera
AUdIiO SEttiNGS ....cveeeieiiieeieeee e 95, 124
Camera Properties ......ccccocecuvveeeeeeciiiee e 94
Compatible cameras .........cccccevveenereieenie e 181
Registration (auto)..........ccoveereerieiiierie e 33
Registration (manual) .........ccccceriiieininnee e 117
ShorCUt MENU ....ccoeeeeiieeeieeceereere e 146
Shortcut NUMDEr ........eeiiiiiiiiiiieeee e, 94, 100
Camera liCENSE ........cooeveeeeccierere e 118
Connection
Connection to this UNit.........ccccvvvvveeieiiieieieeeeeeeeeeeeeee 26
Network connection........coooeeeeeeviieeeviceeeeeeeeeeeeeeee, 28
(07 2 U N 0 1Y (=Y SRR 130
E
E-mail
Notification schedule .........cccvveeeeeeieiiiiieiiieieieeen, 123
Notification setting (Management Application/Smart
(7171101 ISR 59, 60
Notification setting (Unit Setting) ..........ccccoveeieenennne 59
eSATA terminal..........ooovviieeeieeeeeeeeee e 21, 26, 71
Event
Generic event (Generic Events) ........cc.ccoccvvveeeeeineee. 46
Input event (Hardware Input Events)..........ccccceeeennes 48
Manual event (Manual Events)..........cccccoceveeeenineennn. 50
TIMEI BVENL ... 51
Export
AVIIIPEG ..o 164
Database........ccoceeeeiiiiieeeccc 165
VIBWET ettt 167
F
Floating WiNAOW .........oocuiiiiiiiiiiiie e 160
Frame rate
Display frame rate ........... 158,172,173, 174,175, 177
Live frame rate .........ooevvvveeeeeeeieeeeeeee, 35, 94, 102
Recording frame rate..........ccccocccieiiiinnenn. 35, 94, 102
SPEEAUP ...ttt 94,102
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H
Hardware device
Deletion .......ccceieiiiiciee s 119
Hardware Properties. ........ccccoovveeriiiiiiecnnieeeee e 92
Replacement ... 118
[ 1B T I 0 1= (= N 130
HOSPOL ... 157
HTML PAGE...cc oot 158
|
Image quality .......cc.ooocveeeeennne 158,172,173, 174,175,177
Indicator
Eventindicator.........cccoeeeiiiiiiiiiice e, 142
HDD indicator ......ccooeeeeeieeeeeeeee e 20
AV oo (o= | (o] S 142
Motion indicator ..........oooovveiviiieeieeeeeeeee e 142
OPERATE indicator........ccccuvvveirieieeeieeeeeeeeeeeeeee e 20
REC indiCator .....vvveviieieiiieeeeeeeeeee e 20
WARNING indicator.............ccoeeeeeeeeeiininirnnnnnenes 20,129
K
Keyboard
CONNECHION ... 26
On-screen keyboard...........cccoceeviiiienieniecee e 30
L
Language
Management Application .........cccccveveinirniee e 111
Smart Client........ooooiiiieeeeee e 178
Unit Setting ...oovveeeeeeece e 83
Live image
Camera Operation ..........ccccuveeeeeeereieeee e 144
Independent playback ..........ccccceeiiiiiiiiiniiiieieee 145
Logs
Management Application .........cccccccveeeeerrnnenn. 109, 128
Unit Setting .....eoe i 83, 128
M
Maintenance information............ccccoeeeviiiiiiviiiiieeeeeeeeeee 129
Management Application
Advanced Configuration ...........ccccevieeeeneeenneeeenieenns 91
Saving SEttiNgS ......evviiiiiiiieee e 19,79
StAM UP o 32
WizardS.....coooeeeeeeeeeeeeeeeeeeeeeeeeeee 33, 34, 44, 66, 90
MaASEEI/SIAVE ......euveeerireeeeeeeeeeeee e 63
MatriX....ooieeeeeee e 53, 109, 173,179
Mic
CONNECHION ... 26
SettingsS...ccvi e 95, 104, 124
Monitor
(07071 T=Yo11[o) o [N 26
ResOIUtiON.......ooeeeieee e, 26, 114
SettingS ..o 114,115
Motion detection
INAICALOr ... 142
|2 T=ToTo] (o [1 0o PSR 35, 55
SENGS ..ttt 44
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Network
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Network settings
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Surveillance PC.......c..ooiiiiiieee e 137
o
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Overlay bUttONS ........cooiiieiiiee e 160
P
Password
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R
Recorded image
EXPOIM e 164
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Recording
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S
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Smart Client
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Installation ... 136
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